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Abstract

Service Oriented Architecture (SOA) is now acknalgied as a central paradigm for service delivery,
acquisition and consumption. Under SOA, serviceslaosely coupled and thus greatly facilitating the
interactions among service providers, service corss and repositories. Over last decade, prodigious
research and technology developments have beeevachfor enhancing this paradigm both in IT and
Telecom worlds, resulting supporting technologms;h as the IMS architecture for NGN, the mashup
technologies for web services. However, there titessme substantial challenges hindering netwamkl

service evolutions. From the service point of vidhese challenges mainly relate to certain esdentia
functionalities in the SOA paradigm such as sendlescription, discovery, access and composition

management.

The goal of this thesis is to provide upcoming reeks, mainly targeting Next Generation Network
(NGN) and Future Internet (FI), with enhanced medras to deploy revenue-generating and competitive
services in a rapid and cost-effective manner. dioewve this objective, our research work conceesrain
two topics in this field: i) Service composition n@gement that facilitates the service creation and

maintenance; ii) Service exposure that providestlyichg supports for service composition management

After a deep investigation of the related SoTA farvice composition both in IT and Telecom
domains, we propose an automatic service compositimdel relying on an IMS/Web converged
environment. This proposed service composition rhasleintended to be one in which even non-
professional users can easily reuse existing ssyicapabilities and resources to create new ssriig
enforcing the automatic service selection, commsiand monitoring. To further improve the automati
service composition feature, three strategies oty passive update, active update and hybrid epals
proposed and analyzed. Thereby the automatic sewatposition paradigm is enabled to go beyond
design time to dynamically compose services atimatThese enhancements allow users to profit fom
highly personalized, meaningful communication ameriaction experience.

Considering the significantly important role of \@ee exposure in the paradigm of service
composition, we then introduce three different mervexposure strategies for catering to the differe
domains’ service requirements. We first proposergralized service exposure framework for a varddty
services, including Telecom/Web/Device/user-gemeraservices. This framework mainly aims at
enhancing the user-centric feature and the conmeggéeature, as well as providing the unified asdes
diverse services, thereby enabling a seamlessaitien among heterogeneous services and facilitatie

reuse of these existing services by both profeasiand non-professional users. Subsequently, péngei



the challenges generally encountered by the cé&gdakolutions such as single access, high maintena
cost, and easy to lead to performance bottleneekamalyze the feasibility of using decentralized® R@
support the distributed service exposure in largges Then two P2P based service information s@arin
models are designed to complement the centraligedce exposure model: i) A hierarchical P2P based
model, which reuses the structured P2P overlay (leord) for guaranteeing the service discovery
efficiency, meanwhile adopts the concept of abstsacvice publication and discovery for enabling th
ambiguous service searching which is indigent iment structured P2P systems. ii) A triplex P2Priaye
based model, which mainly targets the devices edffeservices. In this model, we use the gateways to
delegate the devices residing in them for the dlcleavice exposure, and use a triplex overlay based
architecture, which includes an underlying unstritei P2P layer, a Semantic Overlay Network (SON)
based overlay and a service dependency overlayhéoservice information sharing and discovery.sehe
introduced architectures and mechanisms for seexp@sure are analyzed and evaluated through af set

implementations and simulations.

Key words:

Service composition, service exposure, serviceodey, service publication, convergence, NGN, Web,

IMS
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Chapter 1 Introduction

The last decade witnesses the tremendous evoiuatiooth Telecom and Internet worlds. The advanceémen
of mobile communication and broadband Internet s&€technologies enables us to be conneatgdime,
any wherethrough diverse means (e.g. voice/video call, Sivdessage Service (SMS), Multimedia
Messaging Service (MMS), Instant Message (IM), énsaicial network, etc.). They also greatly easg an
enrich both our professional and personal livesm@anies can do their business with each other by
exchanging information via Internet, and perforre tinline transactions regardless of the geograbphica
limitation. Users can enjoy themselves with variomiine entertainments (e.g. shopping, gaming, gudi
video, social interaction, etc.). These rapid ettohs make it almost impossible to image what dfer |
would be without computer, mobile phone, and Inéer©n the other hand, users’ expectations on the
services they can get from networks are becomirgheni especially after the emergence of Next
Generation Network (NGN) and Next Generation IneeiiNGI). NGN and NGI are both considered as the
foundations for next generation networking and [@iot to provide substantial support for the next
generation service delivery. Therefore, how tcedffiely create revenue generating and competitive
services in a fast-paced environment, how to redwath their creation and maintenance cost, and thei
time to market, as well as how to optimize thdidycles, are the very relevant, challenging qoestifor

network operators and services providers.

NGN [1] was introduced for enabling the Telecomneatibn operators to better take advantage of
their core competency and to prepare for the emegrigilecommunications environment, and thus ackieve
the goals of reducing the deployment cost, optingzihe infrastructure investments, facilitating trew
service generation, and consequently retaining candhforcing their roles in the more and more
competitive service market. The general idea beiN@GN is to reuse the Internet technologies such as
Internet Protocol (IP) for confronting the competitfrom Internet domain, thus it is labeled as-18lI' by
comparing with the previous generation of Telecomitation networks, which are mainly based on
circuit switching, Signaling System #7 (SS7) andos hierarchies (e.g. Synchronous Digital Hiengrc
(SDH)) for transport. Furthermore, NGN makes a rclseparation between the network access and
services, and moves the network architecture fioenttaditional vertical approach (i.e. the accessirol
and services are closely tied) towards a horizoapglroach, where the transfer functions, transpocd
service control functions, and the application tiores are separated into three independent lagers,

each layer provides reusable elements to otherd42g
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NGI [3], which is also known as Future Generatiotetnet (FGI) or Future Internet (FI), was born as
an approach to deliver new services upon “Inte@iebr “Beyond IP”. It aims at providing a set of
improvements over Internet, to name a few, serdcbhology independence, scalability, simplicity,
addressing, security, privacy, mobility, relialyilimanageable end-to-end Quality of Service (Qo&li§y
of Experience (QOE), openness, fast deploymenteofgnalized services and business effectiveness, et
To achieve these goals, NGI revolutionizes the nsgting and service aspects following either an

evolutionary way or a clean slate approach.

Regarding these evolution emphases in IT and Teledomains, we can notice that the distinction
between the Telecom networks and the IT networkseiag blurred, especially from the service’s view
point. Convergence becomes one of the fundamehéahcteristics for both IT and Telecom networkse Th
upcoming service environment is generally considler® a converged service environment in which the

different kinds of services can interact each ofeamlessly, regardless of the underlying heteriges.

Over the last decade, prodigious progress has besle in converging various wired, mobile and
wireless networks for providing ubiquitous servitesend users, thus has achiewty time, any where
service providing promise. Currently, the convergeis taking place between Telecom and IT worlde O
of the most prominent examples is the alliance betwlP Multimedia Subsystem (IMS) and Web 2.0 for
benefiting form bridging Telecom potentials of addility and trustworthiness with Web’s openness and

flexibility.

The concept of “Web 2.0” began with a conferencairtstorming session between O’Reilly and
MediaLive International in 2004, and gained its plapity in a very short time. The advent of Web 2.0
brings a significant impact on the service usapaihd provisioning by encouraging the involvemeotrf
end-user for innovative services and/or contenat@re, that is, an end-user is not only consideaed
service/content consumer, but also encouraged tod®rvice/content contributor. Web 2.0 revolutzeqi
both software engineering methods and users’ ictieora manner with software features. One crucial
characteristic of Web 2.0 is that: software feaduaee no longer packaged as an independent appficat
instead, they are split into generic Web serviges published to a common registry for promotingssro
network and cross-organizations sharing, collabmmatreusability, and integration. Some examples of
Web 2.0 include social networking sites, blogs, isvikvideo sharing sites, hosted services, web

applications, mashups and folksonomies.

IMS was introduced by3Generation Partnership Project (3GPP) in 2002 &elés, and has been
widely recognized by the Telecom world as the efee architecture for NGN. IMS enforces the service

control over IP based infrastructures, enablesaitess independent feature, and guarantees a ,secure
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ubiquitous service experience for user. It has gmweards making service development more flexible,
such as the overlay architecture that enablesdheergence of voice, data and multimedia traffieroan
IP based infrastructure, the unified service cdnmger based on Session Initiation Protocol (SHg
existing of the service capabilities layer and théial Filter Criteria (iFC) based service invoiat

mechanism.

Regarding the characteristics and evolutions trefid§eb 2.0 and IMS, it is explicit that both okth
emphasize the improvement of service delivery fdfilling the more and more complex requirements
from end-users. Both of them adopt the conceptearfise composition as a basic service delivery
mechanism that allows the creation and executiortashplex services by integrating the distributed
autonomous service building blocks. Related researork is being carried out for years, and various
service composition approaches have been propogedifferent standardization organizations and
companies catering to different network requireraseNevertheless, some attributes, such as convergen
automaticity and user-centricity are still the opssues, which are being pursued by both indusid/ a
academia. This thesis aims to address these ifsupsoviding an agile service composition modelietth

satisfies the best practices in the converged aeermvironment.

1.1 Service delivery in next generation service enviranent

Services are considered to be the most importgmadbfactor for the success in the competitivearast-
driven market. Both service providers and operaaoesstruggling to find out innovative ways to ltand
bundle new services, to achieve operational cakiateons, and to strategically position themselvethe
service market. Service Oriented Architecture (SO#hich enables the loose coupling and dynamic
binding between services, is widely accepted asrthi@ principles and methodologies for next genemnat
service delivery. It distinctly characterizes twoles for the services: service provider and service
consumer. Service providers need to create servinake them accessible for third parties and plblis
details of their services. Service consumers discaervices and then invoke them when needed. This
service creation principle impacts the servicewdeli both in IT and Telecom domain. In the IT domai
instead of only using the silo method in which gwftware features are packaged as an independent
application, the service functions are split intdtcmomous service building blocks in order to eaghk
cross network and cross organization sharing, lootktion, reusability and integration. In the Telec
domain, a great deal of efforts also have been nfadecatering to this trend, especially after the
introduction of the next generation networks susHMS, in which the service layer is separated ftbm

control layer and underlying transport layer, ahdst gives more evolution freedom for the services
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themselves. For instance, in IMS service architecta service capability layer, which contains aafe
application-independent building blocks for offerigeneric functionalities to support various muéilia
applications, is separated from the control lagrch building blocks are called Service Capabditisy
3GPP, and called Enablers by Open Mobile Alliano&Q). Generally, a service capability provides a
predefined functionality by itself, but a new andmnrevenue generating service is created by cantpin
multiple service capabilities. Nowadays, creatirgjue-added services by reusing the existing service
components, which is well known as Service Commmsithas become a key aspect for service delivery i

the SOA landscape both for IT and Telecom worlds.

For being reused for other applications, a serfirsé needs to be known and accessible by users or
other applications. In the IT domain, services aenerally exposed through open Application
Programming Interfaces (APIs), and the Object AscPBsotocol (SOAP) and Representational State
Transfer (REST) technologies are widely used failifating the invocation of services. Moreoverset of
the service description and publication mechanisoth as Web Service Description Language (WSDL),
Universal Description, Discovery and IntegrationD@I) as well as the later semantic annotation
mechanisms are adopted for facilitating the serpigglication and discovery. Meanwhile, being medace
by the IT competitors, Telecom operators are formeadpen themselves to both professional and non-
professional users for the purpose of retainingmarging their service market. Parlay/OSA Gateway,
Next Generation Service Interfaces (NGSI), and (Rletvere specified by the standardizations for
enabling the access to the Telecom services/cépebiby outer world applications through unifieccass
interfaces. The emergence of these technologidsdesnthe Telecom operators to expose their sertices
developers and users, meanwhile the third partjicess such as map and social networks are alsdezhab
to be used by Telecom applications. This thus esablhighly synergy between two domains and achkieve

the goal of convergence from the service layer.

1.2 Thesis motivations and objectives

The research for service composition in the corsgrgnvironment has been carried out for years. Many
solutions have been proposed for catering to tfferdint network requirements. However, most of entr
service composition mechanisms within the IT antkd@m worlds are evolving independently from each
other based on the different underlying infrasties. For example, Telco networks nowadays aradryi
to enhance their openness to other services arsl éhable the service creation through the service
composition paradigm. Recently, a paradigm nametlalso 2.0” [4] was forged by Telecom operators

for addressing the larger range of markets, whimat only targeting the local developers. In this
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paradigm, Telecom operators expose the functiéeslisuch as SMS, MMS, Localization, and Voice over
IP (VolIP), to third party developers. Meanwhilee tiird party services such as Maps and social arésv

are reused by the Telecom applications. Howevés,dpenness generally addresses the needs ofncertai
business markets and is currently limited to themwices that are standardized. Moreover, theimited
room for users, or even the third party serviceviglers to extend and build upon those servicesthen
other hand, for Internet services, such as soe@aorking services, they are open in the senseatiaine

with internet access can subscribe to and use tidished services, and third parties also can offer
additional service functionalities through open #&\PHowever, it encounters certain challenges sisch a
security, QoS, privacy, etc. which contrarily ale tessential functions provided by Telecom services
Some other models, such as Over-The-Top (OTT), kaverged for competing with the Telco model for
enabling the consummation of communication servimeson Telecom services (e.g. search for Google,
communication control for Skype, or social netwdok Facebook) [5]. Being different from the Telco
model, which enables the internetworking amongediffit operators relying on the strong standardizati
and the peering agreement, OTT based ecosystementtyrare independent and non-interoperable neithe
at the control layer nor at the application le¥ar instance, an iPhone app will never run on Artjreven
where operators attempted with Parlay or Java Adtl$ntegrated Networks (JAIN) to provide common
APIs to their network capabilities. That is duehe fact that the openness of OTT greatly depend3DT
providers’ power (competitive advantages) and etfias, and most of them adopt the walled-garden
paradigm for protecting their revenues from beihgred by others. As the openness and the seamless
interoperation among different kind services arasodered as necessary for the converged service

environment, they need to be further improved faal#ding the agile converged service provisioning.

Moreover, even some improved service compositiomagament mechanisms, such as Service
Capability Interaction Manager (SCIM) and OMA See/Environment (OSE), have been specified by the
Telecom standardization organizations. Howeverseéhesolutions are generally based on Telecom
technologies (e.g. using SIP for the service mamage). They thus mainly target the Telecom savvy
developers. Such mechanisms for cross applicat@mnath brokerage and service description are still
missing. As the convergence is an inevitable tfend’elecom and IT worlds, how to provide a unifiad
effective service composition mechanism for enapline service creation regardless of the underlying
network architectures and the service types (evifs,|Web, Devices, etc) is questionable for future

networks.

Furthermore, in the new philosophy of servicessarus no longer limited to the role of a service

consumer, but also a service contributor, who doutes her/his intelligence for the new serviceshsas
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the successful experience of Web 2.0 shows to use@itly, such kind of service composition mainly
targets the professional users or the advanced ugdes have at least certain service developmefis ski
Even some so-called user centric tools for theisergreation such as Yahoo Pipes, they are stll to
complicated for the ordinary users or cannot suppomplex tasks. Concerning the possibility to agte
the service composition fashion to a larger scaleluding the ordinary users who do not have any
development skill, the more user centric and pecattnechanisms are considered as necessary. Teese u
centric mechanisms should not be limited to theroupment of the service creation process as most of
current solutions do, but also should include tinglEary processes, such as the service publicatiervice

discovery, service adaptation, etc.

Facing the service composition challenges, thisish@ims to improve the service composition
paradigm in the converged service environment lilyessing the issues such as convergence, autamyatici
and user-centricity. To achieve this goal, an agéeszice composition model is proposed for empavgeri
end-users to access IMS and Web services seamtbesligh different types of terminals, and for dimap
the service creation and interoperability, regassllef the different types of services (IMS servjdd®eb
services, or device offered services). Meanwhite tiser-centricity feature is enhanced by hiding th
backend complexity and simplifying the service tijrainterface and process, as well as by providieg

automatic service creation and update mechanisms.

As service exposure is considered as a prerequitéhe service composition, we introduce new
service exposure mechanisms, including serviceigatin, service discovery and service information
sharing in both centralized and distributed servteironment, for catering to the different service
composition contexts. These enhanced service empasechanisms can act as a complement for the

service composition model.

1.3 Thesis contributions

In this thesis, we consider the IMS/Web convergadrenment as a concrete service environment fer th
next generation service delivery. Within this scapés thesis first concentrates on the servicepmsition

management based on such converged environmensideang the important role played by service
exposure for the service composition paradigm, Wwentinvestigate the existing service exposure

mechanisms, and propose the solutions for satptyia different service environment requirements.
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1.3.1 Service composition in NGN environment

Relying on an IMS/Web 2.0 converged environmentpnapose an extensible service composition model
which uses the concept of service profile for esoéting the service composition information. Basaed
this model, service profiles are further dividetbidifferent types: abstract atomic service profilencrete
atomic service profile, abstract composite serpicdile and concrete composite service profile. tTihdor
realizing the automatic service composition, whitainly relates to the service update and servieatiom
processes. Moreover, an active approach, a paasgpmach, and a hybrid approach are proposed for
balancing the latency and real-time characterisii¢gh these enhancements, both user’'s experiende a
involvement are greatly improved. The service lfde is optimized, and the cost for service creatiod

maintenance is decreased.

1.3.2 Service exposure in converged environment

Considering that service exposure plays a signmificale in the next generation service delivery, we
propose three exposure models that act as a corapteior the service composition model: a centrdlize
semantic enriched service exposure model, for thevarged service environment; a hierarchical P2P
based service exposure model, for the distributadice environment; and a triplex service exposure
model, for the Internet of Things (I0T) environmemhese service exposure models separate the aservic
discovery and selection functionalities from thevie® composition environment. Thus they not only
release the service composition environment froenlthrdensome service discovery task, but also enabl
the reuse of larger-scale services, regardleskedf tinderlying heterogeneities. Therefore, theisbaof

the different kinds of services among differentfolans can be further improved.

The first proposed service exposure model reliesa arentralized platform for improving the cross
domain service interoperability and the user-ceitjrfeature. It enables the services derived fobfferent
domains (i.e. Telecom/Web/Device/User) to be irdtmg into a composite service regardless of their
underlying heterogeneities. Meanwhile, the usetrtereature is enhanced by applying the semantic
annotation both to the service description andhto user request, as well as by empowering a user to
publish and share his/her created service in aftisadly way. Moreover, a variety of interfacesciuding
APIs, widgets, and natural language based toaspranvided for satisfying the requirements of usgithe
different levels. Thereby the users profit from ighty personalized, meaningful communication and

interaction experience.

The central solutions are generally consideredaay & implement and to enforce the monitoring on

the services. However, they easily attract the ¢imls attacks, introduce a single failure pointuies a
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high maintenance cost, and are not scalable arehsikle enough to deal with the dynamic service
environment. Moreover, centralized systems lim# thteroperability among different platforms, which
leads to many isolated service islands, and thasrénthe inevitable resources redundancy. Overogmin
these limitations of the centralized solutions, teeentralized Peer-to-Peer (P2P) can be considered
another choice to support distributed service exposn a large scale. Thus we propose an alteenBNP
based service exposure model. This model usestthetwsed P2P overlay as the distributed service
repository network. Adopting the Chord protocoklas base, it thus ensures the efficiency of queating

in the large-scale P2P networks. Meanwhile, the ehodroduces the abstract service of publicatiod a
discovery, which incorporates with the unified seties and reasoning engines for the ambiguous@®rvi
searching. The hierarchical network and resourgardzation in the model enables a system to quickly
identify the peers that most likely contain theveses satisfying user’s requirements, and serviseodery

efficiency is thus greatly improved.

Along with the evolutions of service compositiondaimternet, nowadays, not only the Telecom and
Web services are involved in the service compasitimt also the device-offered services, especaitisr
the popularization of 10T in these years, are nao@ more involved in service composition. Someristc
features of these small or embedded devices makeekposure to be more complicated, and the dalssi
solutions for Telecom and Web service exposuraateurrently feasible to be used directly for tiewvice
offered services. Thus we propose another P2P ldisetbuted service exposure model, which mainly
targets the device-offered services. This servigosure model enables both the powerful devicetscina
access to the IP network directly, and the wealcdsuwhat need a gateway to connect them to thegreatt
parties, to expose themselves in a global netwdhis model enables the service information sharing
among different users, and different service platfy regardless of the underlying heterogeneities a
complexities. Moreover, to avoid the single failygeint for the centralized UDDI likes solution attte
possible appearance of the bottleneck while thebmunof devices increases to a certain level, detip
layers based P2P service discovery mechanism,dimgjuan unstructured P2P layer, a Semantic Overlay
Networks (SON) layer and a service dependency Jageproposed for improving the service discovery

efficiency.

The contributions of the original publications atenmarized as follows: Paper | describes centilize
service exposure mechanism that relates to Sedt@nPaper Il and Il address the service compmsiti
management including automatic service creationartdmatic service adaptation, they mainly relate t

Section 3.2 and Section 3.3; Paper IV, V and Vialdaith the service composition issue in the IMS
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environment, and they are mainly SIP and SCIM baséds part is not included in the manuscript, but

some concepts are reused in Chapter 3.

The above mentioned research results have beentedad to three major projects that the author had
been involved: the Exoticus project (Jan. 2008 €.2609) is a national project under the SYSTEM@TIC
cluster, which aims to address service modelling) service composition in NGN; the SERVERY project
(Nov. 2008 — Oct. 2011) is a European project utiderEUREKA ICT cluster, and its goal is to enadle
Service Marketplace that bridges the Internet aslddworld by merging the virtues of these two eyl
and the DiYSE (Sept. 2009 — Mar. 2012) is a Eurnd@&A-2 project, it aims to enable people to direc
their everyday environment into a highly persoredizneaningful communication/interaction experience,

and contribute substantially to the open Interrfefings world and the transition to Web 3.0.

1.4 Thesis outline

This thesis is organized as follows: Chapter 2 s background information on the next generation
networking, service composition, and service expmstihe main contributions of the thesis are iHaistd

in Chapter 3 and Chapter 4. In particular, Chaptdescribes the proposed automatic service coniposit
model, as well as the automatic service creatiahugrdate processes based on this model. A MSN robot
likes natural language based composer is alsoduted as the proof-of-concept for this service
composition model. Chapter 4 depicts the stratefpeshe service exposure in the converged service
environment. Three disparate solutions are preddotetargeting the different kinds of servicesndily,

this thesis is concluded by summarizing the coutiims, the advantages of these proposed solutams,

well as presenting some future work in Chapter 5.






Chapter 2 State of the art

In this chapter, we investigate the research amedsthndardization work on the networking and servic
evolutions, as well as the related supporting teldgies over the last decade. This state of théSaAT)
mainly focuses on NGN in Telecom domain and NGITirdomain, which both can be considered as the
prophase for Future Networks (FN), the servicevae}i mechanisms based on them, and the relevant
service exposure solutions, which complement theice composition in the next generation converged
service environments. We analyze the advantagedimitdtions of the existing approaches in order to
propose, in the following chapters, the new serdiekvery architectures and mechanisms that cattre

requirements of future networks.

2.1 Next Generation Networking

Nowadays, both the telecommunication network atetrinet are developing towards the “future” or “riext

generation. NGN and NGI are two most popular tetdgies in their respective domains for this goal.

2.1.1 Next Generation Network (NGN)

NGN is a broad term for “some future versions ofwaeking” in telecommunication core and access
network. It originates from Telecom industry andrstardization organizations such as International
Telecommunication Union - Telecommunication Stadidation Sector (ITU-T), European
Telecommunications Standards Institute (ETSI) a@&B. For instance, ITU-U defined thext-generation
network (NGN) is a packet-based network which camvide services including Telecommunication
Services and able to make use of multiple broadpauality of service enabled transport technologias

in which service related functions are independent underlying transport-related technologiesofters
unstructured access by users to different serviewigers. It supports generalized mobility whichlwi
allow consistent and ubiquitous provision of seegido user§l]. In the last decade, ITU-T devoted
special interest for identifying the requirements NGN and defined the NGN reference model as

illustrated in Figure 2-1[6].
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Figure 2-1: ITU-T NGN reference model [Source frord-T workshop in 2005 May]

Differing from previous Telecom systems, which rep SS7 and SDH similar hierarchies for
transport, NGN is commonly built upon the InterRettocol (IP), and thus it is generally labelledhithe
term “all IP”. It intends to provide a common, uad, and flexible control environment that can supp
multiple types of services and management apptinatover different types of transport, thus actsethe
any whereany timeservice providing promise. It proclaims to allomciieasing productivity by creating
new usage of data and voice services, enable sepiiavider to offer real time and non real time
communication services, and allow them to providmadicity and mobility of both users and devicés. |

also promises to reduce cost for infrastructurenteaiance.

To achieve these goals, NGN involves several fureddah changes for the Telecom systems: (1)
Migrate the traditional vertical stovepipe netwakchitecture to the IP-based layered architect(#¥;
Combine both Internet and Telecom services to dfferinnovative services to the users; (3) Empleasiz
the convergence, including both the fixed-mobileva@rgence and the media (e.g. data, voice, videthe
same network) convergence, for improving the uspesence; (4) Separate the service layer and @ontr
layer from the transport layer, thus enable thenbdoevolved independently, meanwhile, facilitatel an
enforce the control of services; (5) Introduce shrapler and open network architectures for enabiivey
quicker introduction of new services; and (6) Suppowide range of services and applications bygisi

the mechanisms based on the modular and flexihletate of elementary service building blocks.
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After the research in past years, some solutiodsna@chanisms, which enable network operators to
move towards the implementation, integration angla@enent of NGN in their platforms, have been
proposed by different standardization organizatigkraong these solutions, IMS is a key example of an

instantiation of NGN.

Originally being approved by 3GPP, IMS is a partJsfiversal Mobile Telecommunications System
(UMTS) Release 5 in 2002 [7]. It aims to provideltimedia services and enable network and services
converge into a single service control platformtop of various access networks. In Release 5, IMS w
initially specified for providing end-to-end sessiestablishment, user and network security conpalcy
control between the access network and the apiglicaerver invocation. Both GSM and GPRS access
networks were supported in this release. Then Rel€added the support for the inter-working with
Wireless-LAN (WLAN), and introduced new service ahjities, such as Presence, Messaging,
Conferencing and Push-to-talk Over Cellular (Pd&ithermore, the enhancement for supporting thelfix
networks, including Packet Cable access [8] andlx@¥&s introduced in Release 7 by working together
with Telecoms & Internet Converged Services & Peots for Advanced Networks (TISPAN) and
PacketCable. More recently, Long Term Evolution E) Bnd System Architecture Evolution (SAE) were
adopted in Release 8, and enhanced in the followétgpses such as Release 9 and Release 10. The

ongoing work for Release 11 focuses on the advalit@tterconnection of services.

One important feature of IMS is that it introdu@eborizontal control layer, which isolates the gmv
layer from the access layer. The control layerqrent the multimedia session establishment, modiifina

control and termination by using SIP.

SIP [9], specified by Internet Engineering TaskdeoflIETF), is a signaling protocol for establishing
modifying and terminating communication sessionglimetwork, such as voice and video calls oveitIP.
was adopted by 3GPP in IMS to provide mobile anedi multimedia services over heterogeneous

networks. The flexibility of SIP eases the servoeation procedure.

Within the IMS control layer, one of the key inntieas is the separation of a SIP server into a yrrox
Call Session Control Function (P-CSCF), Serving-Caéssion Control Function (S-CSCF), and

Interrogating-Call Session Control Function (I-CSCF

- P-CSCEF: the first entry point to the IMS domain &edves as the outbound proxy server for IMS
terminals. It can be located either in the homewvost of the IMS operator or in the visited

network where the IMS terminal is currently roaming
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- |-CSCF: the entry point within the IMS operator’stwork for other operators. It acts as an
inbound SIP proxy server for selecting the appripriS-CSCF to the user by querying to HSS

during the IMS registration process.

- S-CSCF: the key component of IMS for session cdliigpand service invocation. It is always
located in home network. It uses Diameter Cx andiiderfaces to download the user profiles
from HSS. It is not only responsible for the regitibn, but also acts as a redirect server for
routing the mobile originated or terminated requéstiFC-based processing logic enables it to

trigger IMS services.

Home Subscriber Server (HSS) is another importantppnent for the IMS core network. HSS is a
central database, which is used to store the IM&sugprofiles. It contains the subscription-related
information and performs the authentication andhatization of the user. It also provides the subscis

location and IP information.

Figure 2-2 illustrates the functional architectofdMS. Thanks to this horizontally integrated seev
architecture, IMS enables the interactions amongaréety of communication services. Moreover, this
architecture also enables the fast developmentwfces, and supports the share and reuse of common

functions such as authentication, presence, angjiciggacross different services.
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Figure 2-2: 3GPP IMS architecture overview [Soudroen 3GPP TS 23.228 version 8.6.0 Release 8]
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Another great feature within IMS service architeetis that: a capabilities layer is defined, which
contains a set of secured and combinable applicatidependent building blocks that offer generic
functionalities to support various multimedia apptions. Such building blocks are called Service
Capabilities by 3GPP [10], and Enablers by OMA. 8orell-known capabilities can be cited as Presence
[11], Conferencing [12], Messaging [13], Locatidwetwork Address Book (NAB), etc. The existence of
such a layer brings a new perspective for servieation, i.e., a service capability provides a pfitd
generic functionality, so that a new and more reeegenerating service can be created by combining

multiple capabilities.

2.1.2 Next Generation Internet (NGI)

In the past 30 years, Internet has gained a tremensluccess and greatly revolutionised our soeibit$
and business ways. It has evolved from a networtoaiputers and information into a network of people
Nowadays, there are 1.5 billion people using Irgerand it is predicted that, just in a few yeanger 4
billion users and bhillions of devices and objecti#l Wwe connected anywhere and anytime. Before this
comes to reality, Internet must undergo importdranges. Internet now is starting to face some feahn
limitations such as mobility, scalability, wirelegeneralization, broadband evolution, service rplitiity,
reliability, availability, manageability, securignd QoS, as well as other societal, economicabasdhess
related aspects. Consequently, the concept of N& korn to resolve these weaknesses in current IP
networks. It is always labelled as “Internet 2™Beyond IP”. In these years, a great amount ofudisions
and research efforts have been done around thel Wwgrimany initiatives. To name few examples, Global
Environment for Network Innovations (GENI) in USA4], Future Internet Research & Experimentation
(FIRE) in Europe [15], Architecture Design Projéat New Generation Network (AKARI) in Japan [16]
and others [17]-[19]. Currently, most of NGI netk®mare being designed relying on two main apprasche

evolutionary approach and clean slate approach.
- Evolutionary approach: the system is moved fromsiate to another with incremental patches.

- Clean slate approach: the system is redesigned $ovatch to offer improved abstractions and/or

performance, while providing similar functionalgibased on new core principles.

The basic idea behind clean slate approachtamgorarily ignoring the strong design constraints
imposed by the exiting Internet in order to betiaderstand requirements and explore potential besief
[20]. Nowadays, there are several respective aphesaproposed by the different organizations. Iijrst
2005 GENI was announced in US with the objectiveptovide an infrastructure on which new

architectures can be implemented and tested. Mabline Future InternNet Design (FIND) program was
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launched for simulating the architecture proposalse implemented in GENI. The European Commission
is involved in the future internet research froma Beventh Framework Programme (FP7) which began in
January 2008. 4WARD [21] is the flagship cleaneslptoject in FP7. Korea also sponsors some future
Internet clean slate architecture work under thggsagf a Future Internet Forurht{p://fif.kr).

Such clean slate approach does not necessarily thaall the existing protocols and technologies
should be replaced. Contrarily, it can be considéoebe complementary to the evolutionary apprdach

moving towards the Internet to Future Networks.

2.1.3 Convergence of NGN and NGI to Future Networks

Nowadays, one trend for the networking evolutiothis convergence of Internet and Telecom for briggi
the openness and flexibility of Internet and trdelity and trustworthiness of Telecom. In fact,rgjavith

the rapid evolutions in Telecom and Internet, tee iechnologies blur the boundaries between Telecom
and Internet. Just as what we introduced for NGddopts the IP technologies for evolving the Tehac
system to satisfy the next generation service requénts, and integrates the IT services, espediadly
Web based services, to the intrinsic Telecom sesvior generating innovative services to their stibers.
For instance, besides the convergence example 8f {ive concept of Telco 2.0 has emerged in theses ye
to describe how the principles of Web 2.0 are bééwvgraged within Telecom world. On the other hand,
internet has expanded rapidly in these years. tnists way to handling all of our emerging and new
service needs, especially after the developmenteof technologies that enable voice transmission via
packet networks (mainly on an IP basis). Even traree still some weaknesses, NGI is proposed for

addressing these weaknesses in current Internet.

E. Mikoczy et al. compared NGN and NGI requirerséior identifying their common interests and
differences in [22]. Some common requirements fogsé two kinds of networks are listed as the

followings:
- Converged distributed architecture
- Addressing and identity
- Security and privacy
- End-to-end QoS and QoE
- Mobility

- Content delivery
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- Management aspects

- Protocol stack complexity, future proof protocols

- Openness, interconnection and third party apjina
- Innovative and personalized services

Future Network (FN) is a general term for the uprgmetworks. For supporting the requirements of
future emerging applications and users, FN is grgtied to provide futuristic functionalities beyotite
limitations of the current IP based network. ITUsTarted a focus group in 2009 for analyzing the
requirements, principles, and concepts for FNs.[ZBE main concerns for the FN research within MMU-
include: scalability/ubiquity, security/robustnessobility, heterogeneity, QoS, reconfigurabilitygntext-
aware, manageability, data-centric, network viitaalon, and economics, etc. Both NGN and NGI are
considered as valid candidates for FNs. Regardiagsommonalities and differences of these two kiofds
networks and their evolution trends, we believe tha convergence of NGN and NGI will change bdth |
and Telecom worlds, probably achieve the goal ofiging the best of both two worlds, and finallyobxe
towards the FNs. In this thesis, we analyze sudtoravergence from the view point of services as

illustrated in the following sections.

2.2 Next generation services

As shown in above introduced NGN architectures, sbjgaration of services from the network transport
and control layers is a key cornerstone of NGN. Anid strategy enables the service providers twigeo
some NGN services which proclaim to help them tifedéntiate themselves from their competitors,
achieve operational cost reductions, and stratkgipasition themselves in the competitive marland

thus retain and/or attract more lucrative custorfmrguaranteeing their revenues.
Several characteristics of the NGN services wereduced in [24]:
» Ubiquitous, real-time, multimedia communications
* More “personal intelligence” distributed throughothie network
*  More “network intelligence” distributed throughottie network.
*  More simplicity for users.
* Personal service customization and management.

* Intelligent information management.
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NGl is being designed to overcome current limitasiand address emerging trends as we illustrated in
upper part. With these new characteristics for N&lme specific trends and characteristics can be

identified for the services provided by Future intgs as listed in the followings [25].
* Nomadic access becomes the norm
* From ad-hoc usage to an always-on experience
» From static information access to dynamic and torigeal services
» From free-of-charge access to value-based transasti
» Creating trust
« Simplification of the user interface

* Increased machine-to-machine (M2M) interaction

2.3 Next generation service provisioning

Nowadays, service market is customer-driven, aedcttmpetition among service providers is becoming
more and more intensive. To keep their roles insér@ice market, service providers and operatove ha
take advantage of their core competencies, findrthevative ways to provide new services whichsgti
customers’ more and more fastidious requiremengsnwhile, reduce the operational cost. In this extnt
service composition, which reuses existing servaras$ network resources for creating a novel seniice

recognized as an important approach for next gépnarprovisioning.

Most of service composition solutions are base&ervice-Oriented Architecture (SOA), which plays
a significant role for the prosperity of Web seesc This concept is consistent with NGNs in that th
service layer is entirely separated from the trarsjayer and control layer, thus ensures the artgnof
each plane and enables their independent develdmndrdeployment; Further, this separation allogvs r
implementing the existing services into a new anlda@ced service, regardless of the types of service

IMS based services, Legacy services or Web services

Service composition is related to the positiveriamtéon among services, which enables the share and
reuse of service building blocks by various sewiteorder to offer integrated services to the sis€hese
reusable service building blocks, called Servicpabdities or Service Enablers in some NGN netwprks
are the modular and self contained service comperteat can be either used independently, or sHared

services in order to offer enriched services tasiSEne inter-working among autonomous servicesists
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of enabling the composition of different servicengmnents, managing the interoperability betweesehe

components, and supporting the simple introduatidinnovative services.

The interoperability and cooperation between défférservice components in the service layer allows:
(1) to enrich and personalize the application ssnmsed on the user needs, preferences and ®ntext
provided by the service capabilities; (2) to pravidre overlap and redundancy of the same functitiesl
offered by service capabilities and implementedlifferent application servers; (3) to reduce thmeetito-
market of application servers; (4) to support tlesyeand low-cost integration and deployment of
application servers for service providers; andt@inanage the reuse of user information and pnedere
applied in different application servers. During tervice composition process, all kinds of seriiter-

working should be independent of the underlyingtic@functionalities.

To achieve the aim of service composition, it reggiisome additional mechanisms for managing the
interoperation and cooperation of services. Firstlyrequires an intelligent mechanism to manage th
service composition. That is to say, it should oarthe access of different application severshtodervice
capabilities and manage the service interactiohsdsn the application servers and service capasility
respecting the confidentiality of user context. Mehile, it should be able to efficiently route tiessage
to the most appropriate component without the humtervention. Some non-functional features, such a
the QoS, privacy, and charging, are also needegettaken into account, since the effectiveness of a
composite application server is not only highly elegent on the functionalities combination, but also
user’s preference and the context (i.e. the networlditions and constraints). Secondly, the contioosi
of services essentially relies on the prerequibist the service capabilities which are reusedhénservice
composition have been made available for the coitg@gplication beforehand. This prerequisite is
related to the paradigm of service exposure, whairseis to make the exiting autonomous serviceseto b
understandable and interoperable in the large-soatiwork without the consideration of the underyin
heterogeneities. This prerequisite can be achidyedeusing some open service interfaces (open APIS)
which are consistent with one essential attribdt&l@N - openness: an open development environment
based on APIs will enable service providers, tpiady application developers, and potentially esdrs to
create and introduce applications quickly and seasty. This will speed up the introduction of new
services by giving service providers more contmoltbe service introduction process and allowing the
reuse of the existing application components. I wiso provide the opportunities for creating and

delivering services to the broader audience.
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In the following subsections, we present an ovevwid the relevant work from two aspects: Service
Composition, which focuses on the service cap#sliinteroperation management, and Service Exposure

which focus on making available of the underlyingosmomous services.

2.3.1 Service composition

Creating value-added services by reusing the egigervice components, which is well known as servi
composition, has become a key aspect for servitigede both in IT and Telecom worlds. In the last
decade, a great deal of work has been carried tyibhdustrial and academic organizations, and diver
solutions have been proposed for catering to tliferdnt network and service requirements. Most of

current proposed solutions are based on SOA.

2.3.1.1 Service Oriented Architecture (SOA)

SOA is a widely adopted architecture paradigm ématbles service providers to publish their servares
service consumers to discover them. It facilitébesdevelopment of applications by combining theskdy
coupled services across independent entities (@anizations). The general architecture of SOA is as

shown in Figure 2-3.
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Figure 2-3: SOA basic architecture
As illustrated in Figure 2-3, there are three rdlegshe SOA paradigm: service consumer, service
provider and common registry. The service providegates a service and provides its functional
description to a common registry. The registry i€emtral entity from service providers and service

consumers’ points of view, though it might be plegdly distributed over several platforms. The sesvi
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consumers can search in that registry to find ttesired services. They can subsequently invokeethe

services.

Generally, the SOA paradigm is based on a set iotiptes. For instance, Thomas Erl defined 9

principles for SOA [26]:

(1) Standardized service contract: services adh&rea communications agreement, as defined

collectively by one or more service-descriptionutoents.

(2) Service loose coupling: services maintain atiehship that minimizes dependencies and only

requires that they maintain an awareness of eabkrot

(3) Service abstraction: beyond descriptions in geevice contract, services hide logic from the

outside world.
(4) Service reusability: logic is divided into sies with the intention of promoting reuse.
(5) Service autonomy: services have control ovetalic they encapsulate.

(6) Service granularity: a design considerationpimvide optimal scope and right granular level of

the business functionality in a service operation.

(7) Service statelessness: services minimize resoconsumption by deferring the management of

state information when necessary.

(8) Service discoverability: services are supplete@énvith communicative metadata by which they can

be effectively discovered and interpreted.

(9) Service composability: services are effectivengosition participants, regardless of the size and

complexity of the composition.

These principles enable the distinct services teraperate with each other, regardless of their

underlying implementation issues, thus provide\a way for service creation - service composition.
2.3.1.2 Service composition for Web services

23121 Web services

A Web service is defined [W3C, 2004] as Software system designed to support interoperataehine-
to-machine interaction over a network. It has ateiface described in a machine-processable format
(especially WSDL). Other systems interact withWheb services in a manner prescribed by its desoript

using SOAP messages, typically conveyed using hithPan XML serialization in conjunction with other
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Web-related standards This definition highlights the main technologiesed within Web Service
Architecture (WSA) such as WSDL, Simple Object AseProtocol (SOAP), HTTP and Extensible
Markup Language (XML). Moreover, it also impliestfacilities for publishing and discovering sengce
UDDI is currently the main technology to provideesle facilities through either centralized, P2Pegw@n
hybrid approaches.

To invoke Web services, user can use either Refaieedure Call (RPC) based approach, SOAP
based approach, or REST based approach.

RPC is an early use style for Web services. RPC ¥éelices mainly present a distributed function (or
method) call interface, thus they are recognized'ageration oriented”. This use style is sometime
criticized for not being loosely coupled, sincésitgenerally implemented by mapping services diyeot
language-specific functions or method calls. Sotheroapproaches with the similar use style of RBE ¢
be cited as Object Management Group’s Common OUdRaxjuestor Broker Architecture (CORBA),
Microsoft's RPC or .Net Remoting and Sun MicrosygsteJava/Remote Method Invocation (RMI).

SOAP based Web services, are currently the mostlywslipported use style in the IT world, due to
their loose coupling feature. In the SOAP basedthitecture, the basic communication unit is a messag
rather than an operation. This kind of servicethis often referred to be “message oriented”. Thao
say, the service providers create services, desthibse services’ interfaces using WSDL, and plublis
them to a common registry relying on UDDI. Thervgas developers use a discovery interface to discov
services within the UDDI registry, and invoke thbgncreating a SOAP message. This approach prosides
common way to describe, publish, and invoke sesyib&es the underlying implementation details from
developers, thus it greatly facilitates the seruns@cation and new service creation.

REST stands for Representational State Transferadtintroduced and defined by Roy Fielding in his
Ph.D dissertation [27] as a software architectatgle. It was characterized by representing angeief
information that an application can access as a0Ree”, and each “Resource” is identified by using
Uniform Resource Identifier (URI) or Uniform ResoarLocator (URL). It also leverages the HTTP
methods (particularly GET, POST, PUT, DELETE me#jot constraint the interfaces to a set of well-
known, standard operations for making the serwie®dation as simple as making an HTTP request. As
the focus of REST is on interacting with statefegaurces, rather than with messages or operattoiss,
labeled as “resource-oriented”. An architectureedasn REST can also use some WSDL-like description
languages to describe its resources. For instanBas, Microsystems published Web Application
Description Language (WADL) for providing the fatiés to describe resources, W3C has added resource

description support to the WSDL 2.0 specification.
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23122 Web service composition using SOA

Service composition is defined as the process afbiming a set of services or capabilities to preva
new application. This process is also known as ‘M@s for Web services. The SOA based service
composition can be mainly classified into three nmeategories: static service composition, automatic
service composition, and semi-automatic servicepmsition. In the following subsections, we detaitle

approach for the Web services composition and aadhe related technologies.

2.3.1.2.2.1 Static service composition for Web services

Static service composition is the most basic apgro® create the composite services. It means a
combination of two or more services by a develogiethe design time using programming language
through some Integrated Development EnvironmenE)JBsuch as Eclipse IDE. This kind of service
composition generally targets the professional kbgpers. The term “static” implies that once a segvis
created, it cannot be modified by users any mo@AFRS and REST based architectures are currently the

most used ones that enable the static service csitigpn

From the technical perspective, this kind of conitpms mainly relies on using APIs, which are
provided by the existing services’ providers foaleling developers to discover and reuse thesecsstvi
Some examples for the SOA based APIs can be céiethea SOAP Client, PHP SOAP for the backend
APIs, and IBM Dojo toolkit extension and jQuery SPAlient for the front-end APIs.

On the one hand, the static service compositiorblesaservices to be deeply integrated with each
other. The stability and quality of services camabsured. The services may work fine as long as\ible
service environment and service components doesonanly rarely change. Mircosoft Biztalk and BEA
WebLogic are some examples of static service coitippengines. On the other hand, it implies a long
time to market. That is because it needs to colleetuser's need firstly, then discover and chabgse
component services, and perform the developmertepsoby developers manually. Moreover, once the
application is created and deployed, users cannadifgn it any more. If required any necessary
modification, the application needs the intervemtad the developers for reengineering, re-deploynd

re-testing it.

2.3.1.2.2.2 Automatic service composition for Web services

Automatic service composition is characterized tBating a composite service automatically at ruatim
according to a user request, which can be basedtomal language. It mainly relies on Semantic \&et
the natural language interpretation technologiesn&htic Web was originally envisioned to be a syste

that enables machines to understand and respocwhiplex human requests based on their meanings. To
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achieve this goal, the services must be descrieadhistically. Semantic Markup for Web Services (OWL-
S), Web Service Semantics (WSDL-S), and Web SemModeling Language (WSML) are some well-
known semantic languages for service descriptiOma example for automatic service composition & th
Automatic Composition Engine (ACE) defined in SPI@®ject [28]. In the SPICS project, the available
services are described in a semantic based langadigd SPATEL (Spice Advanced Service Description
Language for Telecommunication Services). SPATHbvwa specifying various services in a platform
independent manner, along with semantic annotationgunctional and non-functional properties. The
automatic service composition process is performdgdfour basic components (Natural Language

Processing, Composition Factory, Property Aggragatwd Matcher) residing in ACE as illustrated in
Figure 2-4.
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Figure 2-4: SPICE ACE architecture [Source from[[28
Automatic service composition is definitely an ileaproach for creating services, since it enables
users to dynamically obtain a new service respanttirntheir spontaneous needs, which may be expmtesse
by using the natural language. However, automativise composition still suffers from research &su
that prevent it from being a mature solution fopypding customized services to users. Some of Bsthes
can be viewed as how to clarify the natural languagbiguity, how to provide a comprehensive dicign

of concepts that enable the description of alltegsservices, and how to appropriately infer teevice
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logic according to users’ natural language inptd, All of these issues give rise to the inaccuratyhe

automatic service composition.

2.3.1.2.2.3 Semi-automatic service composition for Web services

Semi-automatic service composition includes allrttezhanisms that provide the assistance to usergdu
the service creation process at design time ourgttme. It makes the service creation process easig
faster, or even improving service lifecycle by pding the automatic adaptation. This kind of sesvic
compositions ranges from incrementally assistingser at each step of the service composition psoces
(e.g. the Social Composer [29]) to inferring the@®te workflow according to a predefined template

pattern by associating the runtime user and seenegonment information (e.g. eFlow [30]).

Since the semi-automatic service composition gdlyemeeds the intervention from users or
developers, consequently graphical service creatiovironments are widely used for facilitating the
interaction between backend service compositiorinengnd users/developers. According to the differen
kinds of service creation environments, semi-autamservice composition can be further classifietb i

three main sub-categories: IDE based service coitmgsWeb browser based, and widget based.

In order to speed-up the service creation prof@sdevelopers and advanced users, several grdphica
frameworks such as JBPM, Eclipse BPEL Designer, jABL (Java Application Building Center) have
emerged. These frameworks are all based on proefisition languages such as BPEL (Business Process
Execution Language), JPDL (JBPM Process Definitianguage) and SLG (Service Logic Graphs). The
creation tools are thus based on intuitive graphiterfaces that enable assembling the black hoxes
according to the logic of the service needed by.uBke logic is defined by wiring the black boxexa
mapping the outputs and the inputs as shown inr€igtb. Other operations like conditions and locgs
be added graphically as well, and the componentcgs that map to the black boxes need to be désedv
by developer manually. This category of service positions are based on IDEs, thus they are gegerall

targeting the professional developers or advansedsu
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Other frameworks attempt to get closer to usersripfementing the composition capability directty a
the Web browser level, either as a web applicatioras a browser plugin. Examples of this kind of
frameworks are Yahoo Pipe, MARMITE and OPENMashipmpared to the IDE based frameworks, the
Web browser based frameworks simplify the servicemation process to certain extent. The service
creation environment is more user friendly than th& based environment. For example, Yahoo Pipe
provides a graphical user interface for buildingadmashups that aggregate web feeds, web pages, and
other services, creating Web-based applicatioms frarious sources, and publishing those applicafias
shown in Figure 2-6. A typical service creationgass is as the followings: after a user enterbédPipe
editor, she/he can drag the desired modules frentitihary and wire these selected modules togeftem
the user can edit the modules by adding data,itot@atnumbers, texts or URLs as the input. After tiser
validates her/his pipe, and gives the name and# description of the pipe, a pipe is created eaud be
published for being shared with others. Howevas, kind of service compositions is still not usgefdly
enough for the ordinary users, and can be considasethe one targeting the advanced users. That is
because they are still based on defining a flowichgrusing different and probably complex operation

and require users to understand at least URL, jrquiiput, web service invocation, condition, loogts,
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Figure 2-6: Yahoo Pipe screenShot

A widget [31] is a portable chunk of content(s)imteractive functionality such as showing users the
latest news, the current weather, and a languagesiator. It is generally embedded within a page of
HTML (e.g. Web page), or runs on the desktop (&/mndows or Mac OS), or even on the mobile device.
Examples of widgets include: Yahoo widget, Googbelget, Apple dashboard widget, and Facebook
widget. Because they are so small and smart, theywidely used by bloggers, social network users,
owners of personal web sites, as well as they axisbme page sites such as iGoogle. Nowadays,etsdg
become more and more interactive. They can not prdgent the resource or functionality of the badke
application or data, but also trend to be ableoltaborate with other widgets for forming a new quosite
service at runtime. Some platforms also empower tsereate a new service by chaining individual
widgets together, e.g. the EzWeb widget chainimd [{l82] and the widget linker [33]. EZWEB is a wielg
container web application. The particularity ofstfiamework by comparing with other widget aggregat
is that it enables the end-user to chain widgetesdmen each others by mapping compatible output of a
widget with input of others as shown in Figure ZFiis enables the end-user to add functionalitfesne

widget to another.
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Figure 2-7: Ezweb - creating new service by chajnifdgets screenshot

In [34], the authors proposed another more usetricewidget based service exposure and service
creation tool - inter-widget communication tool,sk®wn in Figure 2-8. This inter-widget communioati
tool can detect the input/output matching, creatksl between loaded widgets automatically at ruatim
and display them to users. Consequently, a congssitvice can be created just by a simple dragdaoyl-
method (i.e. user just needs to drag a widget amogh @ upon another widget), and the additional
functionalities are added to the existing widgetomatically, as long as the end user loads widdethis

service environment without any input/output matchi
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Figure 2-8: Widget linker screenshot
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2.3.1.3 Service composition for Telecom services

In our previous research, for Telecom service caitipm, we mainly focused on the IMS based solgion
As introduced above, IMS was introduced by 3GPPprtwide IP-based multimedia services. It defines an
overlay architecture that enables the convergefaomioce, video, data, and mobile network technology

over an IP-based infrastructure on top of varicaskpt switched and legacy networks.

IMS differs from other IP-based environments byvidling a set of secure and combinable application
independent building blocks. These building bloaker generic functionalities to support various
multimedia applications. Among these building bleckommonly known as Service Capabilities or
Enablers, we can mention Presence service, Groupadfement service, Messaging service and
Conferencing service. The existence of such a ldyergs a new perspective for service creation in
Telecom domain, i.e., a service capability providggedefined functionality by itself, but a newdanore

revenue generating service is created by combiminigiple service capabilities.

23131 Original service delivery mechanismin IMS

In IMS service architecture, one of the great fesgtuis the possibility to chain services on the SIP
signalling path, which is well-known aService Chaining In this concept, for delivering multiple
applications within a single session, the sesstomouted sequentially among the different applicati
servers. When the session passes, each applicativar performs its role in its turn, which is gy

acting asBack-to-Back User Agent (B2BUA), SIP ProayTerminating User Agent

For the current IMS architecture, most of the smvEhaining is done by S-CSCF (Serving-Call
Session Control Function) as shown in Figure 229hich all the relevant capabilities are chainei i
SIP signalling path through the predefined iFC.tEht say, once S-CSCF receives a request from ase
User Profile as illustrated in Figure 2-10 is m¥gd from HSS. Such User Profile contains an orHése
of iFC that is a couple of a Boolean expressiohedalrigger Point, and an Application Sever address
associated to this Trigger Point. The iFC indicatesach condition (defined in Trigger Point) which
Application Server should be invoked. The condgiam Trigger Point may be made on the SIP method,
the SIP headers and their content, the originabngerminating session cases and on the session

description in the body part of the SIP message.

S-CSCF then verifies each iFC following the priporder. Once a Trigger Point in iFC is matched, S-
CSCF dispatches the SIP message to the corresgoAgiplication Server (AS). After processing the

request, AS sends back the response to S-CSCFS-@®ICF continues to analyze the unevaluated iFCs
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and determines whether to route the SIP requesexb AS, or terminate the service chaining and send

back the response to an end user.

*ihih Application U [ Web Services

Figure 2-9: Simplified IMS architecture
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Service Information Service Point Trigger

Figure 2-10: IMS user profile
The iFC is a static, powerful but simple mechanidmt allows chaining services and service
capabilities based on predefined conditions anarifies. However, it is not efficient enough forngplex
service composition and brings some issues: (Himvthis iFC based service chaining, all the s&viare
invoked sequentially, that will incur the efficigndimitation in a case when some capabilities hawve
interdependence among them and can be executeataiigh (2) It also brings some issues for S-CSCF

itself, e.g. it may cause a heavy processing byS&¥in addition to other tasks it already hasM8}tiple
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interactions between S-CSCF and ASs may lead teased end-to-end latency for service delivery. (4)
The limitations on flexibility and extensibility @ convergence with other types of services oatsie

IMS scope) are some unresolved problems facedibyrtbchanism.

Addressing the above challenges, a more advanceamism for complementing the S-CSCF based
solution is considered to be necessary for nextegdion service delivery. Different standardization
organizations (e.g. 3GPP, OMA) or projects (e.gIC& EXOTICUS, SERVERY, etc.) initiated to
propose solutions for resolving some of the spedfsues for service composition in NGN. Accordiag
their proposals, adding a new entity for handlihg service composition issues becomes an explicit

consensus for the service composition evolution.

23.13.2 OMA Service Environment (OSE) based solution

The OMA Service Environment (OSE) [35] architectuas shown in Figure 2-11, was defined by OMA as
an open platform providing a common structure and set for the OMA specified enablers. It permits
efficient and reliable creation, deployment, andchagement of services in multi-operator and multieler

environments.
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Execution A - A Execntion
| 4 “_ -
Environment _" I0 10 I0 Environment
(Process i i £ (Process
Monitoring, Web Service Other Enabler Monttoring,
Software Life- Bindings Interface Binding Software Life-
Cycle Mamt, i ; H Cycle Mgmt,
System Support, System Support,
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Il Enabler Enabler Enabler 11
u Implementation Implementation Tmplementation "
=12 —12 —I2

Figure 2-11: OSE architecture

In the OSE architecture, the capabilities as welthee network technologies can be abstracted by the
enablers. Applications do not contact directly witipabilities or underlying networks, as a restytwill
be affected neither by the evolution of the cajiiédsl, nor by the variations of underlying netwoBnabler

Interface Binding provides the specific formats &mcessing enablers. Policy Enforcer provides &yol
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based management mechanism for protecting theceepvovider’'s resources from unauthorized requests
and for managing the uses of these requests thrapgtopriate charging, logging and enforcementsefr u

privacy or preference. It also provides a genergcanism for exposing resource to third parties.

However, in this approach the cooperation amongaes is only limited to OMA enablers. Besides, it
doesn't specify how to enable sharing and reusémgices capabilities by different application sesvdhe

extensibility of the rapid introduction of new s enablers and applications remains an impoisanoe.

23.1.33 Service Capability I nteraction Management (SCIM) based solution

Derived from the “service interactions managemeésglie, SCIM was proposed by 3GPP at the beginning
of IMS. As shown in Figure 2-12, it was introducasl a standalone entity located between S-CSCF and
application servers (ASs) for managing interactiamong ASs. However, years later, the specificadion

SCIM is still limited to few sentences [36].

Using SCIM to compose service capabilities requiegs individual access to each capability.
Consequently, we need a detailed knowledge ofhabd services capabilities to be invoked and the
relationship between them. It also requires anrfiate between SCIM and application servers layer to

support the identification of each service cappbili

SIp
CAM_EL Application O.S A.
Service S Application
. Server
Environment Server
= SIP
(AP =+0OSA API
P Multimedia Service ¢p SIP OSA Service
Switching Function t SCIM t+1 Capability Server
TM-SSF (OSA-SCS)

IMS Core Network| s-cscFr

Figure 2-12: SCIM within IMS environment

Since the limitation of the SCIM specificationsIMS standards, and there is no consensus for gervic
composition mechanism within IMS until now, someearch work tried to define the SCIM architecture
and features (e.g. SCIM defined by Ubiquity [36],C® SCIM provided by Convergin [37], SCIM
provided by Alcatel-Lucent). These SCIMs could bseavice interaction manager, or a proxy for servic

switching, or a protocol translation gateway. I8][3authors proposed an architecture, where théypu
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the SCIM the responsibility of managing the int¢éiats between composed services and enablers. To
provide the ability to customize services accordimgnd-user’'s preferences, in [39] authors progase
evolution of SCIM architecture by integrating itanthe S-CSCF entity (IMS core session layer). This
enables selection and orchestration of enablersrdicg to user personalized data. In [40], we also
proposed a SCIM based service composition modethich SCIM acts as an intermediate between the
network control layer and the service layer forl#img the reuse of service capabilities. The adwges of
this proposed SCIM based service composition madglde: it simplifies the iFC execution logic,
releases the extra processing responsibilities e85CF by shifting the capabilities interactiomdiiing
task from S-CSCF to a standalone entity; it prosideunified capabilities access interface and cetajyl
isolates the application layer from IMS core netkyar does not need a great modification to theaxdy
defined substantial core network architecture,es®€IM is based on SIP and can be seen by S-CS&F as

normal SIP application server.

23134 Other service composition solutionsin Telecom

There are also some solutions provided by the gi®jée.g. SPICE and SERVERY projects) or by the
industrial or academic organizations (e.g., Ecriss@pplication Router, Fokus’s Open Communication

Server, BEA’'s WebLogic Communication Platform, gtc.

SPICE project aims at designing, developing and progdiperation efficient and innovative mobile
service creation/execution platforms for networleydnd 3G. It defines a user centric service craatio
environment in which a set of service enablersedog network related function (e.g. presenceyyel as
knowledge based enablers (e.g. profile, context) ere made available to the service creation dith b
professional and non-professional users, and enaldan to create their service easily by providisgrs

friendly service creation tools (e.g. natural laage service composer).
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Figure 2-13: SPICE functional architecture [Souroen SPICE deliverables]

SERVERY project defines a Service Creation Environmentjctvhenables the Telecom based
services to be reused by using Web technologiese€eTkinds of service creation tools, including the
Eclipse likes IDE for professional developers, thashup based service creation environment for cervi
creation amateurs, and the natural language comparsthe non professional users, are provide@dldo
provides an IMS/Web converged environment, whichasied as Web Multimedia Subsystem (WMS), for
providing a common set of control capabilities, merhpabilities and service delivery capabilitieattare
required to allow end-users to access converged Wedia and IMS services seamlessly through differe

types of terminals.
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Figure 2-14: Composition framework components withwverall SERVERY architecture [Source from SERVEB&liverable 5.2]
Application Router (AR) is another widely used nuethfor managing the SIP based services’
chaining. One example is the service compositiagirenproposed by Ericsson, which uses an Applinatio
Router (AR) [41] for service routing as shown igliie 2-15. In most of such solutions, AR is resfidas

for determining which application and in which ordiee applications should be invoked.

5, !
Java EE AS

Application router

SIP SIP
1‘ \ application 1 || application 2

SIP servlet container

Figure 2-15: Ericsson’s Application Router (AR) B&rvice chaining [Source from [41]]
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FOKUS defines a policy-based Service Broker whishised to mediate th&’ ®arty applications and
service enablers as shown in Figure 2-16. Theirtimwl is mainly based on the OSE specified by OMA f

the service mediation, and based on the Parlay/@8éway for the service exposure.
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Figure 2-16: FOKUS'’s Telco-enabled Web mashup #chire [Source from [58]]

Regarding the development of service compositionTielecom, we can note that one trend for the
service delivery is the convergence between TeleamothWeb. For instance, service capabilities insitle
operator’s network are accessible for externaliegibns by translating Telecom protocol and caliads
into a set of APIs (e.g. Parlay/OSA Gateway), whgchssociated with requirement of service expodare
the following subsection, we investigate the nestt@ration service delivery from another aspectvice

exposure, for complementing the current servicemmsition mechanisms.

2.3.2 Service exposure

To enable a service to be reusable, a service needi® known and is accessible by users and/or
developers. This is related to the requirementenfise exposure. In the Internet domain, most servi
composition solutions are based on SOA whose irbgctive is to facilitate services’ integratiacross
independent entities or organizations by using @fkgervice publication and discovery facilitidie Web

services mainly are exposed through APIs, whichtgpécally defined as a set of Hypertext Transfer
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Protocol (HTTP) request messages along with a itiefinof response message, following SOAP, REST,

or Extensible Markup Language — Remote Procedule)XdL-RPC) principles.

To facilitate service discovery, a set of mechasisuch as WSDL, UDDI, as well as the semantic
annotation and ontology technologies (e.g., Webofdgy Language (OWL), WSDL-S, Semantic
Annotations for WSDL and XML Schema (SAWSDL), ethave been specified for helping the
publication component to better describe the sesyiand the discovery component to easier idetiigy

right content/service/device that matching the 'ssequests, context and preferences.

WSDL [42] is a widely used language for the Welvger description. It is based on XML, therefore it
is platform and language independent. Its structle®cribes four important aspects: available fonsti
data types used by request and response messemawligg information, and the service’s locatiorg(e
URL). And a Web service client is generally ableetdract all information regarding a service froi i

WSDL file.

Once a WSDL file is created, it can be published tmmmon registry for enabling the later discovery
by other developers. The most common approachhforservice description file publication is based on
UDDI. UDDI is an open XML based registry sponsotsdOASIS [43]. Currently, the service matching
process for the UDDI registries are generally keginmased for providing some approximate resultsh su
as by matching the category, name, location, basineinding and tModel. Some extensions also have

been provided based on Information Retrieval (ERhhiques [44] [45].

To improve the service discovery efficiency, sermahnotation is used for the purpose of replacing
traditional keyword-based matching. The originapm@ach to add semantic annotations to a software
service is to describe it by using natural languagg add it in WSDL files in the <documentationg, tfor
making it to be understood by third party develgpédowever, such a description is unstructured and
limited to be understood by humans, so that itnly aiseful for the static service composition. Takle
the machines to be able to consume such semarfitiomiation, developers need a new approach for
defining their services. That is, Semantic Web,althivas coined by Tim Berners-Lee in 1998, and was
mainly standardized by W3C. According to W3Sghantic Web is about common formats for integnatio
and combination of data drawn from diverse souredsere on the original Web mainly concentrated on
the interchange of documents. It is also about legg for recording how the data relates to real Mfor
objects. That allows a person, or a machine, tatstéf in one database, and then move through an
unending set of databases which are connected ytited but by being about the same ttijag]. The
main aim behind the Semantic Web related techneto@ to provide a structured and detailed way to

describe service capabilities, grounding aspedalkcips and other related information, and to malkeh
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information to be machine understandable for englihe advanced reasoning mechanisms. Therefore, it
facilitates the service discovery and service cositfum, especially the automatic service composiiio
which machines are considered as the direct semeatisumer. Over the last decade, a set of semantic
related technologies have been standardized sucBbA&®PA Agent Markup Language for Services
(DAML-S), OWL-S, WSDL-S, Web Service Modeling Ontgy (WSMO), etc. These advanced

technologies generally associate with the termQftblogy”.

In the computer science field, ontology refers tdoamal knowledge representation in a specific
domain. It is originally used in Artificial Intetience (Al) to model real objects and enable autemat
reasoning on their properties. Currently, it iscu$ar the web services by defining a set of coreeptd
relationships between them, and thus enables trenadd reasoning for the services. Resource Déscrip

Framework (RDF) and OWL are two most widely usetjleages for modeling ontologies.

Relying on these basic service exposure facilittesariety of advanced solutions are proposed by
academies and industries for improving the serdiscovery efficiency and user's experience by
associating with auxiliary information, such as teow information [47], QoS [48], user intent [49dch

service reputation [50].

Meanwhile, in Telecom domain, an application indefent capabilities layer is separated from the
control layer to allow the reuse of the existindebtem services, as specified in IMS. Besides tlgiral
S-CSCF based service chaining mechanism and théicsw relying on an additional entity for service
brokering (e.g., SCIM, OSE) which are purely SIRdih one recent trend is to use Web technologies to
access and compose Telecom capabilities. This tiendosely tied to particular service exposure
frameworks such as Parlay/OSA Gateway, ParlayREBEISI, and OneAPI specified by the standards
bodies. These frameworks aim to make service chipediinside an operator's network accessible for
external applications by translating Telecom protecand capabilities into a set of APIs. Along with
standards bodies, operators, service providersleatia and Telecom communities are trying to propose

their solutions for catering to this trend.

2.3.2.1 Parlay/OSA gateway

Parlay/OSA (Open Service Architecture) Gateway wsfecified by Parlay Group, which worked closely
with ETSI and 3GPP. It aims at making service céjpi@s and network resources inside the operator’s

network accessible for external applications bytralcting the network capabilities into a set of 4Pl
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Some important APIs exposed by Parlay include [6&]t control, SMS, MMS, Charging, Location,
Conference, Address book, Presence, and Termirgalfldgies. These APIs are specified by the CORBA

Interface Definition Language (IDL) and WSDL.

The Parlay/OSA architecture is illustrated in Fey@-17. It makes service capabilities inside the
operator’s network accessible to extra applicatdasa gateway. This gateway translates variouscbeh
protocols into a set of APIs and exposes the fanstbf these protocols in a way that is much simplde
used by non-Telecom specialists. Meanwhile, it ezsto Telecom network operators that any apptioati

using the Parlay API cannot affect the security imtelgrity of their network.
It mainly includes a Parlay Framework (FWK) andesal Service Capabilities Features (SCFs):

e Parlay Framework (FWK): provides an initial contgmint to the client applications for
discovering the services that can be used by agifits. It also considers all required security

precautions and defines the service level agreesment

» Service Capability Features (SCF): consist of gdamumber of individual interfaces that are

designed to allow the application providers acteske capabilities within the network.

There are two sets of APIs residing in the Parlegmfework. They allow services to access the core

network functionalities transparently:

« Parlay APIs: target to the developers who alreaglyehsome knowledge of the underlying

Telecom network.

» Parlay X APIs: target to the developers who havey Vienited knowledge of the Telecom
underlying environment. It is based on Web seruiterfaces. In other words, Parlay X targets
the IT and Web service developers who do not necds&now the details of call control and

call routing.
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Figure 2-17: Parlay/OSA architecture

In order to adapt the OSA/Parlay architecture t&)Nhe Parlay gateway must be used on top of IMS
components. This allows IMS services to be implelerby using Parlay APIs instead of using SIP

directly. Consequently, the gateway must trangteteParlay APl methods to SIP messages.

2.3.2.2 ParlayREST

ParlayREST is specified by OMA for defining the REd binding for Parlay X Web services [52]. The
REST protocol binding are defined for an abstraet Based on existing OMA enablers.

Service Provider EndUser Fixed Device

Respoirse
Request Request
Response
Request Response

Service Layer

EndUser
Mobile
Device

Network Operator Domain

Figure 2-18: ParlayREST architecture in OMA [Sourcen OMA-ERELD-ParlayREST-V2_0

In ParlayREST version 1.0, it defines the REST quot binding for the following Parlay X Web

services: Short Messaging, Multimedia Media MessggPayment and Terminal Location.
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In ParlayREST version 2.0, it defines the RESTfiyles APIs including: Presence, Address List
Management, Call Notification ®Party Call, Audio Call, Terminal Status, and Devicapabilities.

2.3.2.3 OneAPI

OneAPI [53] is the current valid standards spedifiy GSM Association (GSMA) for exposing network
capabilities over HTTP. For the aims of reducing thsource-costing and time-to-market for develppin
new service, OneAPI defines a commonly supporigbiweight, and Web friendly APIs to allow Mobile
and other network operators to expose useful nétirmiormation and capabilities to an IT or Web
application developers. OneAPI reuses existingdstais (e.g. OMA PXPROF), and advises standards
bodies what Web developers expect from network aipes’ APIs, thus such standards can evolve

accordingly.

Figure 2-19 illustrates the OneAPI platform whishused to enable the access to the Telecom network

resource.

Applications

WeWwewe

g 2 ¥ &

Figure 2-19: OneAPI interfaces for accessing t@d@in resources [Source from [54]]
Currently, OneAPI allows both Parlay X Web serv(&8)AP) and REST style APIs to access core
network capabilities, such as SMS, MMS, LocatiogymRents, device capability discovery, data

connection bearer indication, and call control ¢éfiges.

2.3.2.4 Wholesale Application Community (WAC)

Wholesale Applications Community (WAC) [55] is armganization established in 2010 by 24 Telecom

companies. It aims to create a unified open platftrat provides the single interface for accessinthe
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device functionalities and network resources, tilsvs developers to build an application acrosipla

devices, operating systems and networks, as showigure 2-20.
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Figure 2-20: WAC: service deployment across deyipkforms and networks
In order to create service across devices, plagpand operators, WAC promotes the use of mobile
web technologies. Its applications are mainly widgased which is known as WAC widget. In order to
facilitate the widget creation, WAC provides a setomprehensive handset APIs (e.g. Accelerométgrin
AddressBookitem, Applicationtypes, AudioPlayer, @aay Device, DeviceStatelnfo, Exception, etc.), a
set of common web services, which provide capadslihosted by the operators (e.g. billing, account
balance lookup), and the widget SDK, which provideailators, documentations, and other tools reduire

to develop WAC widgets.

2.3.2.5 Other service exposure solutions

Along with standard bodies, operators, service iplerg, academies and Telecom communities propose
their solutions for catering to this trend. Fortare, Telefonica proposed a WIMS 2.0 Service &tatf
[56] to expose Telecom capabilities through RESTARIs and Portable Service Element; ORACLE
deployed a Communications Service Gatekeeper [frovide operators a single, centralized service
exposure platform with diverse choices of applaatinterfaces, including native Telecom interfaces,
SOAP Web services, SOA Web services and RESTful ¥éetices; FOKUS defined a JavaScript based
Web 2.0/Telco Service Exposure Gateway [58] relyingParlay/OSA Gateway and OSE specifications to

expose Telecom enablers to Web 2.0 mashup.
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Moreover, there are also some commercialized expgslatforms provided by operators such as BT
[59], Orange [60], Deutsche Telecom [61], Telefan[62], and Vodafone [63], in which operators are
seeking the possible business models enabling thdmenefit from exposing their intrinsic resourcesl
capabilities to others. The services they exposesammarized in Table 1. All of these listed platfe

expose the Telecom services through APIs and/ogetid

Company Project Exposed services
BT Ribbit ¢ SMS, voice call, conference call, presence, location
e Advanced APIg: contact everyone, multimedia conference, device capability
enabler, location, SMS infernet, click-to-call, M2M, API manager
o Instant APIs: location, SMS, MMS, click-to-call, click-to-conference,
o o Part voicemail, voicemaghup, email, mobeagy
range range Partner -

s S e Personal APIs: authentication, personal calendar, personal contacts, personal
content, personal favorites, personal messages, personal photos, personal
profile, personal rich profile, payline

Deutzche Developer
. 1 NS Coye Tai : o - .
Telekom Garden ¢ Send SMS, Conterence call, Voice call. IP location. voice record lab
Telefonica BlueVia e 02 litmus APIs: network connection status, O2 litmus location, manage device,
view account status, manage post pay bolt on’s, view device compatibility, O2
litmus customer charging
e Open moviforum APIs: receiving SMS, recerving video call, SMS send, MMS3
send, SMS 2.0, copiagenda
*  Developers movistar APTs: SMS, MMS, WAP-push
Vodafone Betavine e SMS, WAP-push, application trigger messages

Table 2-1: Telecom service exposure platforms heit xposed services
Examining these existing service exposure mechanisma observe that almost all of these solutions
are still designed for a specific group of develgpend/or the advanced users. If they want to eageu
user involvement instead of exclusivity and reatiglude non-professional users, the user-centatufe

still needs to be significantly enhanced.

2.4 Summary

In this chapter, we have investigated the netwgylawolution in the last decade, mainly focusing\dBN

for Telco and NGl for Internet. By analyzing thegtwork and service characteristics, we have |ebtimat
convergence is an inevitable trend for both of thamd the upcoming service environment would be a
converged service environment, in which servicesvdd from different domains should be able to
interoperate with each other seamlessly, regardiegeeir underlying heterogeneities. In such averged
service environment, service composition is recogphias the principal service delivery mechanism. We
then studied the current service composition meshain IMS and Web domain respectively. Our study

shows that even a great progress has been matlesa years, however, there are still some chalienge
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hindering the further evolution for the paradigm s®rvice composition, such as convergence, user-
centricity, and automaticity. In Chapter 3, we e an enhanced service composition, which mainly
addresses the aforementioned three challengesorisjdering both the advantages and limitationshef t
exiting solutions we investigated in this chapdMareover, in this chapter, we also have made aeyuon
service exposure, including both service discovarg publication mechanisms, which can be considered
as an indispensable complement for the paradigseice composition. The experience we learned from
this survey provides a substantial foundation téndean improved service exposure model, which we

introduce in Chapter 4.



Chapter 3 Service composition in NGN

environment

Nowadays, the service market is more and more mestdriven, and the competition among operators
and/or service providers is more and more intendieth them are trying to optimize their infrastiue

and network investment and get the most lucratiesitipn in the service market. Many questions arise
while operators and service providers are tryingathieve this goal, such as how to deploy revenue
generating and competitive service in a fast-pagedronment, how to reduce their deployment and
maintenance costs, how to decrease their time t&kahaand how to optimize their lifecycle. Service
composition, which enables creating novel servibgsreusing the existing service components, is
recognized as a promising choice for both IT anded@mn domains. In this chapter, some service
composition challenges are outlined. These challengiotivate us to propose an enhanced service

composition model in the Web/IMS converged envirenin

3.1 Service composition challenges statement

From the state of the art of service compositionimteoduce in Chapter 2, we note that even service
composition has been widely recognized as an impbttend for next generation service delivery, trel
relevant research work has been carried out farsyestering to different requirements, nevertheldese
are still some open issues being pursued by balbhsiny and academia nowadays. In the following
subsections, we outline three challenges for ctiservice composition, which we address in our psegl

service composition model. These three challengescanvergence, automaticity and user-centricity.

3.1.1 Convergence

Regarding the evolutions in IT and Telecom worldsmvergence is widely acknowledged as an inevitable
trend by both industry and academia. One of thet mrasninent examples is the alliance between Web 2.
and IMS. Web 2.0 brings a significant impact on th&rnet service provisioning by encouraging the
contribution of end-users for innovative servicaesl/ar content creation. IMS is widely recognizedthg
Telecom world as the reference architecture for NKBNenforcing the service control over IP based

infrastructures, enabling the access independamtifes and guaranteeing a secure and ubiquitouigser
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experience for user. Apparently, such convergemegligatively will bring a new perspective for next

generation service delivery.

Meanwhile, in both Web 2.0 and IMS environment,ve®r composition is considered as a basic
service delivery mechanism that allows the creatiod execution of complex services by integrating
distributed autonomous service building blocks. idegr, most of current service composition mechagism
within IT and Telecom worlds are evolving rathedépendently from each other based on the different
underlying infrastructures. For instance, in TelacdMS has opted for IP based, especially SIP baa#d
control protocols for voice, data and multimedial ttime communications. This consideration promises
easily provide the convergence between Telecomrgachet. The S-CSCF and iFC based service chaining
mechanism were specified for IMS based servicevesti SCIM was proposed by 3GPP and OSE was
specified by OMA for providing service brokering darinteroperability management for Telecom
capabilities and services. However, such kind ofise interoperability is generally Telecom prottsco
based, and within these entities, there is no snebhanism for cross application domain brokeragke an

service description for catering to the convergaecgirement.

Consequently, in our research, we attempt to peovad unified service composition model for
empowering end user to access IMS and Web serseaaslessly through different types of terminals and
enabling the service creation and interoperahiétyardless of the different types of services (I8¢8rices,

Web services, or device offered services).

3.1.2 User-centricity

Another key trend for next generation service aglnis user-centric in which user is not only cdesed

as a consumer, but is also encouraged to be almaotr for services or contents. A lot of work Hasen
done for this aim and many solutions and platfotmase been proposed by different enterprises or
communities, especially after the emergence of Mpsh Web 2.0. Nevertheless, most of the proposed
frameworks or systems are static or semi-automiticinstance, even some famous so-called usericent
solutions like YahooPipe, MashMaker, and MARGMASH seed the human intervention for completing
a service creation process. Such human inventialwigys not friendly enough by considering the ality

that most of the ordinary users do not have anykeage on Telecom or Internet technology, that éisd

the widely popularization of the concept of “seeviireation by end-user”.

In order to encourage multi-level users to contebtio the service creation, it is necessary to e
backend complexity and simplify the service craatioterface and process. Thus our proposed service

composition model should be enforced with a sop@ttd mechanism for catering to the user-cenyricit
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requirements, and thus even a user, who does met d&iray development skill, can easily create her/his

personal service.

3.1.3 Automaticity

Automatic service composition is extremely impottéor realizing the user-centric feature. Sincevieer
composition is a really complicated task, and ibéyond the ordinary user’s capability to deal whk
whole process manually. Such complexity is duehto facts that the dramatically increasing number of
services makes it difficult to find out an apprapei one from a huge service repository. The highly
dynamic service environment requires that serviegsbe created and updated on the fly. Thus theéceer
composition system needs to detect the update alc rthe decision at runtime, which is apparently

unfeasible or unefficient for being handled manublf users or developers.

In order to reduce the manual operation, improeedfficiency of composite service generation and
execution, we propose an alternative mechanismafloiressing the automatic composition issue. Our

proposal is mainly related to the service creatiod update processes.

3.2 An automatic service composition model in converged

environment

As we mentioned in the previous section, convergemser-centricity and automaticity are the most
important challenges which are hampering the widpufarity of service composition in the service
marketing. These challenges motivate us to devigafeed service composition model, which enables n
only the professional, but also the non profesdiasar to create their proper services easily,ngas of

the underlying heterogeneities among different &iofiservices.
Two main requirements need to be respected whilpgsing a service composition model:
(1) The impact on the underlying control plane shoddb small as possible;

(2) The complexity and heterogeneity should be hiddetdth end users and service providers.

3.2.1 Global overview for the service composition model

Figure 3-1 illustrates the functional model of quoposed service composition solution in IMS/Web

converged environment.
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Figure 3-1: Unified service composition model retyion IMS/Web converged environment

The above presented service composition modekreliea unified Service Composition Engine (SCE)
and an IMS/Web converged control plane. This cogegcontrol plane provides a common set of control,
media and service delivery capabilities that arpiired to allow end user to access converged Webjan
and IMS services seamlessly through different typegerminals. To be noted that, our work does not
intend to illustrate the IMS/Web converged conpialne in details, but focuses on the service coitipons
engine relying on it, which enables users to rahgeexisting IMS or Web services for creating their
personal services. Thus we reuse the WIMS framewpdcified by SERVERY project as the IMS/Web

converged control plane.

3.2.2 Functional architecture overview

From the functional view, the main role of SCEdsenable the reuse of the existing capabilities/ices

and network resources, which relates to the actidees service creation, service exposure, service
discovery, and service orchestration. Figure 3-2 isimplified model of SCE, which is linked to the
IMS/Web converged environment, the unified Serviegosure Layer, and the user-friendly Service

Creation Environment.
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Figure 3-2: Service Composition Engine (SCE) in IW8b converged environment

3.2.3 Service profiles

This model uses “Service Profile” to encapsulate thformation related to service composition and
orchestration. Such service profiles can be consitlas the formalisms that are used to expressdnssi
engineering or process criteria. These servicalpsodre different from the User Service Profilpsdfied

in IMS, in which there is one kind of User Servieeofile based on iFC, by being divided into several
different kinds, such as user service profile, atoservice profile and composite service profile fo
satisfying the aim of enabling user-centric autdmaervice composition. They can be represented as
XML file which is similar to the service profile itMS or a script which is widely used in Web seevic

composition.

More concretely, each user, who has subscribeldetaervice marketplace, owns a user service profile
as shown in Figure 3-3. According to this user isenprofile, once a user logs into her/his service
environment, or open her/his device, she/he cankimthe service she/he has subscribed, accorditiggto

service invocation logic and execution conditiopsdfied in iFC.
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Figure 3-3: An example of a simplified user senpcefile

An atomic service profile represents the serviderimation of an atomic service which can be reused
in a composite service. Such atomic services carphsidered as service capabilities in Teleconatloer

Web services or workflows. A composite service almo be considered as an atomic service if it &lus

entirely as a component service in another compagsitvice.
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Figure 3-4: An example of a simplified atomic seevprofile
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A composite service profile can be represented st af combinations of a condition and an act@n t
be performed if such condition is true. The “actisan be an invocation of a function, script, code,
workflow which covers larger scope than the sewvidefined in iFC for IMS services. The “conditiotéin
be Boolean attribute that yields true or false,aor extension to some other machine readable data.

Moreover, the priority attribute is added to eacmbination for indicating the service invocatiome.

Composite Service Profile
-Public Service ID

1 -Fin19 1 -Fin21
1 f 1.* -Fin22
Public Service ldentity Service Criteria
-Service Name -Priority

-Publisher ID

-Fin26

Action Trigger Point (Condition)

-Name

¢

Atomic Service

-Name

Figure 3-5: An example of a simplified compositevgse profile
Relying on a set of service profile related compisesuch as Service Profile Repository and Pdalicie
Enforcement, the service composition related pedicextracted from the relevant service profiles are
applied to the passing requests. For the serviagcation process, a service composition policy &hgo
through the following steps: (1) Evaluate the ssrvprofiles by using the received messages and othe
contextual information; (2) Execute the servicead resulting form the positive evaluation of #Hevice

conditions; (3) Return a service execution decisiothe requestor.

In our proposed service composition model, all lob\& steps mainly rely on the Service Executor
component. When SCE receives a request initiatedrbend user, a corresponding composite service
profile is retrieved from Service Profile ReposjtoThe Service Executor evaluates it using inforomat
extracted from incoming messages or other contbxtfiarmation retrieved from Context Repository.
According to the evaluation result, Service Execut@ecutes an “action” as a consequence of the
evaluation result. Such an action can be an inimtatf one capability or multiple capabilities ihet
predefined orders, or termination of the messagtng and send the final decision to end useryendhe

rejection of the incoming message.
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The above mentioned service profiles are mainlgteel to the composite service execution process.
Their intrinsic variety makes them easy to be ed¢ehfor addressing some specific requirementsrivicee

provisioning process, such as the automatic secaogosition.

3.2.4 Main components

The main components in SCE comprise: Service Rr&@pository and Policies Enforcement which reside
in Composite Services ModulBervice Executor, Context Repository and variadaptors which locate in
Service Orchestration Modylétomic Service Binding, Atomic Service Profile [Resitory and Service

Comparator inPAtomic Service Module

3.2.5 Basic composite service execution process

In order to manage the aggregation and the inteabity among different atomic services, SCE needs
service composition information for controlling tivocation of atomic services. Such information is
stored in Service Profile Repositoras a composite service profile. Each profile Service Profile

Repositoryis associated to a unique composite service. ktipe the sequence of atomic services to be

invoked for this service, and indicates which aiservices will be invoked in which condition.

Regarding the underlying converged service enviemtmthe incoming service invocation requests
may be SIP based (e.g. sent by Telecom terminals)TdP based (e.g. sent by Internet terminals, e w
pages, or some widgets). In order to ensure aedhifiser experience, all of those SIP or HTTP based
requests should be adapted by SCE. Thus, somdamddiindaptors are considered as necessary. One of
such adaptors is Protocol Adaptor. Consequentf§erént protocols based requests are sent to Riotoc
Adaptor firstly. Then according to the predefinades, Protocol Adaptor extracts the necessary srvi
information from those newly received service iratban requests (e.g., the unified Service IDs), and

formalizes them into uniform HTTP based requestdie subsequent steps.

Afterwards, Protocol Adaptor transfers the extrdcervice information to Service Profile Repository
Depending on the received information, Service iRrdtepository searches for the corresponding servi
profile from its directory for the composite sewithat the user demands to execute, and thendrarisfo

the Service Executor component.

After receiving a service profile fronservice Profile RepositoyyService Executoperforms the
services chaining by forwarding treervice invocation request to the correspondingnatcservices.
Thanks to the Service Exposure Layer, even thecbeleservice enablers can bevoked as the user

friendly web applications (e.g. Widgets, Portabn&e Elements [56]), or accessed through the APIs.
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This enables the service chaining regardless ofstreices’ types — IMS or Web based. Such Service

Exposure Layer can rely on ParlayGateway [51], or other service exposure framew{BRY53][54].

Meanwhile, Service Executoupdates the service execution information which basn stored in
Context Repositorfor memorizing the demanded composite service heenhkinvoked. A composite
service may be implemented as a standalone applicsgrver or just be represented as a servicégrtf
such composite service has been implemented appitation server, Service Executor, after recejvin
the response from the application server, begirexézute the atomic services chaining logic ingidah
the retrieved service profile by sequentially rogtithe service invocation request among multipbenad
services. During the processing of the requesth ed@mic service performs its own specific rolethe
case where the composite service is only repredeadea service profile, Service Executor execuies t
atomic services chaining directly as described ebmwt without passing an application server. After
execution of an atomic service, a response is sk to SCE with the execution result. Accordinghe
received response and by comparing with the sewh@éning logic indicating in service profilService
Executordecides to forward the request to the next atoraiwise to continue the services chaining, or

terminate the services chaining and reply to ustr thre execution result.

Moreover, in a complete service chaining proceditrageds to ensure the seamless transition from
one atomic service to the next. The intermedidi@rination such as user information and other caotgx
information should be maintained during the serdbaining process, and such information is alscesto

in ContextRepository.

Finally, some policies for security, charging, SeevLevel Agreements (SLAs), logging, QoS, privacy
and so on can be enforced by tRelicies Enforcementomponent Furthermore, it provides a generic
mechanism to control access for third party apptica to use these atomic services, e.g. whenethdrda

party is authorized to access a resource in theatpés network, a policy is assigned to it.

3.2.6 Basic service creation and service exposition progges

Other important functionalities we consider in tI8€E are the service exposure and service creation
processes which rely on the componenttifmic Service Profile Repositgrtomic Service Binding
Service Comparataaind several other adaptors. This module shouldialecact with the Service Creation
Environment which contains several service creataois for specifying and validating the applicatio

logic by end-users.

As we mentioned above, in our service compositiaaleh not only the composite services have their

service profiles, but also the component serviedsch we call Atomic Services, have their propavie
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profiles which are named as Atomic Service Profileese atomic service profiles bridge the advarstade
service description files (e.g. the WSDL file) feb services and the iFC based service profile$M&

services to facilitate the service management atetson for the service creation and executiorcesses.
The existing of such atomic service profiles implibe necessity of an efficient publication and atpd

processes for them.

In our service composition model, once a new atoseiwice is introduced into the network or an
existing atomic service is updated, it advertisesapabilities and requirements to SCE and stbess in
SCE as an atomic service profile. This means, twelynintroduced or updated atomic service initicaes
connection between itself and SCE — we assumediivershosting the atomic service(s) has an addition
module, which contains the description of the atosgrvice’s functionality and usage requirementss T
additional module is responsible for initiating tbennection to SCE. It then embeds an atomic servic
profile which contains the atomic service’s captibd and requirements information into the exchehg
messages that may rely on XML. When SCE receivesetiimessages, it extracts the service profiles from
them and stores them at Atomic Services ProfiledRigpry. In order to avoid too many messages
exchange, this atomic service profile advertisemesmt be based on the traditional stateless HTTP
messages. That is because this process has noréiaonship with the service execution processcty
may be stateful or based on SIP for accessing dpabilities located in the IMS environment, thatoal
means we have to add a small module within SCEdoeiving the incoming HTTP requests, that is a
HTTP interface which intercepts the incoming HTERuests advertised by atomic services and triggers

the corresponding service profile repository faristy the incoming atomic service profiles on it.

A usage example for the atomic service advertis¢nsedepicted in Figure 3-6. Service provider A
provides a Presence capability as an atomic servicarder to facilitate end-users to discover agd this
capability, they add an additional module in thedence server with the description of its functiitiea
and usage requirements (i.e. Capability ID, fun@ladescription, Address, Location, Price, Secuf@gs,
etc.). This additional module embeds the infornratito the exchanged messages and sends them to SCE
as depicted in the upper part. As shown in stegt the beginning, in order to encourage end-usetse
this Presence capability, provider A configures tisage of this capability as free, but with lowség
and medium QoS guarantee. After a few months, ¢eergy and QoS are ameliorated, and the service
provider begins to charge this Presence servics, te price, security and QoS portions are regargd

as shown in step 2. Thus an updated capabilityceprofile is re-sent to SCE.
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(1) New Atomic Service Profile Advertisement
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Figure 3-6: A usage example for the atomic seraibeertisement
The Atomic Service Binding component provides thec#fic formats to access these actual atomic

services according to the information presentedtbynic service profiles.

Service Creation Environment is an environment émapowers users to create a new service by facile
method (e.g. drawing method: drag-and-drop the léii@s instantiation building blocks). Such agee
creation environment can be Natural Language Edabésvice Creation Environment (e.g. SPICE Natural
Language Composer), Friendly Graphical Service t@nee€Environment (e.g. YahooPipe), widget based
service creation environment (e.g. EzZWeb), or Irstegl Development Environments (IDE) (e.g. Eclipes

IDE).

After a user validates a new created compositecein a friendly service creation environment, the
service creation environment abstracts the reqe@nesnfor the new service according to the end-sser’
input and sends it to SCE (more concretely, relyangService Comparator component) for selecting the
appropriate atomic services for this composite iservThen, it generates a service profile for this
composite service and stores it in Service ProfRepository. Finally, Service Profiles Repositoends
the newly introduced service profile to an adaftag. Widget Adaptor) for automatically generatiag

widget or client code for different types of termis
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3.2.7 Basic service discovery process

The service discovery process can be divided into types: static (at design time) and dynamic (at

runtime).

» Static service discovergervices are identified during the creation abaposite service in order

to find services that can be used in a loose cogpliay.

» Dynamic service discovergervices are identified and bound to a compasteice at runtime in

order to replace the existing services.

These service discovery processes mainly rely ovicdeComparator and relevant repositories. Figure

3-7 is an example of the Service Comparator module:

Friendly Service Atomic Service Profile
Creation Environment Repository
4 A

vService Comparator
Capabilities

Service Listener 41 l—b )
Listener

Service e
Executor o L m— Requestor 41

Service Profile
Repository

< > Integrator Matchmaker i«

h 4

)

Figure 3-7: An example of Service Comparator

Service Listener: receives the service creation request from erd-us

Capabilities Listener: receives the information about the emergence ridva capability or the update

of a previously existing capability.

Event Listener: receives the event notification from the servigecation environment for invoking

the necessary service update.

Requestor: orchestrates the functionalities of the differeatponents within Service Comparator. (1)
Instantiates a service discovery query to Matchmakee Service Listener, Capabilities Listener ver
Listener detects the changes from service creadiomironment, capabilities or service execution

environment; (2) Receives response from Matchmaker
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Matchmaker: parses the constraints of a query and evaludtesconstraints against the service
creation requirement. According to the predefingléction rules, it selects the appropriate capaslio a

composite service.
Integrator: verifies the behavioral consistency among all #lected capabilities.

Once a modification from the service creation o thvocation environment, or an update form
Atomic Service Profile Repository is detected, 8@wComparator invokes Matchmaker and applies the
specified selection rules on the decision makiragess, then returns the appropriate service infiiom#o

Integrator.

For example, when a service composition requestesoftom end-user, Service Comparator should
parse user's requirements and evaluate the camtstigainst the capabilities’ information stored\tomic
Service Profiles Repository, and then provide tadfscandidate services for the composite senk@eh
candidate service within this list should includediatance value which indicates its priority foreth
composite service. The service with the shortegtidce will be the most suitable service for thegosite
service. Such service selection rules can be repted as several level constraints, and these reamst
can be internal or external. The internal constsagan be described in the atomic service proélg,
access requirements; for the external constraimsy, can be described by OWL, since one of the aifns

OWL is to describe the relationship between diffieservices.

3.2.8 Enhanced service profiles for automatic service coposition

Above introduced service composition model is dashe extended for satisfying different requirensent
without underlying modification. Automatic servicomposition is an example that is enabled by

extending the service profiles used in our previppsoposed model.

3.2.8.1 Extended service profiles: abstract service profiland concrete service
profile

Firstly, in order to realize the automatic servimemposition functionality, we reuse and extend the
concepts of Abstract Service and Concrete Servitich were originally proposed by Nassim Laga in

SERVERY project for the widget composition. We thepiit the service composition process into two

processes: Abstract Composition and Concrete CatigpusAbstract composition consists of defining an

appropriate combination of the functionality tasksd their data dependency. Concrete composition
consists of determining the most appropriate sesvitom a set of functionally equivalent ones facte

functionality task. Both processes result in theggation of a service profile: an Abstract Senkeefile or
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a Concrete Service Profile. In this solution, wieegomposite service is created at design timepselo
coupling service invocation logic, as shown in Feg®-8, is generated and represented by an Abstract
Composite Service Profile, as shown in Figure 39 Abstract Composite Service Profile defines the
service functionalities combination through thehhigvel functional tasks description for each exiecu
step as shown in Figure 3-8. In Figure 3-8, eadlens related to an abstract service which can dyeped

to one or several existing concrete capabilitigsictv are functionally equivalent. In order to fiteile the

concrete service discovery, each functional noderigtion is related to a unified abstract functibn

VolP
Call

Get Search Get
Agenda Contact Presence

Figure 3-8: Functionalities combination
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Figure 3-9: Abstract composite service profile
Meanwhile, to enable the automatic selection pc8EE contains a set of abstract atomic service

profiles which are specified by the system admiatgin members, as shown in Figure 3-10.
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Figure 3-10: Abstract atomic service profile
Each atomic service also advertises an extendediatservice profile which we called Concrete
Atomic Service Profile to SCE, as shown in Figu&l3 when it is introduced to the network or updaas

illustrated in Section 3.2.6.
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Figure 3-11: Concrete atomic service profile
Multiple capabilities may have similar functionglibut with different attributes (e.g. different
location/price/QoS/providers) as shown in Table. #fd atomic service profiles should also contain a

least a unified abstract function ID and a unigapability ID.
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3 CaplID: PresenceFr CaplD: Presencesp .CapID PresenceGe

 [Fonction |Presence | |Fonction |Presence | |Fonction [Presence | :

Address  |157 15 | |Address |10, 239 .Adch*css 176. 14. .
Location |France Location |Spain Location |Germany
Billing Free Billmg |5 eures | |Billing Free
Security | High Security |High Security | High

Table 3-1: Functionally equivalent atomic servicefites

According to the abstract composite service prdditel the concrete atomic service profiles, Service

Comparator automatically selects the appropriatei@e atomic services for this composite senaoe]

creates a concrete service instance which is repted as a concrete composite service profile based

some predefined rules and constraints as showigurd-3-12. Thus, an abstract composite servicélgro

may be instantiated several times with respechéoindividual user’s requirements, and severabimsts

may be running concurrently.

Concrete Composite Service Profile

HPublic Service 1D

—

Public Service Identity

HPublisher 1D

-3arvice Mame

jo=

Service Criteria

-Pricrity

-ExecutionMode: {par/seq/swisyn)

f

Abstract Function

FAbstractAtomicService

I

Action

3

 —

Service Trigger Point (Condition)

Concrete Atomic Service

FMame
-DefaultHandling

B

Service Information

Figure 3-12: Concrete composite service profile

Based on the above improvements for the modelathematic service composition functionality can

be further enhanced. Generally, the service cortipogprocess can be divided into three phasesicgerv
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creation, service update and service execution. thedautomaticity feature is primarily relevanttte

service creation and service update phases aslutied hereinafter.

3.2.9 Automatic service creation process

With above mentioned enriched service profiles, oposed service composition model is enhanced wit
automatic service creation feature. When a seigicecated by a professional or non professionad, uke
user only needs to define the functions to be eedjay this created service. She/he does not nekdloww

or define precisely which existing capabilities services are actually invoked and how such concrete
capabilities and services can be accessed andgooadi. That will greatly facilitate the service atien
process and encourage non-professional usersdteamore personalized services, since the usensoare
required to have application development skills dadhot need to spend a lot of time to get to kiatnaut

the concrete capabilities, services, and netwomrkrenment, which are always very difficult or even

impossible for non-professional users to comprehend

A reference process for utilizing extended sencefile in automatic service creation process is
shown in figure 3-13: when a non professional eseriwants to create a personal service through some
friendly service creation environments, such asatuil Language Enabled Service Creation Envirotmen
or a Friendly Graphical Service Creation Environmete/he can input her/his requirements by natural
language, or wiring some instantiated building kfocThe backend processor (e.g. a Lexical Syntax
Engine) parses the information (e.g. user defingtttionalities, user’s preference, necessary couaéx
information) that retrieved from service creatiomvieonment, and formalizes it into a machine
understandable service creation request. This @ereieation request contains an abstract composite
service profile, and the auxiliary information, whiis mainly germane to the non-functional propstti
Then it is sent to SCE. Depending on the infornmaggtracted from the received service creation estju
such as the abstract functional IDs included inghstract composite service profile, Service Comupar
retrieves the corresponding capabilities/servicesofilps. After consulting the predefined
capabilities/services selection rules, and anatytive received service creation information (elgstract
functionalities, data dependency), concrete seruagabilities requirements (e.g. goal, output amuli
requirements, constraints), and some other cordkkitormation (e.g. user’s preferences, user'sition,
user’s terminal capabilities), Service Comparatdedts an appropriate capability/service for edudtract
function ID. Eventually, after an additional vecdition of behavioral consistency among these slect
capabilities, the Service Comparator componentteses new concrete service profile which represtets
capabilities invocation logic and stores it in Carte Composite Service Profile Repository. If thsult of

the behavioral consistency verification is negatihe service capabilities/services selection Bede re-



76

performed by the Service Comparator componentrid @iut a replaceable capability/service with the

equivalent functionality.

. . Abstract composite <
Friendly Service Request Backend service Service

_ N - -
Creation Interface Processor Comparator

Natural language/graphical
interface

, Service Executor| - -
Execution result Concrete composite service

Figure 3-13: Simplified service creation example
Since during the abstract service profile defimtfrocess, which may be handled by friendly service
creation environment, the service node can not belyan abstract atomic service, but also an abstrac
composite service. If the node is an abstract caitgservice, SCE should be able to decomposeat in
several basic abstract atomic services. On ther dthed, in order to balance the time consuming, SCE
should be empowered to map an abstract compositieséo a concrete composite service directly aith

the decomposition action.

3.2.10Automatic service update process

It is common that most capabilities/services ardabgd regularly, or there are some variations énhilghly
dynamic service environment such as new servicesrbe available, existing services become obsabete,
business rules change. Once a modification ocdtrfs necessary to perform some corresponding
adjustments in the service invocation logic and ¢beesponding service binding in order to copehwit
these exceptional situations with minimal userrivgation. This derivates the concept of automatiwvise
update which essentially means: when the capasilibr service execution environment have been
modified, the relevant composite service logic @hd corresponding configuration are automatically
adjusted, either by modifying the correspondingfigumation parameters, or by reselecting other more
appropriate capabilities for this composite servieemm the SCE’s point of view, this automatic ujgda

process can be “passive” or “active”.

3.2.10.1Passive update process

The “passive” update means SCE is always on thenlisg state. All the updates for the compositeiser
logic are triggered either by the incoming messggddished by capabilities/services, or by the iroat

service execution results.
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Service Composition Engine

‘ Service Profile = Abstract Composite Service Profile +Concrete Composite Service Profile |

O Abstract Function

O Concrete Capability

cc2o

CC3c

Figure 3-14: Service profile for passive update
As show in Figure 3-14, each composite servicénieetl to a couple of profiles: abstract composite
service profile and concrete composite service ilgrofThe abstract composite profile describes the
functionalities engaged in this composite serviog their invocation logic. The concrete compositafife
indicates the selected concrete capabilities/sesyitheir triggering orders and conditions. Both abstract

composite profile and the concrete composite @afile created at design time and are bound together

When a new capability is introduced into the netnar an existing capability is updated, it advesis
its capabilities and requirements to SCE. Such lméfyaupdate request contains at least an abstract
function ID and a unified capability ID. Once SCéceives a capability update request, it searches in
Atomic Service Profile Repository for finding outt @ previously advertised profile from the same
capability has been stored, according to the wuhi¢@pability IDs indicated in the received profiled the

previously stored profiles. Then SCE makes a dagifir this incoming messag€reateor Update.

If the decision iCreate a new item is added into Atomic Service ProfiRepository for storing the
incoming capability profile, and a relevant capiépibinding item is generated and stored in thendito
Service Binding component according to the infororaextracted from this incoming profile. Meanwhile
Atomic Service Profiles Repository forwards thigpahility profile to Service Comparator. According t
the Abstract Function 1D in the capability profile, Service Comparator regs all the corresponding
service profile couples which contain the same pdestfunction ID. By analyzing the information sdr
in the incoming capability profile with the relewarmoncrete composite service profiles, Service
Comparator decides whether the concrete serviddepehould be updated or not. If the outcome @& th
decision is positive, the previously selected cdpwlis replaced by the newly introduced capabyilit the

concrete composite service profile.
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If the decision idJpdate Atomic Service Profile Repository replaces thevipusly stored item by the
new one, and the corresponding item in the SerBicgling component is updated if necessary. Then,
Atomic Service Profile Repository transfers thefiigao Service Comparator. According to tBencrete
Capability I D, which is extracted from the newly updated capabpitofile, Service Comparator retrieves
the relevant composite service profile couples fr&@ervice Profile Repository. By analyzing these
composite service profiles and the updated capghiiofile, Service Comparator makes a decision
whether the existing concrete composite servicdilprahould be adjusted or not according to the
requirements indicated in the updated capabilityfilg. If the decision is positive, the correspargli

concrete service profile is updated and then redtono Service Profiles Repository.

In the above presented case, we assume that oeceathabilities are updated, they send their
capability update message to SCE successfully. Meryehere are some exceptions that such capability
profile update process fails, thus SCE always kélep®bsolete information for the capability; athalugh
all the capabilities information stored in SCE tre latest ones, the capabilities accesses or géxeslare
failed due to some external reasons, such as #iersome conflicts among the involved capabilititter
their updates. In such situations, to ensure tlee agperience, the automatic update process shmild
triggered by the runtime service execution redthus, the abstract composite service profile issiarred
to Service Comparator, and Service Comparator ikedes the service discovery process and re-creates
concrete composite service profile. This new coleccemposite service profile is then rebound twipres

abstract composite service profile by replacingitivalid concrete composite service profile.

3.2.10.2Active automatic update process

The “Active” solution means that SCE checks thendito Service Profile Repository regularly to make

sure all the selected capabilities for the compasdrvice are the optimal ones at any given time.

In this case, as shown in Figure 3-15, Serviceileré&epository only needs to store the abstract
composite service profiles, and these profiles emacted by Service Executor. In this case, the
responsibility of Service Executor is to processssages by notifying completion status related to an
abstract composite service, and subsequently sthgdext abstract function that needs to be atgida
Hence, once the user logs in and executes theaabsarvice profile, the Service Comparator compbise
invoked simultaneously. Before the execution ofhealostract function, according to the user’s infation
and preference, Service Comparator contacts At@aiwice Profile Repository at runtime for discowmgri
the most appropriate concrete capability/servicat thilfils the requirements specified in the cutren

abstract function definition. Eventually it routd$e service invocation request to this newly seléct
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capability/service. After the execution of the se&bel capability/service, a service completion rcdifon is
sent back to the Service Executor with the exenutsult. After the necessary processing for thsponse
and according to the predefined invocation logi@rvi&e Executor continues to contact Service

Comparator for mapping a successor abstract fumgtith a concrete capability/service as descrilizla.

Service Composition Engine

|Seruice Profile = Abstract Composite Service Profile ‘

O Abstract Function

O Concrete Capability

Figure 3-15: Service policy for active update

During the service execution process, Service Beahould ensure the service execution integrity,
that is because the runtime service selection oaguarantee that all the abstract functions aaah diut the
appropriate concrete services, and execute theoessfully until the termination of the last exeountstep.
Consequently, Service Executor has to provide apemsation mechanism for certain irreversible astion
If Service Comparator can not discover an appropriiapability/service for the current abstract fiorg
then all the running services are aborted and dnepteted ones are compensated by executing a servic
specific compensating action. This process enghagseither all the services are executed or nenén
alarm is sent to the user, and asks her/him to fjdbe current abstract composite logic, or her/his
preference. If the selected capability can not xeceted successfully, e.g., the user is not awthdrto
access to this capability, Service Executor reaastService Comparator to select another capatilth

the same functionality but with lower priority.

3.2.10.3Comparison and discussion for passive and activelstions

Compared with the passive update solution, themaperformance of active update is improved. That
because, in the active update solution, all thecsetl capabilities are the optimal ones at any,teven for
the case when the capabilities are being modifiadnd the composite service execution process.
Nevertheless, the possible execution latency velllproblem, and the QoS can not be guaranteedd sin

Service Comparator needs to interact with Atomivi8e Profile Repository, and select a capabilijdoe
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the execution of each abstract function which ithidome and resource consuming, especially when no
capability can be discovered during the servicecetien process or the discovered capability canbeot

executed successfully.

For the passive update solution, there is no tatenky brought by the service discovery processgsi
a complete set of concrete atomic services have dexovered and selected at design time, and the
service profile update process and the serviceutixgcprocess can be performed in parallel by etiegu
the already defined one. However, this incurs timitdtion for real-time characteristic: it is pdsi& that
when the capability profile advertisement procesfailed, or there is no such advertisement meshani
for some capabilities, it would lead to the servieeecution failure due to the absence of service
capability’s real-time update. Considering the abowmparison, a hybrid solution may be able torizza

the time-consuming and the real time characterégtishown in Figure 3-16.

Service Composition Engine

‘Abﬁfﬁd Composite Service Profile l ‘Concrete Composite Service Profile

© Abstract Function

() Concrete Capability

Figure 3-16: Service profile for hybrid solution
In the hybrid solution, Service Profile Repositamly stores the abstract composite service prafile

the active solution does, and service discovepeiformed neither at design time, as the passikgico,

nor at runtime, as the active solution, but justrathe user logs in and before the execution efservice.
Thus, once the user logs in, Service Comparatoieves an abstract composite service profile, and
contacts Atomic Service Profile Repository to defia concrete composite service profile for this
composite service, according to user’s login infation, the runtime capabilities information, and
requirements. This is similar to the concrete cositposervice profile creation at design time fosgee

solution.

Table 3-2 is a comparison among these three saupidate strategies:
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Passive Solution

Active Solution

Hybrid Solution

Latency

©OO All the concrete atomid
services have been select
before the execution of
composite service, thus the
is no additional latency
brought by service discover|
process.

®®® Service Comparato
edheeds to be invoked fo
a discovering a concrete atom
eservice before the execution
each abstract function. Th
increases the latency for th
service execution.

©O® A small latency is added durin
rthe user's login process fd
cdiscovering all the atomic concre
pfservices. However, once a user logs
s successfully, the executable concrg
ecomposite services are created, th
there is no additional latency for th
service execution process.

Real-time

©®® If the capabilities’
update process fails, or
capability is being updatg
during the service executio
process, the selected concreé
atomic services can not b
guaranteed to be the up-t
date ones

©OO© All the selected atomig
aconcrete  services can |
2 guaranteed to be the up-to-dg
hones.
te
e
).

©O® It can assure that each time

euser logs in, the loaded compos
teservices in her/his servic|
environment are the up-to-date on
except the case that the selec
capabilities are being updated duri
the service execution process.

4]
r

e
in
pte
us
e

te

2S,
ed
ng

Fidelity

©O©® Even the involved
capabilites may not be th
same as the ones selected

®®® The involved capabilities
emay not be exactly what en
aiser or service developer wan

©B® The -capabilities selectio
dprocess is automatically handled
sthe backend components. Howev

the design time. However, since all the capabilities| user can add his intervention for the
user's intervention can be selections are automatically service selection during his login
added during the servicehandled according to the process by re-setting his preference,
selection process at runtime.| predefined rules.

©O® It can add the usef ®®® The definition of the
intervention for the service capabilities selection rules nee
selection process. enormous work. It is difficult to
cover all the possible situations

BB® The definition of the
capabiliies selection rules nee
enormous works. It is difficult td
cover all the possible situations.

Complexity

Table 3-2: Comparison of three service updateesiias

3.3 Proof of concept prototype

In order to prove our proposed service compositimodel, a MSN robot like service composer is

implemented based on the proposed service compositodel as a use case.

As shown in Figure 3-17, a simplified backend ssviomposition platform is instantiated as a MSN
robot like contact in Contact List, which enablegd¢use MSN authentication mechanism and the egisti
contact information. It also facilitates the seevicreation process for users without any additional
installation or configuration. Thus, users justadhéeadd the email of such “contact” into their G List,
and then they can talk with this “contact” by eirigrtheir requests, e.g. “Send my next week avkdlab
time slots to John”, for creating composite servide this example, this user creates a compositgce
that involves the network agenda service, the nétvaoldress book service, and the messaging service.

Then this created composite service can be exeatiteshtime.
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37 dev <dey-lu@hotmall fr>

Fichiers  Vides Jeux  Activitds  Invizer

dev (Disponible)

devdit: -
= Dear Sir, do you wantto create a service and executa {17
(Yes/Mo)
HCT dit
- yes
dev dit:
« Please enter your reguest,
HCT dit F'
« Send my next week available time slots to John —|
dev dit; i
« The message has been sentto John, =
Dernier message requ a 14:535 |2 17,/03/2010,
= 5 |
.
K-
@ G B £ A

Figure 3-17: MSN robot like service creation ingexd

A natural language interpreter, which is linkedthds “contact”, extracts the information from the
user’s request and structures it into a specifoechét, which encapsulates a temporary abstract ositep
service profile, and forwards them to SCE. To ashithis goal, we implemented a simplified Natural
Language Interpreter. To be noted, this proposddrdlaLanguage Interpreter acts as an auxiliary fimo
our proposed service composition model, thus iy quibvides very simple natural language processing
function, more details about the possible natuaafage interpreters can refer to other naturguage
processing tools, e.g. SPATEL Natural Language Gisap When the Interpreter component receives the
text entered by user, e.g. “Get my next week titog and send it to John”, it extracts the relevganvices
by stemming the keywords from the request and nmapibiem to the relevant abstract services as skbwn
the left side of Figure 3-18. And then accordingtone predefined selection rules, an abstract ceitgpo
logic is created as shown at the right side of FEg&+18. This abstract composite logic is encapsdlato

an abstract composite service profile, and seBGB.
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Agenda
Weather

b z
Gﬁtt\/ Presence @ Agenda
S
Traffic

SMS
Send Messaging @
[ M ress
Book
Email

Figure 3-18: Interpretation for natural languagsdshrequest

Address
( Agenda ] Book

Messaging

According to the received information, Service Camgbor selects the relevant service capabilities
according to some contextual information and thex’agpreference, and then refines their invocaligic,
which will be represented as a concrete compositéce profile. Then this service profile is forwlad to
Service Executor. After the execution of the expliccorresponding service capabilities (e.g. dge t
agenda information from Network Agenda Capabildéy)d the auxiliary service capabilities (e.g. get th
present status of John from MSN Contact List, Hrdés offline, invoke the SMS capability for senglia
SMS with the user’s available time slots’ infornaaitigot from Network Agenda capability), as the call
flow illustrated in Figure 3-19, a final executigasult is sent back to the interpreter. Eventualhs

interpreter sends back a response to the useresutirhe message has been sent to John”.
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Moreover, the user can store her/his created serbic entering the “Save” for replying the
corresponding question asked by this MSN robotnTliee previously defined abstract composite servic
profile and the concrete composite service prafpecified by Service Comparator are stored in Servi
Profile Repository. This created composite seridcalso materialized as a contact displayed inude’s
Contact List. Thus once the user clicks on thistacn the communication window displays the content

below:

Time: from__to__

Destination:
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After the user enters the time and destinationamimame, this service is re-executed as illustrate
upper part. This user created service is also erapmivwith the automatic update feature due to the
automatic update mechanism introduced in Secti@il@. For example, if the selected concrete SMS
service has been updated (e.g. augment the priceefuding a SMS), this service update information
invokes Service Comparator for reselecting a regalbte service with the same SMS functionality bitlh w
lower price for catering to user’s preference resmients (e.g. the SMS price does not exceed certain

limitation).

To create such composite services, the user isegoired any development skill and does not need to
know which exact services (e.g. SMS service pravidg Orange, or by Telefonica, or even by a Mobile
Virtual Network Operator(MVNO)) are selected formtofic Service Repository. The service update

process is also transparent for the end user agsltat require any user intervention.

3.4 Summary

As reflected in this specific use case, the maierest of the proposed approach lies upon the eehaent

of the user-centric feature, which has been rezeghas a main trend in both Telecom and Interneldso
Considering the user-centricity, QOE is a crucidtér that has to be taken into account. Many simil
service creation platforms have been proposed thgreint communities. Nevertheless, most of them are
still far from being popularized for the ordinargeus due to their complexity. For example, MARMITE
[64], a graphical composition framework that enalilee creation of a mashup service by wiring theda
services, its authors tested their framework oamapte of six persons. The result was only threeobsix
could build a composite service successfully, drudé¢ three persons had knowledge either in devedlnpm
or spreadsheet. On the other hand, to achievedhleo§ user-centricity, an automatic service conitjos
mechanism is extremely important, since servicepmsition is a complicated task. It is difficult fdre
ordinary user’s to deal with the whole process nadlgueven if he/she has some development skilesth
are the main reasons that spur us on to proposgvaces composition model which hides the backend
complexity from users, and simplifies the servigeation interface, and satisfies the service aaati
variety requirements. Consequently, a user havimgpplication development skills can create her/his

personalized service thanks to the previously thioed automatic creation and update mechanisms.

Evidently, to realize the above service compositioadel, an intelligent service discovering and
selecting mechanism is indispensable by considetiag) the quality of the service composition result
depends so much on the selected concrete serfoese current service discovery solutions mainly rel

on technologies like Ontology [65], lexical datab#s.g. WordNet [66]), and data mining [67].
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The advantages of such enriched service compositiodel are explicit: it facilitates the service
creation process for users, especially for nongasibnal users, by enabling the automatic seréleetson,
composition and monitoring. Thus, both users’ eigree and users’ involvement level in the service
creation process will be greatly improved. It regluthe service maintenance cost for service providiee
to the automatic update mechanism, since each ioatilih, either from the capabilities side or from
service environment, will invoke the adjustmenttbe corresponding composite service automatically.
Moreover, it enhances the cooperation among diftgparties (e.g. end-users, service providers,aipes,
etc.). Finally, it optimizes the service lifecy@dad enables delivering innovative services at aemapid

pace.
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Chapter 4 Service exposure in converged

environment

Service exposure plays a significant role in thel@ion of service composition, since enabling evise to

be reusable means that this service needs to henkand accessible by users and/or developers. ¥ario
service exposure solutions have been proposed. Hmweurrent solutions are mainly targeting a djeci
group of developers and are not friendly enoughuders. Taking these actualities into account, is th
chapter, we propose three service exposure modelgdtering to the different service environment
requirements. These proposed solutions complerhenpttevious introduced service composition model,
and enable user-generated applications to be dréata more open and sustainable marketplace. These
frameworks enable both professional developers @okprofessional users to easily reuse existing
services, capabilities and resource to create r@wices, and thereby profit from a highly-persoredi,

meaningful communication and interaction experience

4.1 Service exposure challenges statement

Nowadays, although a great deal of work has beee far service exposure as we introduced in Chapter
for the state of the art, service exposure appremstill suffer from a set of limitations. Thesmiliations

of service exposure hinder the further evolutiorsefvice provisioning. In the following part, wetlne
some challenges for current service exposure solsitivhich we intend to address in our proposedcser
exposure models. These challenges are: convergeseecentricity, scalability, controllability aratoss-

platform service information sharing.

Convergence:Most of current service exposure mechanisms wikthjiTelecom and devices worlds
are evolving rather independently. They are maddgigned for a specific group of developers and/or
specific network. There is still missing such meathen for cross domains service discovery and
publication through a unified environment. Thus wtee developer or user wants to create a converged
service that involves Telecom, Web or device-bassulices, she/he has to search for services froamgm
several different service platforms, understanddifferent service description patterns, as welltteesr
underlying heterogeneities. The need to maniputiifterent platforms increases the complexity of

integrating the heterogeneous services into aachifbomposite service.
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User-centricity: In these years, the service exposure mechanismes dnalved from the traditional
custom, proprietary and domain-specific applicatioterfaces based model to the easier over-the-top
model, which are attracting thousands of develogassto their simplicity and speed to market. Hogrev
most of current service exposure solutions ainhatprofessional developers, and require the usdrave
at least certain development skill or network knedge for using these exposed services. Consequently
even some so-called user-centric service creatiatfopms, as they rely on these service exposure
solutions, they are still too complicated for owtiy users. To encourage user involvement instead of
exclusivity and really include non-professional igsehe user-centric feature needs to be signifigan

enhanced from the service exposure aspect.

Scalability: Most of the current service exposure solutions $oon using centralized systems (e.g.
UDDI) for storing service information and managisgrvice access. However, when the number of
services that are exposed to developers and usgeases drastically, it will degrade the serviseavery
efficiency. In order to improve user experience tfug service creation and discovery, the scalghbilita

service exposure and discovery mechanism needsfiarther improved.

Controllability: When the Telecom operators expose their capabilitte external parties, they
generally exert the control over the access tortegposed capabilities and network assets. This
controllability feature should be extended to otkierds of services (e.g. Web services, user geerat
services, or device-offered services) for avoidimg possible service outrages caused by unautkiorzse

well as unintended usage b parties, developers or users.

Cross-platform service information sharing: There are many service exposure platforms exiting i
the network, these platforms are generally indepehérom each other. The actuality that most ofrthe
adopt the walled-garden paradigm for protectingy tterenues from being shared by others, and itleda
a unified service information sharing model, letmthe limited interoperability among different fitams.
That inevitably leads to the isolated service infation islands, and the redundancy of the service
information storage. How to enable the servicerimi@tion sharing among different platforms, to rexluc
the resource redundancy, and to allow a user teeré¢ie services held by different service exposure

platforms seamlessly, are questionable for theiserxposure evolution.

Taking these challenges into account, we startdfiyjishg a centralized service exposure model, which
mainly addresses the challenges of convergencegcasgricity and controllability. This centralizegrvice
exposure model specifies the basic service exposndediscovery processes for the different kinds of

services in the convergent environment. In ordentprove the system’s scalability, enhance theiserv
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discovery efficiency, enable the cross-platformvieer information sharing, and resolve the shortemsi

of the centralized solution, we then propose twB Based distributed solutions for service exposure.

Table 4-1 summarizes our objectives and contrilngtiof these three service exposure mechanisms.

Solutions Objectives Contributions
(Challenges addressed)
Centralized - What a converged servigee Enhance the user-centricity feature by providing
service exposurg exposure environment looks  diverse service publication and discovery tools
model like? that are satisfying the different level users’
requirements, especially by adopting the widget
as the basic service publication and discovery
- How to enhance the user ]
tool for non-professional users.
centric feature in such converged
service environment? « Enhance the convergence feature by providing a
unified access to the services derived from
different domains.
- How to enforce the control on
« Enable the cross-domain service interoperability
the exposed services? . N
regardless of the underlying heterogeneities.

< Enforce the control on the exposed services.

« Specify the basic service publication and
discovery processes in a convergent seryice
environment.

« Improve the service discovery efficiency and
accuracy by adopting unified semantic
annotation on both service description files and
service discovery requests.

Hierarchical - How to resolve the limitationss Reuse the basic service publication and
Chord based P2Pin the centralized service  discovery processes defined in the centralized

service exposure

model

> exposure solutions?

solution for the different kinds of services.

Improve the scalability and service discovTry
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unstructured P2P layer.

Involve the weak devices, which have no direct

IP access to the network, by using

distributed gateways to delegate them to

the
the

external parties, and introducing the two phgses

based service exposure (Local Device Exposure

and Global Device Exposure) for the weak

devices.

Table 4-1: Objectives and contributions of threerise exposure solutions

The relationship among these three service exporaphanisms, as well as their relationship with the

previously introduced service composition managenedel can be summarized as Figure 4-1 shows.
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Figure 4-1: Relationships among three service axgosolutions

These three proposed service exposure solutionsllasgated in the following sections with the

relevant usage discussion and performance analysis.
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4.2 A semantic enriched service exposure model in comged

environment

As introduced in upper part, one of our objectivesto propose a converged service exposure
framework for a variety of services, including Taen/Web/device/user-generated services, thereby
enabling a new ecosystem for the creation of intieeaservices through user-centric fashion. Nowaday
most of current solutions (both in Telecom and Wadrlds) focus on using the centralized systems for
storing the service information and managing the@ise access. One of the obvious advantages faethe
centralized solutions is that they are easy tonp@démented and enforce the monitoring for the resou
held on them. Consequently, we start by proposingemtralized service exposure framework. This
framework is intended to be one in which even nmfgssional users can easily reuse existing sexyice
capabilities and resources for creating new sesviagardless of the underlying heterogeneities and

complexities.

4.2.1 Overall architecture

The reference model is shown in Figure 4-2. Thisppsed service exposure framework acts as an
intermediary for the adaptation and abstractiorthef services provided by Telecom, Internet and $mar

Space devices, and enables the convergence oiffireidt kinds of services.
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Figure 4-2: Overall architecture for converged serexposure

There are four groups of entities that can be iledt

e User centric adaptation group: User-centric Seniiscovery Platform, User-centric Service

Publication Platform, Request Mediator and Widgdaptor;
e Semantic enrichment group: Semantic Engine (SE)oIOgy Repository and Reasoning;
*  Service exposure and access control group: vagrpssure gateways;
« Service repositories: a set of repositories forisgpthe semantic-rich service description files.
There are two types of users are classified farguiese exposed services:

« Professional users: the users who have some seftierclopment skill and/or have the network
related knowledge, thus they can use some comgticategration environments to create new

services.

¢ Non-professional users: the ordinary users who db mave any development skill. Any
development and network complexity should be trarsmt for them, and the service discovery,

publication and creation environment should beiraglg as possible.
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During the service lifecycle, all of the entitiesside the service exposure platform collaboratetliig
to enable a seamless interaction among the hetegoge services, and to facilitate their reuse hip bo
professional and non-professional users. In thevdhg sections, the cooperation among these estis

illustrated by considering the different kinds efyices’ exposure and discovery.

4.2.2 Service exposure processes

4.2.2.1 Service exposure for Telecom services

Generally, three kinds of users/developers acaedsaase Telecom services and capabilities:
» Telecom-savvy developers
*  Web service familiar developers
* Non-professional users

Accordingly, Telecom services exposure should satise different levels of user requirements by

providing different interfaces:
* Native Telecom-based interfaces

 Web-based open APIs (e.g. SOAP, REST based APIghwhcorporate with Web mashups

directly

e User-centric interfaces (e.g. widget) which alloanrprofessional users to integrate the Telecom

capabilities into Web 2.0 services easily

Figure 4-3 presents the interactions among themdifft components for the Telecom service exposure.
From this figure, it can be noted that the Telecsenvice exposure mainly relates to two processes:
Telecom service invocation (access to service)ga®and the service publication and discoverygasc
In order to well explain our Telecom service expesstrategy, these two processes are illustrateden

following subsections respectively.
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Figure 4-3: Telecom service exposure

42211 Telecom service access and invocation

As shown in Figure 4-2, Telecom Service Exposurée@ay (TSEG) is used to connect the Telecom
capabilities with outer-world applications, whichaynbe developed by professional Telecom or Web
developers, or even by some non-professional ushts the main functionalities of TSEG are provigan
network abstraction function and exposing Telecampabilities through APIs. Briefly, TSEG firstly
intercepts the incoming Web service based requests HTTP), and Protocol Adaptor inside TSEG
translates the requests into Telecom-specific podtbased messages (e.g. SIP). These translateshgess
are then forwarded to the corresponding componfemtshe service invocation. Such service exposure
gateway can refer to the Parlay X Gateway spetificavhich defines a set of powerful but simple and
highly abstracted Telecom capabilities for facilitg both Telecom and IT developers to generate new

applications.

Since an operator’'s APIs is used not only by irdedevelopers, but also by third-party developeis a
non-professional users, consequently an accessotastconsidered as necessary for guaranteeing the
network security. That means when TSEG receiv@éce invocation request, Service Manager retgev
the corresponding service information from InterRapository, and simultaneously contacts with Asces

Control entity in order to verify user’s identity oredentials. After this verification, TSEG thearfporms
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the necessary authorization and authenticationowlicg to the different authentication and authetitn
results, the different users are able to accesthdodifferent network capabilities. Moreover, Seevi
Manager is also in charge of routing the Telecompabdity invocation requests to the corresponding

internal points according to the service informatéxtracted from the Internal Repository.

Protocol adaptation is another responsibility oEGS That is because the Telecom capabilities can be
reused by other Telecom applications or Web bapplications, in this case, the incoming requestshz
Telecom protocols based or Internet protocols hadtie incoming request is Telecom protocol based
the request can be understood directly by TSEGearathle it to perform the corresponding actiongtier
request, however, if the incoming request is Webella(e.g. HTTP), it needs to be adapted by the
corresponding Telecom specific protocols such &t#ised message. This requirement is handled by the
Protocol Adaptor entity. In the case that the serdapabilities access interfaces are already expesing

the Web protocols, this step can be skipped.

Internal Repository in TSEG is used to store thte@adocation and relevant confidential information
for the access control. It thus hides the netwopology and details from the outer world. In fabgre are
two kinds of service description repositories: thiernal repository, and the global repository (Satit
Telecom Service Repository) for storing the genduactional and non-functional descriptions with
semantic annotations that are retrievable by eatarsers and developers. The two repositories geosi
double protection for the underlying Telecom netyaince malicious attackers cannot locate theatiaie

servers, and the malicious messages can be intedcapd handled by TSEG.

Taking the non-professional users into accountterservice creation, this Telecom service exposure
solution should provide a more user-friendly wayateess the Telecom capabilities. Widget is onthef
solutions, especially after the emergence of soritget based service composition tools such as the
EzWeb widget linker and widget communicator. Widéeiaptor and Widget Repository are the relevant
components for addressing the aim of providing “esetric solution for service exposure to non
professional users. These two entities host andesttre Telecom widgets. They provide the Telecom
features by interacting with the interfaces expdsed SEG. Consequently, if user wants to use acbete
capability through a widget, the request is firdtdgwarded to Widget Adaptor. Widget Adaptor forimak
the request according to the predefined rules, thed sends the request to TSEG for the following

execution.

For the Telecom developers, since their applicatioinly use the same technologies or protocols as
in Telecom functions, thus the relevant messageskanonly Access Control instead of invoking alk th

functionalities provided by TSEG.
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42212 Telecom service publication and discovery

A service exposure platform should not only alldwe user generated or third party generated sertaces
access network capabilities and resources, but sitemld enable rapid and quality-assured service
discovery, and provide supports for service creatiservice orchestration and deployment. This
requirement calls for the possibility of publishiagrelecom capability in a commonly understandabie
comprehensive way, thereby making it discoverabte asable by other services. Such a service

publication process can rely on WSDL, for example.

When operators publish their capabilities, they dnde publish the functionality and access
requirements of their capabilities to Descriptiontify inside TSEG. This service description filetligen
split into two description files: internal and extal. The external file is transferred to SE. Tkenantic
annotation is added to the external service desmnidile by utilizing the predefined domain ontglo
stored in Ontology Repository. Finally, the semaamnotated service description file is stored aeatral
service registry (e.g., a UDDI registry). The maygpinformation for maneuvering between the internal
and the external files is retained in the inteneglository. This means that users can use simidhods as

Web services for discovering these Telecom services

4.2.2.2 Web service exposure

For the web service exposure, we reuse the SOAdlmmation which has been introduced in Chaptes 2 a
the base. Currently, most of the conventional wetvise discovery solutions are keywords based, that
limits the service discovery veracity and efficignespecially when there are a huge amount of ses\are
stored in the repository. For addressing thesddiions, the semantic annotation mechanisms hage be
widely applied in service description for providiagnew way to represent the knowledge that empowers
advanced reasoning mechanisms [68]. However, tisen® universal domain ontology that can act as a
shared Web service vocabulary dictionary for theotated terms in service semantic description. Thus
incurs the problems for integrating various exigtiservices provided by different service providers.
Obviously, if service instances correspond to t@es service provider, the composition and discoeéry
the relevant services are feasible. However, ikEaetbper or a system tries to compose severalcarvi
derived from different service providers with dif@t semantic annotations, it would indeed be a
burdensome task, especially for the case of autonsamrvice composition by the backend service

composition engine, in which it requires all thevese description files are machine understandable.
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Figure 4-4: Web service exposure

Figure 4-4 illustrates our proposed solution. Whervice providers publish service, they can usi the
preferred service publication mechanisms and semdéscription languages (e.g. WSDL 1.X, WSDL 2.0,
WADL, etc.). This service description file has tasg through SE that can be aware of the different
functionalities and structures described in theviser description file. SE then contacts Ontology
Repository, which identifies the semantics for dibsng service’'s functionalities, workflow and
invocation, to translate the received service dpgson file into a unified and semantically-annetat
service description file (e.g., SAWSDL). Duringghprocess, a user friendly interface may be digglay
which asks the service provider to add some additilnformation including the non-functional featar
(e.g. pricing model, QoS, SLA, contact informatietg.) of the service. For the services based barot
standards which can not be parsed by SE, a dedigcatphical interface is displayed for asking the

publisher to do an additional description step.

If this published service is represented as a wijddee semantic service description file is sent to

Widget Adaptor, and then a corresponding widgegeiserated and stored in Widget Repository.

The semantic service annotation is not only usedttfe service description, but also used for the
service request. Since the users requesting sereaice likely to possess a wide range of technoébgic
competence, they may be the professional developeosare service annotation technologies savvy, or
they may be the non professional users who just teaimvoke certain services or compose the sesvitce
a user-centric way. Consequently, the incomingiserkequest could be in the format of simple ndtura

language text (e.g., “l want to send a SMS”) araitild be compliant to the service annotation orgpldt
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needs an additional mechanism to make the disper@ening requests to be understandable regardfess
their original format. Therefore, Request Mediab@s been added to make incoming requests easy to
understand. When Request Mediator receives a seremuest, it transforms the request into a stractu
that corresponds to the semantic service annotateErhanism adopted for service publication (e.gvéht

to send a SMS” is transformed to “Send SMS”). Ie tlase that the service providers and the service
requestors already use the same domain ontologygetjuest will pass Request Mediator without inmgki

the transforming function.

Then Reasoning engine collaborates with Semantic Bé&vice Repository and Ontology Repository
for the discovery and selection of appropriate isessin accordance with the relevant informatianeeed
from Profiling & Personalization and Context enabld-inally, a list of corresponding services iats®
the user for a further selection, or a selectediceiis sent to Execution Engine to be executedctly
according to user’s configuration and the toolsdugeg., Natural Language Composition Environmdht).
a user wants to select the relevant widgets, #ieofi selected services is sent to Widget Repagsitond

then a list of the corresponding miniature widgennss is displayed to the user.

4.2.2.3 Device service exposure

Along with the popularization of 10T, devices areom®m and more involved in service composition,
providing real-time data about the physical woiild gateways or service-enabled interfaces (e.gARSQr
RESTful APIs) [69]. To make use of these devicedtl services, the first step is to make them nmaehi
meaningful. Generally, devices (e.g., intelligeqtipment, sensors, actuators, etc.) interconnett @éch
other in smart space. Their resource-constrainpecés (e.g., limited computation, communication and
storage capabilities) make them more constraint fhelecom or Web services. Moreover, compared to
Telecom and Web services, devices’ availability mhgnge more frequently, since they can appear and
disappear from the network on the fly. This higtijpnamic information is impossible to be encapsudlate

a service description file stored in a global réfoog, because this leads to an unbearable levekbfork
traffic. Therefore, some form of gateway is adopi@aenable communication between these devices and
external applications, and to handle the runtinsealery of devices and their services. In constaeraf
these scenarios, we divide the device service expdato two levels: Local Service Exposure relyomg
local gateways, and Global Service Exposure (GStgwreports the basic information about the desice

and their services to the global repositories ol gateways.

To facilitate the introduction of device servicepesure, in this section, we adopt the DIYSE Gateway

[70] as an example for local service exposure, llastiated in the amplified portion of Figure 4-5.
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Evidently, one of the functionalities of this locghteway is the device exposure which hides the

heterogeneities and complexities of the underlyiegvorks and devices by exposing them in a common

way.
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Figure 4-5: Service exposure for devices
From the viewpoint of the global network, there amany local gateways dispersed in the network
while managing their own local networks using dispa technologies. Furthermore, when a user or
developer is creating a new service, she/he maybeoin the same network as devices and is not
necessarily familiar with the particular charagics. This distributed device component informatio
needs to be published in a globally-comprehensitdaner to enable devices capabilities to be diseave

even when they are located behind the local gateyeyecuted and composed in a unified manner.

Correspondingly, in term of the service publicatfmocess, there are two kinds of device capability
publication processes: abstract device capabilibfipation and concrete device capability publicatiAn
abstract device means a virtual device that onlytains the generalization information of one kirfd o
devices, and can map to several concrete devicesXample, “camera” is an abstract device, ariit
map to several concrete devices provided by diffeneanufacturers such as Sony, Logitech, Canon, and
owned by different persons such as Alice and Jdre impetus for proposing such abstract device
publication is that the number of the devices mtletwork is much larger than Telecom and Web cesyi
while most have the same or similar functionaliti€soring all of these concrete devices in a global

repository will make it difficult to be discovereshd managed.
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Abstract device publication: The abstract device publication is handled byegssibonal developers or
service creation platform providers. They send a&ic#ge description file which only contains the
generalization information of one type of devicesSE. SE contacts Ontology Repository to add the
necessary semantic annotations. The transformeiteeatescription file is then sent to the globain@etic

Abstract Device Repository as shown in Figure 4-5.

Concrete device publication device-offered service generally can be viewedomtrolled by user via
a Web browser, for example, as specified in UnalelPfug and Play (UPnP) for presentation. This rmake
it easy for users to get the service descriptiten\fia the same device-monitoring page. Once thiécde
description file is retrieved, SE adds the semaentigotations to the file and sends it to Semanticotete
Device Repository. Users can also publish theiriatsv as widgets. This situation is actually the
publication of a concrete rather than an abstrawicg. Such concrete device publication processsis

shown in Figure 4-6.

Service publication frontend
{widget or flash based client)

J 9 © Semantic gz'::r:‘t': - Widget
—_— 2 —
5 Publish Semantic
\\/~- = Engme concrete device Device Adaptor
description file Repository
Davica s
Publisher Retrieve device
description file

Figure 4-6: Publish a concrete device as a widget

If a user wants to reuse device-offered services¢ate a service, when she/he logs into a graphica
Service Creation Environment (SCE), SCE contactE @&mework with user's ID. GSE framework can
then search the distributed gateways using Floodiethod to determine which specific local gateways
this user can access and which specific devicemthéhem can be invoked. The corresponding abstract
device building blocks are then displayed in us8QGE. After the user has created a composite sebyic
chaining the different building blocks, the servitiscovery and selection processes are handledédy t
corresponding service discovery components: TelemothWeb based services are discovered and selected
by GSE framework’s components as indicated abawe far device-offered services, the service discpve
request is transferred by GSE framework to theesponding local gateways, and then Device Repgsitor

and Device Discovery Module inside a local gatewelect the relevant device description files amitise
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back these selected files to GSE framework. Findahg Reasoning component cooperates with GSE
framework, as well as Profiling & Personalizatiamdahe Context enablers to select the most apmiapri

concrete device(s) to the user.

The above introduced device service exposure méshaand the adoption of gateways for local
device management imply that the execution of dcdekelated composite service is different from the
single Telecom or Web composite services’ executlanorder to identify such differences, a simple
scenario of a composite service, which reuses tiwhordinary Telecom services and the device based
services, is illustrated as the followings. Thisvem is triggered by a device instead of by a us#ich is

different than the traditional user generated sexi

“Alice creates a service by drag-and-drop methodhigraphical service creation environment. This
service is that when her house’s doorbell is riggithe camera on the top of the door is turned on,

and a MMS embedded with the short video capturatiddogamera is sent to her immediately.”

Doorbell b—» Camera |F——» MMS

Figure 4-7: Service composition scenario for dewifered services

Different from the Web or Telecom services, theoieation of a device is handled by a local execution
engine inside the DIYSE Gateway instead of the glaxecution engine. Moreover, most of the device
activations are event driven, for instance, thévatibn of a doorbell invokes the execution of anpmsite
service which relates to it, and their presenaliénnetwork are taking place only for a short timbich is
quite different from the traditional Telecom and Weervices that are always in running state.
Consequently, in order to reduce the time consurtongxecute such a converged composite service, the
composite service logic is stored in a local servigpository. That is because, if the compositeiceiis
only stored in the global service repository, wiiea doorbell is activated as illustrated in abosensirio,
the DIYSE Gateway has to contact with the globalise repository to find out the corresponding s&rv
execution logic. In the case that there are a greatber of services containing the doorbell sepitcaay

cause a long delay for the composite service eba@tut

After the composite service file is retrieved fraime local service repository, the local service
execution engine analyzes the composite servide gracted from the composite service file. 1bitly
contains the local devices, this composite sengi@xecuted by the local execution engine, if tteeealso
some Web or Telecom services involved, the locatetion engine forwards the service execution légic

the global execution engine, and then the globaketion engine cooperates with the local engine to
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execute this composite service. Just as illustrastéde above mentioned scenario, when global di@tu
engine receives the composite service logic, ingithat the following step is to execute a cametach

is a device based service, thus it sends the caexeraution request to the local execution engitenTthe
camera device is invoked and a short video is cagfuhe result is sent back to the local execlgiogine.
Subsequently, this received video is transferrethéoglobal execution engine. After the global exien
engine receives the response from the local exatighgine, the global execution engine decides the
following step for this composite service — senliiS which is embedding the received video to Alice.

The call flow for such device related service exiruprocess is illustrated in Figure 4-8.
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Figure 4-8: Call flow for the execution of a deviedated composite service

Execution result

4.2.2.4 User generated service exposure

One goal to propose this service exposure mod& snhance the user-centricity feature. When a user
generates a new service, it is normal that shefhediike to share it with others, and/or this ngwieated

service may be reused by other services.

The main difference between the service exposure ueér-generated services and the
Telecom/Web/device service exposure is that thgetad actors are the development amateurs or non-
professional users. That requires the exposurelestdvery processes to be as simple as possibléhand

underlying mechanisms to be transparent to users.

Figure 4-9 presents our solution for this kind efvice publication and discovery processes.
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Figure 4-9: User generated service publicationdiscbvery
Service publication process:before the publication process, the user has tadéstified by the
system, and his/her information (e.g., publisher@ene) is automatically added to the semantic servic

description file.

Next, the user initiates the service publicatiomgess by interacting with a user-centric service
publication front-end, which can be represented asdget or as a flash-based client. She/he cavigeo
the URL of the functional description of her/hisndee to the service publication client if she/hash

already created this service description file (&L of a WSDL file) as shown in Figure 4-10.

( Service Publication )
Widget

;"\-;g
o d

Provide Description URL

|me:-’r'graphii:;\I.w:a\ther.gov-’xm].’[)wML ‘

Service Type
(O Telecom (®) User-generated

O Web (O Widget
() Device

Figure 4-10: A Ul example for the service publioatiront-end

Considering that the creation of a service desorifile may be difficult for non-professional use
this service publication front-end should also fdevan easier way to generate it. For examplemplete
could ask the user to fill in the necessary infaiaraabout her/his created service (e.g., servinaise,
input/output, etc.) as shown in Figure 4-11. Thimimation would then be extracted and completethby

default collocation information to create a formfainctional description file. Some non-functional
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parameters and business models (e.g., the costiserof this service) can be added to the service

description file.

e B )
Describe Your Service

W Funclional description
W Myweather
W Function

Name: Mywheater
Function: | Getweather u

GO CEeE)
W Input

W Output

¥ URL

Business Model

Additional information

[ Show Service Description File ) )

Figure 4-11: A Ul example for the service descopfiile generation front-end

The service description file is then transferredSte for being parsed and added with the unified
semantic annotations. Finally, a semantic serveseption file is generated by linking the functidities
with semantic concepts, and is then sent to Semalster Generated Service Repository. When a service
cannot be parsed automatically (e.g. the serviserigdion format is not supported by current SEpage
on which to add the semantic annotations manuaillypep-up with a list of recommendation semantic
concepts for the different options. If no relevaamantic concept matches the service, the ontalpgste
process, which is out of the scope of our curresearch, is invoked for adding a new concept. fed,
the publisher information is added to the semaanigcched service description file automatically@ading
to user’s login information. Such information cae Iodified manually if the user wants to. This
information is not only used to identify the owrtdps of this service, but also can be used for the
recommendation based on authorship for the disggwercess. For example, when a user wants to instal
or contract a service, SE may be able to recomrhentiim other services which are made or published

the same person.

Service discovery processThis functionality can be invoked through an emlestididget or a flash-
based client in user’'s Personal Service Environni@8E) or SCE. It supports both natural languagk an
complex searches based on semantics. Thereforgarstm Web service discovery described above, the
incoming service request is translated into a adiemantic-based request by Request Mediatothand
sent to Semantic Service Repository. The displagedices vary depending on the users’ intent: f@rsl
who just want to invoke a service, only the widgased services are displayed in her/his PSE, siome
backend services have no front-end with which te iisFor users who want to create new services,

widgets, backend services, and the relevant Ul corapts are represented as building blocks in SCE.
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Moreover, some additional information, e.g. thelighlers’ names and the costs of these servicegaed

from the semantic service description files, asp alisplayed to user.

4.2.3 Usage scenarios

In this section, we present the application of pineposed converged service exposure model to servic
composition model we introduced in Chapter 3 thtpggveral scenarios. In these scenarios, we explain
how to create a converged service at design tirdehaw to execute a composite service by collabagati
with this service exposure model. These scenariosige a global view how this converged service

exposure platform works and how it provides thepsuipfor the service composition model.

4.2.3.1 Converged service creation

Figure 4-12 and Figure 4-13 present an exampleliittwa converged service is created by using the

service exposure model.

“Bob is a businessman who has to travel frequemily.is living in Paris with his wife. He wants
to create a service to get the weather informatibRaris, translate it to English, and then send it
to his wife Alice by SMS. If the temperature ishkigthan 20°C, the heater in his house is turned

off as well.”

The simplified service composition logic is as shaw Figure 4-12.

Get Paris weather
(Web service: Weather)

v

Translate to

Temperature is
higher than 20°C?

English No
(Web service: Translation)
Yes
\
Send SMS to Alice Turn off heater Turn on heater
(Telecom service: SMS) (Device service: Heater) (Device service: Heater)

Figure 4-12: A simplified service composition logic

The description of each step for the service avegtrocess is as follows:

1. Bob creates a composite service in a graphicalicgemreation environment through drag-and-

drop method.

2. The service creation request is forwarded to Reduvesdiator.
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Request Mediator contacts with Semantic Engine uUpifying the request to be a system

interpretable format.

Semantic Engine contacts with Ontology Repositany ddding the semantic annotation to the

request, and sends back the result to Request Media

Request Mediator sends the semantic-enriched semdiscovery request to the Reasoning

component.

The Reasoning component extracts the names ofetiveces which need to be discovered, and
decides the discovery order for these servicethifnscenario, there are four services need to be
discovered under the following order: Weather (V8ebvice) -> Translation (Telecom service) ->
SMS (Telecom service) -> Heater (Device servicdusTthe request for discovering a weather

service is sent to Semantic Web Service Repos{@WySR).

A set of weather related services are discoveredh fEWSR, and these services’ relevant

information is sent back to the Reasoning component

By contacting with Ontology Repository and accogdia the contextual information embedded in
the service discovery request, a most appropriagativer service is selected by the Reasoning

component
Another request for discovering a translation s sent to SWSR.

A set of translation related services are discavdrem SWSR and the relevant information is

sent back to the Reasoning component.

The Reasoning component selects the most apprepriabslation service from the received

service list.

The Reasoning component notices that the nextceemeeds to be discovered is a Telecom
service, thus it sends a request to Semantic Tiele®ervice Repository (STSR) for discovering

SMS related services.

A set of SMS related services are discovered frai8F5 and the relevant information is sent back

to the Reasoning component.

The Reasoning component selects the most appre[8Ms service from the received service list.
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The Reasoning component deduces that the nextcsetwi be discovered is a device-offered
service, thus it sends a service discovery reqtessemantic Device Repository (SDR) for

discovering a heater related service.

A set of heater related services which Bob canarsediscovered from SDR, and the relevant

information is sent back to the Reasoning component

The Reasoning component selects the most apprepréster related service from the received

service list.
All the selected services’ description files aretdeack to the service creation front-end.

Service creation front-end extracts the necessdoymation from these service description files

and creates an executable composite service bgingahe selected services together.

A service description file is generated by the mervcreation front-end through a service
description widget. And this service descriptiole fis sent to Semantic Engine for adding the

necessary semantic annotation.

After the semantic annotation is added to the serdiescription file, this file is sent back to the

service creation front-end.

Bob publishes the created composite service byisgride semantic-enriched service description

file to Semantic User Generated Service Repos{®UGSR).

Once SUGSR stores this received service descrigtienit sends back a notification to the

service creation front-end.

The service description file is further sent to 9&d Adaptor for generating a widget

automatically.

Once the widget is generated successfully, a sfoighe widget and a widget description file are

added to Widget Repository.
A notification for the successful widget publicatiis sent back to Widget Adaptor.

A notification for the successful widget publicatiés further sent back to the service creation

front-end.
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Figure 4-13: Call flow for converged service creati

4.2.3.2 Converged service execution

In this section, we explain the service executioocpss which is relying on the proposed servicosupe

model. We reuse the composite service we introdirc&ection 4.2.3.1 as the base. That is:

“Bob creates a personal service: this service ghtsweather information of Paris, translates it
to English, and then sends it to Bob’s wife AligeSMS; moreover, if the temperature is higher
than 20°C, the heater in his house is turned offvali. Bob creates a widget for this created
service and names it as “My Weather Service”. Halsathis widget to his personal service
environment. When Bob wants to invoke this sertiegust needs to click the “OK” button in the

widget”

The call flow for this service execution proces8listrated in Figure 4-14, and the descriptioreath step

is as follows:

1. When Bob logs in his personal service environméet,clicks the “OK” button in the “My

Weather Service” widget.
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A service invocation request is sent to Global Exien Engine with the target service’s ID.

Once Global Execution Engine receives a servicedation request, it extracts the service ID
from the request, and initiates a service discoveguest which embeds this target service ID.
Then this service discovery request is forwarde8dmantic User Generated Service Repository

(SUGSR).

According to the service ID, SUGSR discovers thaise profile for the target service, and sends

the service file to Global Execution Engine.

Global Execution Engine analyzes the received semrofile, and determines the execution order

for the relevant atomic services.

Global Execution Engine initiates a service invamatrequest, and sends it to the first atomic
service (i.e. a weather service). It also memoribes service execution state for each atomic

service, and the contextual information for faatiihg the following actions.

After the weather service is executed, it sendsk bthe execution result (i.e. the weather

information of Paris) to Global Execution Engine.

After Global Execution Engine receives the senégecution result, it determines next atomic
service to be invoked (i.e. a translation servie®)] sends another service invocation request to
the selected translation service, and the weattfermation it obtained from previous weather

service is also embedded in the service invocatgnest.

After the translation service is executed, it sebdsk the execution result (i.e. the weather

information is translated to English) to Global Exton Engine.

Global Execution Engine continues the service éhgiby sending a service invocation request to
a SMS service. As this service is a Telecom serwdgch is exposed by a Telecom Service

Exposure Gateway, so the request is first forwatdete Telecom Service Exposure Gateway.

Once Telecom Service Exposure Gateway receivesréggest, it does the necessary access

control, and determines which Telecom capability tequest should be routed to.
Telecom Service Exposure Gateway routes the seirviceation request to a SMS capability.

The SMS capability is invoked. It sends a SMS mgssaith the information extracted from the
received service invocation request to Alice, ahént sends back a successful execution

notification back to Telecom Service Exposure Gatgw
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Telecom Service Exposure Gateway forwards the dierunotification to Global Execution

Engine.

Global Execution Engine determines the next seriddee invoked is a device related service, so

it sends a service invocation request to the cpomding Device Gateway.

When Device Gateway receives the service invocatiequest, it does the necessary

authentication control according to the user infation extracted from the incoming request.

If this user is authorized to use the devices libhimis Device Gateway, the request is further

forwarded to Local Execution Engine.

Local Execution Engine retrieves the informatiotated to the target heater and determines the

invocation method for it.

The heater in Bob’s house is turned off.

A notification for the successful execution is seatk to Local Execution Engine.
The execution notification is further forwardedDevice Gateway.

Device Gateway sends back the service executiatt tesGlobal Execution Engine.

Global Execution Engine collects all the executiesults for the relevant atomic services, and
determines the composite service execution protesaccomplished. It thus determines to

terminate the service chaining.

A final notification is sent back to Personal SeeviEnvironment for indicating Bob that his

composite service has been executed successfully.
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Figure 4-14: Call flow for converged service exémut

4.2.4 Discussion

This service exposure model also can act as a eongpit component for the service creation through
MSN robot use case that we introduced in secti@ Bor example, when Bob enters “If the outside
temperature is less than 10°C, turn on the heatemyi house and send my house current temperature to
me”, an abstract service defining the involved fiomalities is generated by Service Composer which
cooperates with SE and Request Mediator. In thée,csVeb service (weather), device-based services
(heater and temperature sensor), and Telecom s€i¥MS) are selected. Service Composer then centact
the service exposure platform to discover and séhecmost appropriate services for the abstrawicse

by collaborating with SE, Ontology Repository, Ra@ag, service description repositories and thevaaht
device gateways. After all the concrete servicegehaeen selected, MSN robot validates the concrete
service logic and executes this composite servicéntoking the corresponding atomic services (e.qg.,
yahoo weather, Bob’s heater and temperature séméis house, Orange’s SMS). In this use caserakbve

different kinds of services are invoked; howevhg tiser only needs to use a unified interface soodier
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services, instead of having to surf different Waassito discover the different services and speme ti

learning how to use them.

This proposed service exposure model relies onetifeancement of user-centric and convergence
features, as well as on providing a unified accessTelecom/Web/device/user-generated services,
meanwhile respecting the diversity of the serviaket. It thereby enables third-party service pevs,
developers and users to reuse the existing serviisg the tools or technologies they prefer while
following SOA, Resource-Oriented-Architecture (ROAJr Widget-Oriented-Architecture (WOA)
principles. By separating service discovery an@d&n functionalities from SCE, this service exjpes
model not only releases SCE from the cumbersomaécsediscovery task, but also enables the reuse of
larger scale services, regardless of their undeglyieterogeneities, thus further improving the isigaof
different kinds of services among different platfist It also provides the possibility of applyindhanced
controls for service exposure in accordance witfedint operators’ or service providers’ requiremseria
gateways. The user-centric aspect is enhanced ing wsidgets and flash-based clients for service
publication, discovery and composition, therebyatjsefacilitating the service generation processcivh

encourages more users to contribute to the seeciagystem.

By comparing with the traditional keyword basedvgmr discovery, the adoption of semantic
annotations for both service descriptions and retguénproves service discovery efficiency and eacy
Firstly, a semantic request by itself is more aatithan a simple keyword based search. That museca
semantic search may involve multiple concepts, @ach concept relates to certain filter rule, thue t
implies multiple filtering rules will be applied cm single request. Secondly, the semantic searchsied
on the concepts defined in an ontology, in whidfedént concepts may be related to each other. €hes
no exactly matched services can be discovered, swoposals and recommendations for other services
that may potentially interest the user, can be igex/ according to the relationship among the sesvic

which are predefined by the domain ontology.

To fully realize this converged service exposuraaipsome challenges still require further attemtio
These challenges include defining a widely-accdptaitommon data model for all types of service
descriptions, and persuading operators and sepviéders to share their service information. Aficednt
business model is also indispensable consideriaigtiie investments from operators and service gersi
for the technologies enhancement are revenue-drifend users could also profit from their conttiion
to new services, that would greatly encourage everyto become involved in this new service ecogyste

The successful Apple App Store reveals this gretdrgial. However, the single access to servicosxme
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platform may become a bottleneck when the numbeenpfices increases dramatically, and be susceptibl

to malicious attacks.

4.3 A P2P based distributed service exposure model

Most of the current service exposure solutions $oan using centralized systems (e.g. UDDI) foristpr
service information and managing service accessh 8antralized systems are easy to implement and to
monitor the resources held on them. However, theyaiso easy targets for malicious attacks, intceda
single failure point, require a high maintenancstcand are not scalable and extensible enougleab d
with the dynamic service environment. Moreover,ta@dized systems limit the interoperability among
different platforms, which leads to many isolatedvices islands, and thus inevitably incur a resesir

redundancy.

Considering the above mentioned limitations of ¢eetralized solutions, we propose a decentralized
P2P based architecture to support distributed cemekposure on a large scale as an alternativéiaalu
This proposed architecture is hierarchical compaoecurrent pure P2P solutions [80] - [94] with tien
of not being limited to a single specific servicenthin, and enabling the efficient exchange and
interoperability among different kinds of serviagegardless of their underlying heterogeneitiess Traw

method could lead the service composition parad@emnew era.

4.3.1 Some backgrounds and related work for P2P

With the rapid evolution of P2P networks, P2P hasodme a promising solution for the exchange of
resources with advantages such as scalability,stabss, and hardware/bandwidth economy. Generally,

P2P networks can be divided into two main categostructured and unstructured.

4.3.1.1 Traditional unstructured P2P based solutions

For unstructured approaches, such as the earlp&rgel] and Gnutella [72] for resource sharingréhis
no rule for lodging an item in the network, and iteens are distributed randomly over the peersfifiad
an item, either a central registry for the glolmaleéxing or some blind searching algorithms candszluA
central registry can easily become a bottleneclafsystem when a great amount of resources have bee

stored in the P2P network. And the blind searchkilgprithms mainly can be classified into two types:
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Breadth First Search (BFS) based methods and DephSearch (DFS) based methods [73]. Two typical
examples for these two types of searching algostane Flooding and Random walk.

In the Flooding-based approaches, which belongR®, B query source sends its query messages to all
its neighbors. When a node receives a query mesgaigdoes not have the target resource, it fadsahe
query messages to all its neighbors except footieethe query message comes from. Thus the nurfber o
the query messages would grow exponentially wiehhtbp counts. Flooding-based approaches may lead to
long search delays and a high amount of signalafjd, and easy to incur repeated visits on alsingde.

Another typical search algorithm for unstructurezPmetworks is Random Walk, which belongs to
DFS. In Random Walk-based solutions, the querycijust sends one query message (walker) to one of
its neighbors. If this selected neighbor does rtehthe target resource, it forwards the receivedsage
to one of its neighbors except for the one who sé¢hd message to it. Thus the search cost is rddiicee
the query messages grow linearly with hops. Howevéeads to long search delay and low success rat
because each hop only covers one node. Even themadn be increased for improving the search time

and success rate, but the effect is limited dubedink degree and redundant path.

4.3.1.2 Traditional structured P2P based solutions

For the structured approaches, the locations ofitdras are organized in an overlay using distribute
indexing technologies, such as Distributed HashlelgbHT). The main advantage of DHT-based
solutions is that the data placement is systenaatit thus search procedures generate less traffidhéo
network. Briefly, in DHT-based approaches, eachenisddentified by a unique ID. This ID may be dezh

by hashing the IP address of the node or is aboceindomly. Each resource is also hashed to oategy
value (called a Resource ID). Both the node IDs #edresources IDs use the same name space. Each
resource is then stored in the node with the IO theclosest to its key. Several important protscol
including Chord [74], CAN [75], Pastry [76], Kaddml[77] and Tapestry [78], have been designed for
DHT to improve service discovery efficiency. Thajfet in data management and routing strategies, bu
essentially follow the paradigm of Consistent Haghj79] whose essential principle is to let the emd

enter and leave the network with minimal disruptionthe network.

However, neither the current unstructured P2P ambres nor the structured P2P approaches can
adequately support efficient service discovery pablication directly. Unstructured P2P systems &nab
complex queries, which is an essential requirenfientservice discovery. They are easy to implement,
however, their underdevelopment routing mechanitzasl to heavy network traffic and the possible
repeated visit for certain peers. Moreover, theyjle no search guarantees for large-scale P2RPoretw

The structured P2P networks, like the DHT based otteoretically guarantee that matching answelts wi
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be found if they exist in the networks. Howevesytltannot support complex queries since the resourc
discovery is highly dependent on deterministic rniaitg between the binary hash IDs, which means vehen
resource is given a key, the location of the res®gan be found with limited cost according tokbg and
only through this key. It implies that users needtovide at least the exact hame information alboeit
resource they want. Nevertheless, when a user wadiscover a service, in most of the cases, shddies
not know which specific service to search for, @ast, she/he only knows which functionality she/lzats,

or uses some synonymous keywords, which meansatihaambiguous search is required for service

discovery.

4.3.1.3 Other P2P based solutions

In last decade, relying on either unstructuredtarcsured P2P infrastructures, a variety of advdreaP
based solutions have been exploited by academiidnsdtry to improve service discovery and publarat
on a large scale. These solutions mainly adapexigting P2P systems from 3 aspects for satisftfireg

different requirements:
* Improve peer or registry organization and serviemagement.
*  Enrich semantic annotations for services.

 Enhance service discovery efficiency and selectamturacy by applying some auxiliary

information (e.g. QoS, context) during the sen¥iltering process.

One trend is to group peers into clusters accorttngimilar interests or if they have semantically
similar content. HyperCup [80] is an early examfeoptimize the position of peers by using concept
ontology. It groups peers with similar interestsservices into concept clusters according to tleelgiined
concept ontology, and then these concept clustersoeganized into a hypercube topology to enable
efficient message routing for service discovery. MOR-S [81] tried to use a classification systeradoh
on registry ontology to optimize registry organiaat In this approach, each registry maintains dhky
services that pertain to certain domain(s). Théeddht registries act as peers in an unstructurd@ P
network, and then they are further grouped intstelts according to the mapping between registries a
the domain ontology. Similar solutions that clagssither the registries or the service providersctvtact
as peers in an unstructured P2P network, and fhemes further form a federation that representdlaim
interests in a decentralized fashion [82],[83],[BH]. As we can observe from these examples, the
federation-based solutions are generally relatedhto unstructured P2P architectures, and they still
encounter some common issues for unstructured B&Rorks such as high network traffic, long delayd a

low hit rate, even if they have improved these éssto a certain extent. Some alternative solutiased
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on a structured P2P system have also been prop8Béder [86] employs ontology in a DHT-based P2P
infrastructure in which service providers with go@s$ources are assigned as super nodes and odjanize
into a Chord ring to take on the role of indexinglajuery routing. Chord4S [87] tries to avoid thegke
failure point in Chord-based P2P systems by distiiig functionality-equivalent services to several
different successor nodes. PDUS [88] combines Chectinology with UDDI-based service publication
and discovery technology to provide a hybrid serviliscovery approach. Researchers in [89] and [90]
introduce solutions based on alternative structér®d topologies such as Kautz graph-based DHT ipr Sk
Graph. These solutions generally use the peerddimatthe Chord ring to store all the service infiation
about the functionally similar services, and theguire those peers to have good resources suclglas h
availability and high computing capacity. Anotheertd in current P2P-based service publication and
discovery systems is to combine semantic technolatly the underlying P2P infrastructure. The coticep
of a Semantic Overlay Network (SON) was propose(it] to improve the organization of peers and
enhance content search by linking semanticallytaimcontents into clusters. This concept can be
combined with unstructured P2P networks as we roeetli above to facilitate the creation of the peer
federation, or with structured P2P networks asothiced in ERGOT [92]. Moreover, some auxiliary
information such as context information, QoS antiise reputation [93] [94] are also applied in P2P
systems to improve service discovery efficiency Hrauser experience. However, these kinds of isolsit

still inherit most of the limitations associatediwihe underlying structured or unstructured P2fvoeks.

Taking the benefits and challenges for P2P netwinksaccount, and comparing the advantages and
limitations among existing solutions, we exploie thossibility of using an enhanced Chord-based DHT
architecture as the basis for a P2P service expgsatform, benefiting from Chord’s intrinsic vigwhile
mitigating its limitations for practical usage iarsice discovery. Chord follows the concept of Gstent
Hashing by linking all the nodes into a ring. Eaxciue keeps a small finger list containing the infation
of its succeeding nodes in a distance?ofThis finger table enables exponentially growinmps through
the ring, and thus drastically reduces the costdsource discovery - even if a resource resideserast
node of the ring, there is no need to traversahalnodes. This enhancement would greatly reduee th
network traffic and shorten the time needed toalisc the target service(s). To further improvesisvice
discovery efficiency and enable ambiguous sear¢hiigch is limited in current Chord architecture, a
series of adaptations for resource organization ame$sage routing, including the introduction of

hierarchical service publications, are proposededlustrate in the following subsections.
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4.3.2 Overall architecture

In our proposed solution, not only the traditioffalecom and Web services are exposed, but device-
offered services, user-generated services areagtsummodated. When different kinds of services sgpo
themselves to the network, they generally use wiffe technologies or go through different service
exposure gateways. In order to reuse these exisgrgice exposure technologies and limit the
modifications to the existing service publicatiomdadiscovery platforms, a hierarchical P2P architec
which uses a P2P overlay for sharing diverse seririformation while respecting and maintaining the

underlying heterogeneities is proposed as shoviaigare 4-15.
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Figure 4-15: Overall architecture for the hieracehiP2P service information sharing system

As depicted in Figure 4-15, this system is compaosiedeveral global servers, a number of supper
nodes, ordinary nodes and diverse service expagiesvays. The global servers include Semantic Engin
Ontology Repository, and Reasoning, which are iargh of harmonizing the representation forms of the
different services’ descriptions during the servimeblication process. These global servers are also
responsible for translating the incoming searcluest; as well as providing a primary filtering chgrithe
service discovery process. The super nodes andotti@ary nodes are responsible for the service
knowledge storage, retrieval, and service discov@epnind these super nodes are various differemntskof
service exposure gateways for catering to the miffekinds of services exposure requirements. Some
examples are Telecom Service Exposure Gateway, Seetices Import/Export Gateway, Local Device
Exposure and Management Gateway, and even som@esekeation platforms which embed the

functionality of enabling personal service publicatby users. These service exposure gateways €an b
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existing gateways which are used in the traditiodBIDI-based centralized solutions, but within this
proposed architecture, they are more flexible théwen used alone in a centralized environment. They
expose their services in a local domain using tbein technologies to target a certain group of uiser
developers; moreover, they also share their sernvit@mation with users or developers outside their
domain by adding some overlay functions to theatfpfms. For instance, a user inside a local sawrice
environment can create a personal service not lmnlgombining his devices’ offered services disceder
by a Local Device Exposure Gateway, but also bggrating the Telecom services provided by an oetsid

Telecom Service Exposure Gateway.

4.3.3 Adaptation of P2P overlay to service publication ad discovery

In order to enable the service publication and aliscy on the large scale, we propose a hybrid P2P
architecture. This architecture is mainly basedGhrord and the centralized super node model for the
service publication and discovery. The reason likhimis proposed solution is that: we would like to
benefit from the high service discovery efficiengyganwhile enabling the ambiguous searching capabil
and limiting the index sizes in the nodes. Thisgpsed solution is named as Hybrid Chord in theofaithg
parts. Table 4-2 illustrates a brief comparisowieein our proposed solution and the original Chaskd

solution, as well as the centralized solution.

Solutions Index Size Ambiguous matching
Centralized A huge index table Support ambiguoascéeng
Chord Small index table Do not support ambigupus
searching
Hybrid Chord Small index table (bigger tharSupport ambiguous searching for

Chord, but by comparing with thethe functional equivalent servicgs
centralized solution, it is much

smaller)

Table 4-2: Comparison among centralized solutidmr@ based solution and hybrid Chord based solution
We first separate the nodes to be super nodesrdivhoy nodes. That is, a certain number of powerfu
nodes (e.g., the personal computers or serversfasthnetwork connections, high bandwidth and quick
processing capabilities, etc.) are selected asrsupdes. Then the ordinary nodes connect to thersup
nodes through the centralized method, to shareegmonsibilities of service storage and discovAnd a

DHT overlay, called Global Super Nodes Overlayjnsoduced by using unified APIs: Put, Get and
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Remove methods, providing the possibilities of Bitgrretrieving and removing resources. This oweita
further divided into four Subset Service Overlagad each Subset Service Overlay is identified \aith
unique service domain tag. These Subset Servicddyseare created by chaining the correspondingrsup
nodes together according to the Chord protocol. s€quently, there are three sub-networks in our
proposed service discovery and publication modgl:tife network which is used to search the service
domain tag; (2) the Subset Service Overlay whichisisd to locate the target super nodes accorditigeto
Chord algorithm; (3) the super node — ordinary modkister which is used to discover the concrete

services. Below, we present a more detailed inttda for this architecture.

Since a vast range of services are assumed totesh this P2P system, searching for a particular
service would be difficult and inefficient if therwices are randomly stored in the peers. If eadr B
assigned to store a particular type of services, wWould improve the service information organiaatand
thus accelerate the service search process. Tanatish this, we use a simplified service classtfima
method to categorize the services, as shown inr€igel6. That is, services are first categorized faur
basic types: Web services, Telecom services, Desgodces and User-generated services. Then, angord
to the different functionalities provided by thensees, each service category is further divided sub-
classes, which are called Abstract Services. Famgke, in the Telecom Services group, the abstract
services include: Message, Presence, Charging, ,IRMIWNS, SMS, VoIP, etc. Each abstract service can be
mapped to several concrete services, for examplks 8an be mapped to the Orange SMS service, the

Telefonica SMS service and the BT SMS service.

| I I | Domain Types

Web Telecom Device User-generated
services services services services

Presence VolP SMS | ...
T 1] ConcreteServices
Orange Telefonica BT
SMS SMS SMS

Figure 4-16: Simplified service classification madh
Each super node is tagged with one domain typetwhiicludes Web services, Telecom services,
Device services and User-generated services, asnsimoFigure 4-17. As the ordinary nodes are madage
and connected to the P2P overlay through the sugmgs, they inherit the same service category ftéigeo

super node they contact.
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O Super node for web services

O Super node for Telecom services

Q Super node for device services

i C & 5 .
O ) o i . Super node for user-generated services
%, [Device o *- £=d/User-generated
L . O - -0
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o

O Ordinary node
o]

i [Telecom

Figure 4-17: Service category tagging for superesdd Global Service Overlay

Considering the very large number of services ghildl in the system, e.g. in Google’s Gadget
Repository, there are currently more than 200k ishbt widgets, and in Apple’'s App Store, there are
more than 500k published applications nowadaysdJaisingle super node to store all the servidase
to one domain tag can easily lead to a bottleneuk r@quires maintaining a very powerful server.
Consequently, it is reasonable that multiple suypetes are used for storing one kind of serviceréfoee,
the super nodes storing the same kind of services (ith the same service domain category tag) ar
grouped to a virtual overlay (called a Subset Ser@verlay) as presented in Figure 4-18. To guaeaifte
service discovery efficiency, inside the same SuBsevice Overlay, the super nodes are chainedhege

by using the Chord algorithm.

Super Nodes Overlay

o e O @
: ! O Telecom Services Q
P | W O
POanC Y N
Q owicesemiees (3 { gamzed
Oy O e

Figure 4-18: Subset service overlays
To adapt above introduced modification, the supetes inside each Subset Service Overlay have two
tables: one is responsible for storing informatmout the neighboring super nodes inside the sarbeed
Service Overlay, called Internal Finger Table, dhd other table - External Finger Table, stores the
information about the closest super nodes residingther Subnet Service Overlays. Consequently, no
matter through which super node the service diggorezjuest arrives at the global overlay, even shiser
node resides in other Subset Service Overlay, éhj@ast can be forwarded to the corresponding Subset

Service Overlay via one hop.
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Moreover, each super node in the Subset Servicd@is assigned to be in charge of certain specifi
abstract service(s), as shown in Figure 4-19. Toidathe possible single failure point situation and
improve the system reliability, one abstract servgcassigned to several successive super nodhes than
to a single super node. Consequently, if one sopde fails, the same content can be discovered itom
successive super nodes. Since assigning a superfoodn abstract service relies on the matchirgydsen
the super node’s ID and the abstract service’s kag, possible that a super node could contairesgv
abstract services, if these abstract services’ keysn the same interval of key space for whidh siper

node is responsible.

o Q0

Figure 4-19: An example of abstract service tagfiimguper nodes in Subset Service Overlay

Finally, the concrete service description files st@ed in the ordinary nodes under the contraghef
corresponding super nodes. And each super nodainsrdgnother table, named as Local Node Index, to
store the extracted information about the ordimamges under its control and the relevant services a
storing in these ordinary nodes. Similar to thetralos services, one concrete service descriptilenisi
stored in several ordinary nodes to improve thiabéity and avoid the single failure point by rediant

storing.

4.3.4 Node ID and resource key assignment

In DHT architecture, the service publication anttiese actions mainly rely oput (key, data)and get
(key) messages. The key value thus plays a very importdm in this architecture. In our solution, the
above-mentioned service category tags, nodes’ H3tract services’ names, and the concrete services’
names are represented by keys. That is to say,dfeeygalculated using the same algorithm (e.g. SHA-
MD5, etc.) which produces a specified bit hash @aldowever, instead of only containing a single far

a key, we use a layered method to represent adayrding to the different kinds of nodes and reseur

requirements.
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Table 4-3 summarizes the keys we use in this pegpa®lution and their basic structures. In this

section, we mainly use MD5 as the basic hash algorfor the node ID and resource key generatiord An

a more detailed introduction for the assignmenhese keys is illustrated in the following part.

Name Symbol Structure Note
Super Node's ID K, K= KKy K.: a 34-digit hexadecimal value that
r contains two partsK_ andK_). It
is a super node’s unique identifier.
Ksh Ksl
K- a 2-digit hexadecimal value that
indicates the service domain tag.
K, @ a 32-digit hexadecimal value
that represents the IP address of a
super node.
Ordinary Node’s ID K, K, K,: a 32-digit hexadecimal value
r that only contains one part. |it
represents the ordinary node’s |IP
address. It is an ordinary node’s
unique identifier.
Abstract service’s ID K. K,= KK, K,: a 34-digit hexadecimal value
I that contains two parts K and
K, )- It is an abstract servicels
Kah Kal . . .
unique identifier.
K, @ 2-digit hexadecimal value that
indicates the service domain tag.
K, '@ @ 32-digit hexadecimal value
that represents the uniqgue name off an
abstract service.
Concrete service's ID K K. =K KK K.: a 66-digit hexadecimal value that

cm’ el
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T -

: contains three partsi(, , K, and
32 digits 32 digits ‘
————————— | K,). Itis a concrete service’s unique
K K. Ky ¢

ol

‘2 digits

identifier
K., a 2-digit hexadecimal value that

indicates the service domain tag.

K., @ 32-digit hexadecimal value
that represents the abstract service a
concrete service belongs to.
K, a 32-digit hexadecimal value

that represents the unique name qf a

concrete service.

Table 4-3: Summarization of the keys’ structures

For the super node’s NodelR_, it can be composed of two paktsk . The high keyK, is one of

the 2-digit hexadecimal values {01, 02, 03, 04},iethcorrespond to the four service domain tags
{Telecom service, Web service, Device service, tigarerated service} respectively. The reason forgus

a 2-digit hexadecimal value to represent the serdomain tag is as follows: first, the low key, is

represented by a 32-digit hexadecimal value asntveduce in the following part, to be consistenthwi

K, the high keyk  also should be represented by a hexadecimal vedwend, this system is extensible,

that means if a new service category is introduodtie system, a new service domain tag shouldibech

to current service domain tags group, and thus eexrto reserve the key space for the possible new
service domain tags, that is why we assign 2-digfites instead of 1-digit values {0, . The low key

is created by hashing the node’s IP address. Fampbe, if we use the MD5 algorithm, IP address
“157.159.100.207” is hashed to be a 128-bit hadeyavhich is generally represented as a 32-digit
hexadecimal number - “7b650a99e4ea2beelfa841748bZecThus if a super node with this IP address is
responsible for Telecom services, its NodekDwill be “017b650a99e4ea2beelfa841747b2ec8b5” in
which the first two digits “01” represent the sesidomain tag — “Telecom service”. When a supeensd

introduced to the network, a Node K, is assigned to it, and according to this nodeiti3 added to the

corresponding subset overlay directly.



125

As mentioned above, there are two tables storegham super node: an Internal Finger Table and an
External Finger Table. As we use the Chord protdool the Subset Service Overlay organization,
consequently, the Internal Finger Table is sintitathe Finger table defined by Chord. That is tg s&ach
super noden, maintains an Internal Finger table with m entfasthe routing information (m may be the

number of the bits in the key/node identifiers)the same Chord circle, the,, parts of the node IDs and
the K, parts of the abstract service profile identifiare the same. Consequently, the entries’ contants i
the finger table are only related to the valuethefk , parts. The"entry in the table at nodecontains
the identifier, s, that succeeds by 2 identifiers on the circle, i.es =successom+2™), where

1<i<m, the interval between two entries i§,[s ,,

) and the node ID stored in this entry is in charfthe

identifiers belong to the interval. It also contathe IP address and UDP port for the corresponulioig.

Figure 4-20 shows an example of the Internal Firigesle in a small size Chord-based network. In
this example, the number of the bits in the nodtr@source identifiers is 6, and thus the hameesjs=[®,
2°). Each Internal Finger Table contains 6 entriess (h=6). For node N5, it is as signed an idemtifie

“6”". Each entry in its Internal Finger Table comsia Start Identifier 5, which is calculated
by s =successoqm+2'") , for example, the first Start Identifier is calatdd
by s =successoiN5+2")=S6 , and the second Start Identifier is calculated by

s, = successaiN5+2*") = S7. The second item in the entry is an interval valukich begins with the

Start Identifier in current entry, and ends witle tBtart Identifier in next entry. The third itemtie node

ID who is the immediate successor node of the Rtarttifier.

To discover a target resource, it first needsrd fut the most possible location of the targebuese.
Consequently, when a nodeeceives a resource discovery request, it firstikkhevhether it contains the
target resource. If it contains the target resqgutceends back the response to the node thaatiedtithis
request. Otherwise, nodechecks the interval between itself and its immiedguccessor, if the target
resource’s ID falls betweem and its immediate successor, that means the tezgetirce is stored in its
immediate successor, thus nadéorwards the service discovery request to its imliate successor. If the
target resource’s ID does not belong to the infesfaoden and its immediate successor, nodeearches
its Internal Finger Table and finds the target uese ID belongs to the interval of which entry, ahdn
the request is routed to the node whose ID is atdit in the same entry (th& 8olumn in the figure). If
the node that receives this request does not cothai target resource, it repeats the same prdoess

routing the request to a node which is more posddkontain the target resource.
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Internal Finger Table

Start
Identifier

S6=N5+1 | [S6,57) | N15 [157.43. | 8038

Interval | Node P upp

S7=N5+2 |[S7,89) | N15 [157.15. | 6348

S9=N5+4 |[89.513)| N15 [216.27.. | 1433

$13=N5+8 [$13,821) N15  |194.66.. | 4672

S21=N5+16[S21, 537 N25 [168.21.. | 8113

S37=N5+32|[S37, 86)| N39 [172.16.. | 6257

Figure 4-20: Internal finger table in a super node
External Finger Table lists the information of tb@sest super nodes that belong to other subset
service overlays. In our proposed solution, thetadise between two super nodes is calculated by

comparing theirk  values (i.e. the hash values of their IP addres3és)s for a super node, its closest

super node in the subset service overlay it beltm@sits successor super node, and its closestr siodes

in other subset service overlays are the supersnatiesek  values have the smallest differences with the
K, value ofn, by comparing with other super nodes in their eetige subset service overlays. In our

current research, we mainly divide services inur types, and thus there are four subset servicerdays.
Each node needs to store one of its closest natfesmation for each neighboring subset servicerlaye
Consequently, it contains three entries in thidetabs depicted in Table 4-4. In this table, “stilssevice
overlay” is expressed as “SSO” for short. The fastumn contains the neighbor subset service oyErla
identifiers, which is one of the 2-digit values ttt@rrespond to the service domain tags. The second
column contains the closest super nodes’ IDs iréspective neighbour subset service overlays.thing

and fourth columns contain the corresponding IResiks and UDP ports for the closest super nodes.

External Finger Table

Current SSO Identifier: 01
Neighbor SSO | ¢ Node ID P uDP
Tdentifier
02 2?;:86451()734979;;;‘;‘?; 157.159.100.207| 8038
03 8:2‘2‘3’83;32515‘1‘22 91.121.112.154 | 6348
04 gjf;;sdsﬁtg’:ﬁ:;:if 1642255244 | 1433

Table 4-4: External finger table in a super node

Ordinary nodes are managed by the correspondingr sugules, and each super node contains a table

about the ordinary nodes under its control. Thiplies that all the ordinary nodes under the contfch
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specific super node store the same domain-typdcestvTo facilitate service discovery, each ordmar

node is assigned a Node KD. The ordinary node ID only contains one part, Whobtained by hashing
its IP address.
The abstract service description files are storesiuper nodes. They are published to super nodes by
using theput (K ,, data)message, in whick _ is the unique ID for an abstract service desaipfile. The
key of abstract servige, is composed of two partg _ K, where the high keyworg_ is an identifier of
the service domain name, thakis 00 {01, 02, 03, 04}. Keyword , is obtained by hashing the service’s

name. This hash value generation process mustdsel fwen the same hash algorithm for a super node’s |

key generation, i.eK . That is because in the service publication pcte super node that is selected
to store an abstract service is determined by camgpghe distance between the abstract service’s(AD
and super nodes’ IDg_. That is to say, a super node, whose ID is biggan abstract service’s ID,

meanwhile having a shortest distance with the abstservice’'s ID, is selected to be the node that i

responsible for this abstract service. An exampteah abstract service’s kay, assignment is as follows:
SMS service is an abstract Telecom service, sb it(!l is “014cecb21b44628b17¢c436739bf6301af2”, in
which the first two digits “01” is the high key that indicates this service is a Telecom senacel the
rest of the digits is the hash value of the abssacvice’s name - “SMS” - that is generated byngsvD5
algorithm.

For concrete service description files, since eamitrete service must map to an abstract senaod, e
concrete service’s key is composed of the key of the corresponding atisservicek . and the part
hashed from its proper name, should thus be indicated &s, K K, Where thek  K__represents the
abstract servic, and K, represents its proper name. For example, when & Sadvice provided by

Orange (named as “SMS_Orange”) is published to slgstem, a 66-digit hexadecimal number
“014cech21b44628b17c436739bf6301af25b2ca82f11748R28B4d29361443c” is assigned to it as the

identification keyk . In this key, the first two digits “01” (i.ek ) represents the service domain tag
“Telecom service”, the following 32 digits “4cect2628b17c436739bf6301af2” (i.&, ) indicate the

abstract service (i.e., “SMS”) that this concreterviee belongs to, and the last 32 digits

“5b2caB2f1174532d98caB84d29361443c” (i, ) is generated by hashing the concrete service’enam
“SMS_Orange”. When a service provider publishe®acrete service throughpt (K, data) message,

this message is forwarded to the subset servicgagvihat corresponds with the value kf, (the first two
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digits). According to the value @f K__ (the first 34 digits), the message is then sethéocorresponding

super node. Finally, by consulting the Local Notletex table, the super node determines which ordina

node should hold this concrete service descridtien

4.3.5 Node joining and departure processes

4.3.5.1 Super node’s join and departure processes

43511 New super node joins to the network

There are two ways for adding a super node to #teark: (1) a new node is introduced to the network
and it acts as a super node directly; and (2) wthennumber of ordinary nodes in a cluster exceeds a
predefined value, this cluster is split into twasters and a powerful ordinary node is selected sigper

node to the newly generated cluster.

4.3.5.1.1.1 A new node is added to the network as a super nod@ectly

When a new super node is added to the overlayhauld be queryable by other nodes already in the
system. In a DHT based P2P system, the locatianresource is based on the distance between the nod
ID and the resource key, consequently, the systesulg first assign this newly introduced super nade

node ID. One challenge for this process is how dsign thek_ value to the new super node while

assuring that the distribution of resources inglubal overlay is as even as possible. To achieigegoal,
each super node contains an additional parametert dbe abstract service distribution level instbe

subset service overlay it belongs to. We denotepgthrameter as:

S

M _ “abstract_service

Ssuperfnode

e s : represents the amount of the abstract servioesdsin this subset service overlay.

abstract_service

* Siper node indicates the total number of current super nadéise same subset service overlay.

When a new abstract service is added to the netandkstored in a super node, that super node
notifies all the other super nodes inside the sani®set service overlay to update their paramigter
Similarly, when a new super node is added to theard, the correspondinil is also adjusted. The values
of M for the super nodes residing in the same subseiceeoverlay are identical. Relying on this new
parameter, the distribution of the super nodehénfour subset service overlays can be guarantebd t

even to some extent.
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That is to say, when a new super negeis added to the network, it communicates with attoap
super nodey it can contact (we assume there are a set of toaptsuper nodes to ensure the basic function
in the initial phase, and node then queries the super nodes in other subsetseovierlays, according to
the External Finger Table, and gets the valueseif Ms. Comparing its owm, with the Ms retrieved
from other subset service overlays, it selects lilggest one and retrieves the value kof which
corresponds to that selectiéd When the newly-introduced node receives Wis, it uses it as its OWK_,

and hashes its IP address to generate a Nogg. 1D

After the node ID is generated, the new ngdecommunicates with the bootstrap super npde

contacted previously and sends the node joiningsagesJoin (node_ID, infa) This message with
information about the new node (e.g. Node ID, IRi#sds, UDP Port) is forwarded to the corresponding

super node which has the samg according to the External Finger Table associatitd n, . That is to
say, if thex value ofn_ is the same ag 's K_ value, the new node is added to the same subséteser
overlay as\ , and this message is kept hy; otherwise,n selects the entry whose_ value is identical

ton.,,’s K, value from its External Finger Table, and accogdio the super node information retrieved

n

from this selected entry, thi®in message is forwarded to the corresponding sumhs.no

When the corresponding super node receives thisages similar to the traditional node join process
in Chord, the contacted super node needs to addetenode to the Chord ring. This process mainly

contains three phases:
(1) Localize the predecessor node and successor notteefoew node;
(2) Create the Internal Finger Table and the Exterirajdt Table;
(3) Notify the new node’s presence to other nodes.

Firstly, the contacted super nodeletermines the successor nagend predecessor nod\%for the
new super nodg by using the Chord’s key location algorithm. Thetto say, super node which
receive theJoin message, extractg,_,'s ID from the message, and compares this ID wghon 1D and
its successor’s ID. I _ 's ID falls between itself and its successor, thaansn is the predecessor of the
new super nod@new, andn’s successor iﬁnew’s successor. Otherwisa,searches its finger table for the

noden’ whose ID most immediately precedes the new notllz’'sand then forwards the request to this

selected noder’. When n’ receives the request, the same processpisated until the successor and
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predecessor ofi _ are found out. Then the information abeut 's successor and predecessor is sent back

to the new node. The new node stores the informabbits successor node and predecessor node.

Meanwhile, its predecessor node replaces the pre\gaccessor nodg by the new super node_, as its
current successor node. And its successor mouplaces the previous predeces.spoby the new super

noden ., as its current predecessor node. Consequeqjtlyn and n,are chained together. Afterward,

it begins to initiate its Internal Finger Table.eTfinger for each entry in the Internal Finger Eafle., the

node ID indicated in each entry) is calculated diiofving functions:
iy = [log(n, id —n,,,id)] +1

ngd<i <i,)

fingergi] :{

n..FindSuccesor(n,,id +2'™*)(i, <i < m)

new’

Once the Internal Finger Table is created, somdtiaddl information such as the abstract service
distribution level parameteéM is also stored in it. Meanwhile, the new node seednotify its presence to
other nodes and update the relevant fingers foexiging nodes, as shown in step 2 in Figure 4a2fich
is called asStabilize Meanwhile, a message with the new node’s ID iig 2 other subset service overlays
through the new super node’s successor node. Theestesuper nodes residing in the target subset
overlays, which are outside the new super nodelsetuservice overlay, are determined by using a
mechanism similar to that for locating a succegsmde in the target subset service overlay that we
introduced above. Some differences for this proeess(1) when th@in message is sent to other subset

service overlays, thg_ part of the new super node’ ID is replaced by th&ise domain tag identifier of

the relevant subset service overlay; (2) aftersihecessors and predecessors have been found the in
corresponding subset service overlay, the successibes do not need to perform any update action for
their finger tables, and the predecessor nodesrady to update their External Finger Tables biacipg

node ID in the corresponding entries (i.e., theyewith the same< , identifier as the originak , of the
new super node.) with the new super node’s origiDal(3) only the successor nodes information istse

back to the new super node for generating an ExteRnger Table, and these selected nodes are

considered as the closest node in the respecthsetgervice overlay for the new super node.

The new super nodg,_ now becomes part of the subset service overlayjtashould also share the

storage load for the service description files. @dpisted Chord algorithm will indicate this nevelgded
super node with the relevant abstract service g#or files it should maintain as shown in stepn3

Figure 4-21. Consequently, the corresponding attstarvice description files are moved to the newly
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added node from the successor node, and simultalyetie relevant concrete service descriptiors fidee
transferred to the ordinary nodes monitored by tiesvly added super node from the ordinary nodes

controlled by the successor node.

@e@eo

Super node

Mew super node

o
Eey identifier in super nodes’
Cherd circle (name space)

Figure 4-21: A new super node is added to serwieelay

4.3.5.1.1.2 An ordinary node is upgraded to a super node

In this proposed model, all the nodes (supper adohary nodes) are organized into clusters accgrtin

their proximity and function. Inside each clustdre most powerful node is selected as a super twde
monitor the ordinary nodes inside that cluster tiglothe centralized method, as well as to commtmica
with neighboring super nodes. The super nodeswatkefr separated into four groups according torthei

K, values. Inside each group, the super nodes aiaechtogether by using the Chord protocol. To be

prepared for the exceptional case of a super raitliedf or leaving unexpectedly, a candidate supetens
selected from the cluster to stores a backup ofitf@mation stored in the current super node. The
selection of such a candidate super node not oepends on the nodes’ capabilities, but also on the
distance between it and the super node. This disténcalculated by comparing the hash values @f th
nodes’ IP addresses with the hash value of cumsaper node’s IP address. If more than one node’s
capabilities satisfy the minimal capability requirent, the closest one to current super node isteel@s

the candidate super node. This strategy enabldismiiothe impact on the cluster when the super node

leaves.

If a super node leaves or fails, the candidate rsnpde takes over its role of super node, contaltts
the ordinary nodes inside the cluster accordinthéobackup information, and requests them to regtst

it, and aK_, value is added to its node ID. The newly upgrasigger node then informs the neighboring
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super nodes of its new status, and asks them tdafyrtbe relevant information. Since the replacegesu
node was the nearest predecessor super node ¢bimisr candidate super node, such replacememdas
impact on the position of other super nodes inGherd ring. However, some ordinary nodes whose IDs
belong to the interval of the upgraded super nout its successor super node will be moved to the
successor super node, and the abstract servicesewhsource keys belong to this interval will abeo
transferred to the successor super node. The pomdeg concrete services’ description files wid b
transferred to the ordinary nodes under the comtfrtthe successor super node. Finally, anotheridatel

super node is selected from the cluster and stobekup of the new super node.

If the number of ordinary nodes inside a clusteceexis the predefined limitation (set to prevent
crowding), then to guarantee system service disgosficiency, the cluster will be split into twdusters
and a powerful ordinary node is selected to be aghepl to be a super node for the new cluster. lardad
ensure the even distribution of services, the seleof this upgraded super node not only depemdiso
capabilities, but also on its position in the intdrbetween the existing super node and this snpde’s
successor: the one which is nearer the middle efrtterval has higher priority. The correspondimgér
tables (External and Internal) are then created sdarkd in the new super node. The abstract service
whose key belongs to the interval of the newly apggd super node and its predecessor super node are
moved to the newly upgraded super node, and threesfnding concrete services are also transfeored t
the relevant ordinary nodes. Finally, the relevadexes (Local Nodes Index and Local Concrete 8ervi
Index) are generated and stored in the new supmbs aocording to the distribution of the abstractise

description files and of the concrete service dpson files.

43512 A super node |eaves the network

When a super node leaves the network, it senda depart (node_ID)nessage to its own subset overlay
as well as to other subset overlays, and the quuneng finger table adjustments are performedhay t
relevant nodes when they receive this departuriéigaiton. And a candidate super node replacepldse

in the Chord ring as we introduced in 4.3.5.1.1.2.

In our current research, we assume that the supaesnfor this distributed service publication and
discovery system rely on the comparatively staldevess or service publication/discovery/creation
platforms, the join or departure of super nodesnatdrequent, thus the network traffic invokeddmyvice

description file conveying will not bring a sevengpact on the system.
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4.3.5.2 Ordinary node’s join and departure processes

Since ordinary nodes are generally more dynamia shger nodes, a more efficient mechanism is needed
to limit the impact on the system during node jogior leaving process. We therefore use a hybrid
mechanism for ordinary node management, as showfigare 4-22. That is, we use both consistent

hashing circle and centralized index for the ordimeode management.

In our solution, all the ordinary nodes under tbetml of a super node are formed into a consistent
hashing circle according to the nodes’ IDs. Theesumde is also included in this circle by compgiine

value of itk part with the values of other ordinary nodes’ Qs Meanwhile, since the number of

ordinary nodes under the control of one super nedieited, the super node contains an index téibe,
Local Nodes Index) that is storing the relevanoinfation of all the ordinary nodes inside the saituster,
thus enables a centralized control on these orglinades, and the lookup of service information esion
the ordinary nodes only requires one hop. This)xmntains the ordinary nodes’ IDs, IP addressé&f U

ports, and the stored abstract services, as irdi¢atTable 4-5.

Local Nodes Index
Node ID IP Add UDP Port Abstract Services Number of

abstract
services

K, 157.15... 7654 SMS, MMS, VoIP 3

K, 10.29... 2062 MMS, VoIP, Conference 3

K, 176.14... 1214 SMS, Presence 2

K., 123.121... 7654 IPTV, MMS, Location 3

Table 4-5: An example of Local Nodes Index
When a super node receives a concrete servicecptibli message, it uses this index to identify Wwhic
ordinary node to forward the message, i.e., whiotlenwould store the concrete service descriptitas fi

related to the assigned abstract service type.
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Figure 4-22: Relationship between super node adidary nodes
When a new ordinary node is introduced, it joins tlorresponding cluster by contacting a bootstrap

node. Meanwhile, an ordinary node I is assigned to it by hashing its IP addressloi(K, info)

message is then sent to the four subset serviatagseiy the bootstrap node. Each subset overlagtse

the closest super node in its ring according toGherd algorithm, and sends the super node infoomat
back to the bootstrap node. After the bootstrapenoeteives responses from the four subset service
overlays, it selects the closest super node andsstiis selected super node’s information to the ne
ordinary node. The new ordinary node then registeedf to this super node. Relying on the consiste
hashing algorithm, the ordinary node is added &ltital nodes’ circle. Finally, a new entry for thew

ordinary node is added to the Local Nodes Indekigfsuper node.

4.3.6 Service publication process

4.3.6.1 Publish or remove an abstract service from the netark

In order to avoid having multiple abstract serviceith the same functionalities but different names
published in the network, we assume that only ttevark administration groups’ members have thetrigh
to publish an abstract service. After their adntiaison group membership is authenticated, a dpeslor
system manager can publish an abstract servicaghrtheir own service publication platform, whidattsa
either as a super node or an ordinary node depgdirits capabilities and configurations. If anioeay
user or developer wants to publish a new abstewice to the network, she/he should contact onthef

administration group’s members, who will be deledgab publish this new abstract service to the agtw

When a service publication platform receives antrabs service publication request, it assigns a

resource key_ to the new abstract service by selecting the spmeding service domain tag identifier

toK,, part and hashing the abstract service’s name (giyiethe name is the functional name of that
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service, and we assume there is a predefined doomoglogy for these abstract services shared among

administration members) for the_ part. A get(Ka) message is then sent to the P2P network to determi

if this abstract service has already been publishethe network. If an abstract service with thensa

K has been published, the publication process isdavert and the publisher is notified of the existenc
of this abstract service. If no relevant abstragetvise is found, then the super node generates a
pu[(Ka,namesummarydata, publisher_ID) message in whictk represents the resource keyame

represents the abstract service’'s nasuenmaryis the functional summary for this abstract sexyidata

represents the service description file, potllisher_IDindicates the publisher’s identity.

Next, the first contacted super node compareg thef the abstract service with its owp : if they

are identical, it uses Chord-based key locatiomrilyn to determine which super node inside theesam
subset service overlay will store this service dpson file. That is, super node which receive theut

message, extractg, from the message, and compares this abstractceekely with its own ID and its
successor node’s ID. If the abstract service'skkefglls between itself and its successor node, itsessor
node is considered as,’s successor node and selected to store this abstrevice. Otherwisey searches
its finger table for the node’ whose ID most immediately precedgs, and then forwards the request to

this selected node' . Whenn’ receives the request, the same process is repaatibthe successor node of

Kais found out.

Once a super node is selected,ghiemessage is forwarded to the selected super nosleoas on the
left side of Figure 4-23, and then the abstracdtiserdescription filelatais extracted from the message and
stored in the selected super node’s local abstexwice repository. Meanwhile, to avoid creatingiregle
failure point for the service discovery processs 8elected super node forwards fh& message to ita

nearest neighboring super nodes to make backwggs4stn the left side of Figure 4-23).

If the K, of the new abstract service is different thanKheof the current super node, tipeit

message is forwarded to the corresponding subséatseverlay according to the super node’s Externa
Finger Table, as shown on the right side of Fig4&8. The super node in the corresponding subsétee
overlay which receives thigut message performs the same procedure introducec dbtore the new

abstract service in the most appropriate super.node
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Abstract service’s Kah = super node’s Ksh Abstract service’s KM # super node’s Ksh

oo o@s” L oo o@s”

O O Super node o Key identifier m super nodes’ Chord circle (name space)

Figure 4-23: Abstract service publication process
When an administration member wants to remove atradi service description file from the network,

the first step is to have her/his membership aditeted. Then, if she/he already knows the keyf the
target abstract service, she/he only needs to aeednove( ,publisher_ID) message to the network.

Otherwise, aemove(name,domain_tag,publisher_lDpssage must be sent to the network, and then the
first contacted super node replaces the domainftéige abstract service by service domain idemfied

hashes the abstract service’s name to generatetresponding ke for this abstract service. The same

super node then replaces the attributes — namgedomain_tag- inside the received message with the

newly generated kex . The remove publisher_ID) message is then injected to the network. The

user’s right to remove an abstract service haetauthenticated by the pertinent components acupidi
the publisher_ID extracted from the message. In fact, only the iphbt and the network administrators
have the right to update or remove an existingrabsservice. In order to guarantee that all thevent
target abstract service description files are rezddvom the networkiemovemessages have to go through
all the super nodes in the relevant subset seweglay. Moreover, all the concrete service desionp
files related to this abstract service are alsoorad from the ordinary nodes. Generally, becausisof
influence on concrete services, once an abstragtess introduced to the network, it will not bemoved

unless it will no longer be used and there arearziete services pointing to it.

If an abstract service description file needs tapaated, the administration member can use eitieer
update(K, ,summary,data,publisher_IDpr the update(name,domain_tag,summary,data,publisher_ID)
message. If the contacted super node receivesighate(<_,summary,data,publisher_IDnessage, it

injects that message directly to the overlay, atfs the super node that receives the update nmessast

first generates the ke of the abstract service according to its name sewdice domain tag. The

locations of the corresponding abstract servicerifigon file and its backups are then determingdising

the similar abstract service location method whighintroduced at the beginning of this subsectaomg
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next they are replaced by the new abstract sedaseription file which is encapsulated in ti&ta and

summaryportions.

Finally, after the abstract service has been adddtie super node, it should assign which ordinary
node will be responsible for the concrete servtbas belong to it. To avoid a possible overloaddertain

ordinary nodes, the super node contains an aterithatt indicates the number of abstract serviaagdtin

it: S The Local Nodes Index table also contains thebmrnof abstract services related to

sn_abstract_service"

each ordinary nodg and the total number of the ordinary nodes intligecluster ian

on_ abstract_service’ node”

The responsibility factor for each ordinary nodeRS .y, noge @nd the average responsibility factor

iS R yerage- THeir relationships are as follows:

: Son abstract, servicii]
Rordinary_nodil] = S_ =

'sn_abstract_ service

(Sonfabstractfservice[l] + Sonfabstractfservice[z] Tt Sonfabstractfservice[ nnode])

n *

node sn_abstract_ service

Raverage =

Before we assign the abstract service to an orginade, we have to make sure that the files stored

the candidate ordinary nodes have not reached itheimum capability. That is achieved by comparing

the current stored files’ number in each npgg with the maximum number they can starg, | ...

which is predefined by the system.nf, > this ordinary node will not be considered for the

nfile _max’
assignment of a new abstract service. Otherwise, ftllowing step is performed by comparing

the R ginary_node Value of each node with th, ... value. IfR, ;. noad 1] = Ryerager it means this

ordinary node’s load has reached or is higher thancluster’'s average load level, and so it hasva |

priority to be assigned a new abstract Servic® |finay nosd 1] < Ryerage then the ordinary node’s load is

lower than the average load level, and it has & pigpriety for being assigned a new abstract servi
After all the high-priority ordinary nodes have heselected, one ordinary node is selected randomly.
Simultaneouslym successor nodes of this selected node are assignel responsible for this abstract
service for the purpose of making backups. Finaltlg,corresponding parameters in the Local Noddsxn
table in the super node will be updated. The folhgatables illustrate, as an example, what chaages

new abstract service NAB (Network Address Boolddsled to the super node:



138

Betore:
Node ID IP Add Ii:]:[(:?l]: A"ﬁiﬂ Abstract Services Sun _absfract _service Rordmar,v _noda
K, 157.15... | 7654 |18 SMS, MMS, VoIP 3 0.429
K, 10.29... 2002 |12 MMS, VoIP, | 3 0.429
Conference
" 176.14... [ 1214 |6 SMS, Presence 2 0.286
e 123.121...| 7654 | 10 IPTV, MMS, | 3 0.429
Location
‘S'sn_abslmc!_.ssrwcs =T Mg = mege: 0393 m =2, f\":ﬁ.rg Cmax 30
After:
Noede ID P Add uDP Nﬁzg Ab"‘tf"'“ Sou _absiract _ service Rordmary _node
Port Services
K, 157.15... 7654 18 SMS, MMS, |3 0.375
VoIP
K, 10.29... 2062 12 MMS, VoIP, |3 0.375
Conference
K (selected) | 176.14. .. 1214 6 SMS, 3 0.375
Presence,
NAB
K, (backup) |123121... 7654 10 IPTV. MMS, | 4 0.500
Location,
NAB
‘S'sniabs!mcfiﬁsrvics =8l My = ‘Rﬂverﬂge: 0406, m=1; f\":ﬁzg Cmax 30

Table 4-6: Update for local node index table
If too many files have been published in one ondinaode, and this ordinary node is currently

assigned more than one abstract service, the abseavice that has the least relevant concretécser
description files is assigned to another non stadramode following the same process as when a new
abstract service is added to the super node. &femssignment process is finished, the concretécee
description files related to this abstract senace transferred to the newly selected ordinary nddiés
process will be repeated until the oversaturatetinary node is no longer saturated or when only one
abstract service is left on this ordinary nodearfordinary node that is only responsible for obstract
service, and the number of concrete services stariédhas already reached the ordinary node’s gfiedd
service storage limitation, a new ordinary node e selected to store the additional introduceattpeted

services.

4.3.6.2 Publish and remove a concrete service from the netwk

In contrast to the abstract service publicatiorcpss, not only the administration members can glulali
new concrete service to the network, but the usleesprofessional developers and the services geowvi

are empowered to publish their created service(d)e overlay.

When a concrete service is published, the serviddigation platform initiates a service publication

request according to the publisher’s inputs. Duthig process, the service publication platformpseene
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copy of the service description file in its locaheer, just as a traditional service publicatioatfarm does.
Consequently, when a user searches for a serviocegh this service publication platform, it canynbke
its own service discovery mechanism and only seards local service repository. Meanwhile, ifergce
publication platform wants to share its stored serinformation with other service publication fitans,
service discovery platforms or service creationimmments, it only needs to send out the service
publication request to the super node it contdfcisjoined the network as an ordinary node. Othise, if
it acts as a super node, this service publicatguest is forwarded to Semantic Engine to unifyrdtgiest

as required by the network and then injected inéortetwork.

We assume that each service publication platforimtaias a simplified list of the published abstract
services which only contains the names of the abiservices in its local repository. Therefore ewta
user wants to publish a concrete service, she/hesekect an abstract service that this concretécger
belongs to from this list. When the super node ivesethis service publication request, it forwatds
service description file extracted from the requesEemantic Engine, and then Semantic Engineamifi
the service description file by contacting Ontoldggpository. Next, the unified service descriptiibe is

sent back to the super node, which generates #uimee keyk to this published concrete service. As
mentioned before is composed & , , K_ andK , whereK  K__ indicates the abstract service it relates
to. Thek , value is obtained by hashing the concrete sewic@me. The super node then generates a

put(Kc,namesummarydata, publisher_lD) message in which<c represents the key assigned to this

concrete servicaiamerepresents the name of the concrete servicedatads a unified service description

file. Next, the super node compares gheof the concrete service with tkg, part of its own node ID. If

they are identical, it locates the super node whiakesponsible for storing the abstract servit®¢bncrete
service relates to by using the Chord resourcdilwtalgorithm. After the target super node is tedaand
the relevant information has been sent back toirthially contacted super node, the initially coctted
super node forwards thpt message to the selected super node. This selagbed node then forwards the
put message to its n (e.g. n = 2) nearest neighlpmrsiodes, which also contain the same abstradgteer

description file for backup, as illustrated in Rigul-24.
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Figure 4-24: Concrete service publication process}{chz K
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If the K, of the concrete service is different from tkg, of the super node, as determined by External

Finger Table, the super node forwards plie message to the corresponding super node thaegsesidhe

subset service overlay whose super nodes haveathe galue ofk , for theirk_ parts. This super node

then performs the same abstract service locationegs to select the target super node to receg/puth

message, as shown in Figure 4-25.
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Figure 4-25: Concrete service publication process}{ch K,

After the target super node receives plaemessage, it first looks up its Local Concrete Berindex

to verify if an identical keyk = exists in its entries, which would mean that toscrete service has already

been published. If such an identical key is foutitk incoming message is abandoned, the service

publication process is terminated, and a notiftcatif the existence of this concrete service i$ baok to

the service publication platform. If no identicaykis found in the Local Concrete Service Indeg, shper

node extracts th& K . from K_ (i.e., extracts the first 34 digits from ), and then converts the K_.
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to the corresponding abstract service name by dtimgthe Local Abstract Services List, which cdnga
the names and IDs of the abstract services startids super node. The super node then looks upial
Nodes Index to determine which entries contain #iistract service name. Finally, according to the
ordinary nodes’ information stored in the selectedtries, theput message is forwarded to the

corresponding ordinary nodes.

Local Nodes Index

Abstract Services
ast

SMS
K, MMS
K,y vor
‘R‘ai

Presence

T

al

Figure 4-26: Adding a new concrete service to @dimode

Meanwhile, the concrete service’'s k., name summaryandpublisher_IDextracted from theut

message, as well as the ordinary node’sklD, IP address and UDP port that has been selectstbiie

this concrete service’'s description file are adttedhe Local Concrete Service Index table to featidi
future service discovery, as shown in Table 4-7rédwer, since the cluster of ordinary nodes mayngha
frequently, with some nodes joining and some exgstiodes leaving at runtime, there is no needttome
the ordinary nodes’ information back to the senpaélication platform. In fact, the selected supedes’
information, which is comparatively more stables@nt back to the service publication platformrebg

making it possible to update of the service desoridfile.

Local Concrete Service Index table
Service | Service Summary Publisher ID | Ordinary | IP address | UDP
Key Name nodes Port
K, MySMS Function: SMS Hsqkdh512eq | K, 172.52.... | 8080
Provider:Alice - 3
Ky 172.36.... | 8080
K, OrangeSMS | Function: SMS Qshgsllchqoe | K 172.52.... | 8080
Provider:Orange 3
S K 172.36.... | 8080
K., OrangeMMS | Function MMS | Qshgs11chqoe | K, 172.17... | 2062
Provider:Orange X, 17265 18080

Table 4-7: Local concrete service index table
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When a concrete service description file needs pgdate, only the publisher has the right to do
updating. If the service publication platform abigastores the corresponding super nodes’ informatto

can send th@pdatéKc,namesummarydata publisher_ID) message directly to the corresponding super

nodes. Otherwise, thepdatemessage is injected to the network similar to ba/ service publication
process. After the target super nodes have beatelbcthey consult the Local Concrete Service Inded

select the entry that contains the sage Next, thepublisher_IDextracted from the received message is

compared with the existingublisher_IDin the selected entries. If they are not the saheeypdate process
is abandoned. Otherwise the update process coatlmypextracting the ordinary nodes’ informationnfro
the selected entry, thgpdatemessage is forwarded to the corresponding ordinades, and the service
description file extracted frordata parameter replaces the existing one. Finally, ridlevantsummary
content is updated in the Local Concrete Servidexnand a notification of the successful updateeist

back to the service publication platform.

Similar to the update process, only the publisteer e right to remove an existing concrete service

description file. The publisher can senoh;inovéKc, puinsher_ID) message to the network through

her/his contacted super node. Next, if the serpigblication platform stores the information abolu t
target super nodes, the request is forwarded tddtget super nodes directly, otherwise, the coethc

super node forwards the message to the target soges according to the , which is similar to the new

service publication process. After the target supmetes receive theemovemessage, they select the entry

form their Local Concrete Service Index that cameatheq , and then compare the publisher ID extracted

from the received message with the publisher IDestdn the selected entry. If there are not idextithe
remove process is annulled, and a failure notificais sent back to the publisher. Otherwise,rfraove
message is forwarded to the corresponding ordinades. Once the ordinary nodes receive this request
the relevant service description files are remadlveth them, and a successful remove notificatioreist
back to the super node. After all the relevantiserdescription files have been removed from thignary
nodes, the previously selected entry from the L@maicrete Service Index is also removed from thieta
and a final notification is sent back to publisherindicate that the remove action has been peddrm

successfully.

4.3.7 Service discovery process

When a user wants to discover a service to addhet/his personal service environment, or to irtegit

to a composite service, she/he can send out aeatiscovery request from a service discovery tatfor
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from a service creation platform. When a super nedeives this service discovery request, it fodsdt

to Semantic Engine so that the request can be raddd the network interpretable format.

If a user wants to look for a specific service Wdrich she/he already knows the name, the super node

will assign the service domain tag identifier, htfsé abstract service name, and the concrete semaime

to generate a concrete service kgy and then aget(K ,) message is injected to the network. The concrete
service keyK .is composed of three pari§;, , K ,andK, and so, by comparing thi€ , with the super

node’s ownK,, the super node can determine the routing forgbisnessage: iK , is identical taK, , it

sh’
means this concrete service description file rasidgéhe same subset service overlay, and by anglys
K+Kem Which represents the mapped abstract servicesuper node can route tiget message to the

cm’
nearest super node that is responsible for thigraatsservice according to the Chord resource locat
algorithm that we introduced in section 4.3.4. Shper node looks up its Local Concrete Servicexride

determine which entry contains the kiy, and then forwards thget message to the nearest ordinary node

according to the information extracted from theestdd entry. After the ordinary node receives dgkée
message, it extracts the target service descrigtierfrom its local repository and sends it to thaper
node, and the super node sends the service déserij back to the service discovery platformservice
creation platform that initiated this service digery request. When the selected ordinary node does
reply in the required time, the super node res¢nelget message to another ordinary node that stores this

target service description file.

If K, is different tharkK, , it means that this service description file @ret in another subset service

overlay, consequently, the super node looks ugExternal Finger Table to identify the corresponding
nearest super node that resides in the same sdrsate overlay as the target concrete servicerigtisn

file, and forwards thget message to the selected super node. The followaps $ollow the same pattern
as given above, starting from when a super nodeghwiesides in the target subset service overlay,

receives thgetmessage.
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Figure 4-27: Deterministic service discovery praces

If a user wants to search for a service satisfjfregfunction she/he needs, but does not know theena
of the service, or wants to search a special kfrgkovice, which would mean ambiguous searching/hgh
can initiate a service discovery request by ushmy dbstract service’s name, e.g. “SMS”, or by using
natural language, e.g. “send a SMS”, through theice discovery front-end. If the request is natura
language based, it will be interpreted to a machimgerstandable format and mapped to the correspgpnd
abstract service(s) by the back-end componentetémvice discovery platform. This request is $erd
super node. That super node connects with Semiangime to unify the request to a network intergrketa
format. At the same time, it assigns the servicmalo tag identifier and hashes the abstract senacee

to generate a kay_ for the target abstract service. ge(K,) message is generated and injected into the
network. According to thg_, the contacted super node locates the nearestispomding super node that

stores the target abstract service. §leemessage is then forwarded to this super node daieegd earlier.
The target super node refers to its Local Nodegxrtdble to discover which ordinary nodes store the
concrete services related to the required abssewice. After one of the ordinary nodes is seldcits

information is sent back to the service discovdagfprm.

According to the received ordinary node’s inforraatithe service discovery platform resendgea
message with the auxiliary information (e.g., usentifier, preference, etc.) to the selected adimode
for enabling a preliminary filtering for the relewaservices stored in this ordinary node. And tliten
establishes a connection with the target ordinagendirectly for downloading all the selected ceter
service description files that are satisfying use€quirements. If this connection or file downlgadcess
fails, the service discovery platform sends a regjteethe target super node for the informationualmbher

ordinary nodes that store the relevant servicerggsmn file. If none of the ordinary nodes undéet
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control of the target super node can send theaedascription files to the service discovery mlatf, the
contacted super node will locate another super tratealso stores the same abstract service, anshthe
connection process is performed. These steps witlepeated until the target concrete service dutgmmi
files are successfully downloaded from an ordinaoge, or the time-to-live of this request has eghir
The service discovery platform must then performfugther filtering according to user's context

information and its own selection rules, and fipale most appropriate service(s) is proposeddaitier.
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Finger Table

Local Nodes Index
Node 1D P Add UDP Port Abstract Services
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NIS
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Figure 4-28: Ambiguous service discovery process

4.3.8 Performance analysis

Several performance analyses were conducted inr doderove the proposed Chord based service
publication and discovery model, and find out thepact factor(s) for this solution. To simplify the
illustration, we name our proposed model as hyl@hibrd in this section. We mainly estimate the
theoretical average hops, the maximal hops anahttex size of the proposed solution, and companstlit

the centralized solution and the original Chorddohasolution. That is because our proposed solution
involves both the centralized control attribute fbe super nodes and ordinary nodes cluster, amd th
Chord-based distributed lookup attribute for thgamization of the super nodes inside the subseicser

overlays.

To simplify the comparison, the average hops isotlh a€£(N), the maximal hops is denoted as

M (N) , and the index size is denotedBEN) .

The relevant parameters are summarized in Table 4-8
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Parameters Description
N The number of the nodes in the network.
P The proportion of super nodes in the hybrid Chartivork
m The number of bits in key/node identifiers
Ecentaiza (N) The average hops in a centralized system Witlodes.
Ecnora(N) The average hops in a Chord based systemNwtades.
Erybria_chora (N2 P) The average hops in a hybrid Chord based systerm Mitnodes, and the

proportion of super nodes s

M centraize (N) The maximum hops in a centralized system Withodes.
M chora(N) The maximum hops in a Chord based system Witlodes.
M pyria_chora (N, P) The maximum hops in a hybrid Chord based systetmMitodes, and N*P nodes

are the super nodes.

Scentraiizel_registry(N) The index size of the central registry in a ceiteal system wittN nodes.
Seentrative nodelN) The index size of the nodes in a centralized syst&mN nodes
Schora(N) The index size of the nodes in a Chord based sysfémN nodes.

Siyoria_chord _supernodd N) The index size of the super nodes in a hybrid Chaged system with N nodes,

and N*P nodes are the super nodes.

Siyoria_chord._ordinary(N) The index size of the ordinary nodes in a hybricbi@hbased system with N

nodes, and N*P nodes are the super nodes.

Table 4-8: Relevant parameters for centralizedt®oluChord based solution and hybrid Chord basédien

4.3.8.1 Performance estimation equations

First, we assume that all the resources are dis&ibevenly in the system, and the four subseicerv
overlays have the same sizes. Theoretically, tleeages hops, the maximum hops and the index szes f
the centralized solution, the original Chord basetltion and the hybrid Chord based solution can be
calculated as follows:

(1) Average hops:

I. Centralized solution:
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ECentraIizei (N) = 2

For the centralized solution, all the nodes infdiora is indexed in a central registry,
consequently to discover a target resource, itjesetds to send the request to the central regestd),
the central registry searches its local index fecalvering the node that contains the target resour
Once the node is discovered, the information aleattarget node is sent back to the node which
initiates the request. Then the original node anéts another request and sends it to the seleottsl n
for getting the target resource, and that requaresther hop. Consequently, to get the target resour

it only needs two hops, no matter what size thevoek is.

Il.  Chord solution:

log,(N)

EChord ( N) = 2

The average hops for the original Chord based isolus log, (N)/2, as introduced in [97]. Its

average hops for the discovery mainly depends em#twork size, and increases logarithmically with

the number of nodes.

Ill.  Hybrid Chord solution:
* *
E s crro(N. P) =280+ (PP 4 7550 09N EPTD 1y4g

As mentioned before, we assume that the resoureeslistributed evenly in 4 subset service

overlays. Consequently, each subset service ovedal;ainsﬁ nodes. Among these nodeM are
4 4

super nodes, which are chained together as a Qimggd consequently, the average hops inside a

Nxq

Qo——
Chord subset service overlayjsz—‘l. There is 25% of probability that a resource &divered
2

in the subset service overlay the access node dietmn And there is 75% of probability the resource
is discovered from other subset service overlayhiig case, it needs one more hop to route theestqu
to the corresponding subset service overlay). Binak the nodes are separated to super nodes and

ordinary nodes, so it needs one more hop for regahie ordinary node.
(2) Maximum hops:

I. Centralized solution:

M Centralizel (N) = 2



148

For the centralized solution, no matter what sieerietwork is, it just needs one hop to reach the
central registry for discovering which node holts target resource, and then other hop to reach the

selected node for the target resource, thus thénmoiax hops for the centralized solution is two hops.
II.  Chord solution:
M chorg (N) =109, (N)
The maximum hops for the original Chord based gmius |og, (N), as introduced in [97].
Ill.  Hybrid Chord solution:

N*P

M iybria_chora (N, P) =1+10g,( 2

)+1

For the hybrid Chord based solution, it needs mari 1 hop to reach the target subset service

overlay according to the service domain tag, theside a subset service overlay which contains (M*P)

super nodes, it needs maximq@@z(ﬁ) hops to reach the target super nodes by usin@lived key
4

location algorithm. Moreover, to route the requesin the super node to the ordinary node, it alseds

one more hop.
3) Index sizes:

I. Centralized solution:

S:entralizei_registry( N) =N

S:entralizdfnode(N ) = 1

For the centralized solution, all the nodes’ infation should be stored in the central registry.

Consequently, for a network withnodes, the central registry contains at leasttries.

Il.  Chord solution:

SChord(N) =m

As defined in [97], in the Chord based solutiorgleaode maintains a finger table with upnto

entries, ananis the number of bits in the key/node identifiers.

Ill.  Hybrid Chord solution:

S (N)=3+m+ (1/P-1)

Hybrid _ Chord _supernode
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SHybrid _ Chord_ ordinarynale ( N ) = l

In the hybrid Chord based solution, each super maaels 3 entries to store its closest neighbor
super nodes in other subset service overlays {aethe service domain tag network). Moreover, it
contains an Internal Finger Table with entries (i.e., for the Chord based super node aréw
Finally, it also should contain table with (1/P-dntries for storing the ordinary nodes’ information
(i.e., for centralized super node-ordinary nodesstelr). And for the ordinary nodes, they just nted

have one entry to store the super node that istemgi to.

4.3.8.2 Example analysis

Based on above introduced equations, we can estithataverage hops, maximum hops and index sizes
for some specific cases. For example, there apethetworks with 5000 nodes (centralized, Chord, an
hybrid Chord), and in the hybrid Chord based nekwtine proportion of super nodes is 10P&=10%),

thus inside each subset service overlay, therd2Be(i.e., 5000*10%/4) super nodes are particigatm

the organization of the Chord ring.

The average hopE(N) for these three solutions are as follows:

+ Centralized:E_, ., (N) =2

' CNOTG: By (N) = 614 > (120:05000)

* Hybrid Chord: E, i choa(N) = 523-> (25%x(%) +75%(% +1)+1)

The maximum hop$ (N) for these three solutions are as follows:

+ Centralized solutionM ., ..i,e (N) =2

+  Original Chord solutionM ., ..,(N) <13 -> (log, (5000 )

* Hybrid Chord solution:M,, , .y choa(N) <9 -> (1+10g, (125 +1)
The index sizesS(N) for these three solutions are as follows:

+ Centralized solutionS., . .i,e (N) =5000

* Original Chord solution:S, ,(N) =128 -> (We use MD5 as the hash algorithm, thus

node/resource identifiers contain m=128 bits)
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*  Hybrid Chord solution:S (N) =140 -> (3+128+( -1))

1
Hybrid _ Chord _supernode 10%
Figure 4-49 also presents the relationship betwkeraverage hops and the number of nodes in the

network, in which the number of nodes increases /500 to 200000. And in this comparison, we assume

in the hybrid Chord solution, there are 10% ofitleeles are the super nodes.

From this figure, we can find that, not matter whie the network is, the centralized solution only
needs two hops to reach the target resource. Anidotth Chord and the hybrid Chord based solutites,
average hops increases logarithmically with the lpermof nodes. Moreover, by comparing with the
original Chord based solution, the hybrid Chordeghasolution can reduce about one hop for the agerag

hops.

—+—Hybrid Chord —=— Chord Centralized
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Figure 4-29: Relationship between the average hogghe number of nodes

Figure 4-30 presents the relationship between thgimmum hops and the number of nodes in the
network according to the mathematical equation vesgnted above. In this figure, we can find that, n
matter what size the network is, the centralizetliteom only needs two hops to discover the target
resource. And for both Chord and the hybrid Choesdeld solutions, the maximum hops increases
logarithmically with the number of nodes. Moreovay,comparing with the original Chord based solutio

the hybrid Chord based solution can reduce abaut43hops for the maximum hops.
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Figure 4-31 presents the relationship betweennbex size and the number of nodes. For the

centralized solution, the index size increasesalityewith the number of nodes. And for the original

Chord and the hybrid Chord, their index sizes diochange with the number of nodes.

—+— Centralized —=— Hybrid Chord Chord
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Figure 4-31: Relationship between index size archiimber of nodes

In above analysis, we pre-fixed the proportion loé super nodes (10%) in the hybrid Chord for

facilitating the comparison with the centralizedusion and the original Chord based solution. Hoereas

shown in above theoretical estimation equationgHerhybrid Chord’s average hops, maximum hops, and

the index size, we can find that the proportiorthaf super nodes also plays a very important rol¢hen

performance of the hybrid Chord solution.
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Figure 4-32 illustrates the impact on the averageshwhen the proportion of super nodes increases
from 0.08% to 80%. In this analysis, we assumenthée number is 5000. From this figure, on the one
hand, we can find that the lower proportion of suger nodes (i.e., the higher centralization Iéoethe
system), more hops the hybrid Chord solution catuee, by comparing with the original Chord based
solution. When the proportion is reduced to 0.0&neans there is only 4 super node in the network
(5000*0.08%=4). In this case, it can be consideasdhe centralized solution with 4 individual cehtr
registries. In other words, each super node isidered as the central registry for its own subsetise
overlay. Consequently, if the super node, whickidates the service discovery request (in the Clzomd
hybrid Chord solutions, it is the nodes that pgtite in the Chord ring’s organization initiate tervice
discovery request, and in the centralized solutitis,the node connects to the central registityaites the
request), belongs to the same subset service gvaslahe target resource (25% of probability),dh c
discover the ordinary node which holds the targsburce in its own index and then route the reqoeie
target ordinary node, in this case, it needs onky loop. Otherwise, if it does not belong to the saobset
service overlay (75% of probability), it needs dmap to route the request to the target subsetcgervi
overlay (another super node), and then it needthanbop to reach the target ordinary node, in¢hise it
needs two hops to reach the target resource. Coesty, the average hops for this specific cask1®

hops (1*25%+2*75%=1.75).

On the other hand, we also can find from Figur@4kat if the proportion of super node is highenrth
certain level (here is 35.35%), the hybrid Chorllitson not only can not improve the system perfonoe

but also will degrade the system performance bgeimging the average hops.

8 —— Hybrid Chord —=— Chord Centralized

T ———

B oS 55 e

Average hops
oy
—

1

0+ T T T T T T
el oI P B PR P 2 B Lt PPANIIPL D AB
FIFTIIPIFTPIE S IF T T LT

QO QY Y o
Proportion of super nodes

Figure 4-32: Relationship between the proportiosugfer nodes and the average hops
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Figure 4-33 illustrates the relationship between phoportion of super nodes and the maximum hops.
It shows that the maximum hops increases logarithltyi with the proportion of super nodes. When the
proportion of super node is reduced to be 0.08%y(dnsuper nodes), it can be considered as the
centralized solution, in which the super node astthe central registry in each subset servicdayeand
thus to discover the target node, the maximum l®f@shop (one hop for reaching the target supeenod
one hop for reaching the target ordinary node). ithe proportion of super node is higher than 8296,

maximum hops is the same as the original Chorddbssleition.
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Figure 4-33: Relationship between the maximum leopkthe proportion of super nodes

Figure 4-34 depicts the relationship between tlopgntion of super nodes and the index sizes. From
this figure, we can notice that when the proportidrsuper nodes increases, the index size in thersu
node reduces. When the proportion of super node R, it means there is only one super nodeeén th
network, so this super node acts as the singleaargistry in the centralized solution, consedlyerit
should contains all the ordinary nodes’ informatiand the index size increases to 4999. If the qtam
of super nodes is 0.08%, it means there are 4 sugwegs in the network, so each super node actseas t
central registry in its own subset service overlaythis case, it needs to store 3 entries forrtbighbor
super nodes residing in other subset service oyem@reover, it also needs to store 1249 (1/0.08%-1
entries for its ordinary nodes. Consequently, #dseto contain 1252 entries in total (in this cakere is
no Internal Finger Table for the super nodes). Gtheeproportion is higher than 0.08%, the superesod
needs to add m more entries (here, m=128, sinagse®D5 as the hash algorithm) to its index foristp

information of the other super nodes that are m#h@é same subset service overlay.
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If the proportion of super nodes increases to 4,0t means there is no ordinary node in the syste
thus the super nodes just needs to store its blt€inger Table (128 entries) and its External Emgable

(3 entry).

This figure also implies that if we want to limie index size in the hybrid Chord solution, the
proportion of super nodes should not be too srialt.example, if the proportion of super nodes ggbr
than 2%, it can guarantee the index size is less #80; if the proportion of super nodes is bigipan

10%, the index size would be smaller than 140.
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Figure 4-34: Relationship between the index sizéthe proportion of super nodes

Depending on above analyses for the hybrid Chotdtisa, and the comparison with the Chord
solution and the centralized solution, we can dedbat the hybrid Chord based solution is veryaddal
when the number of nodes increases, the average hAog maximum hops increase very slowly
(logarithmically). Even for a network whose nodesrease from 5000 to 200000, its average hops only
increases from 5.23 to 7.89. And such increasespt@yimpact on the index size. This proposed swiuti
also can improve the Chord based solution to soxtent For example, it reduces about one hop fer th
average hops, and reduces 3 to 4 hops for the maxihops. However, this improvement tightly depends

on the appropriate selection of the proportiorheftuper nodes.

The proportion of super nodes is the key balandgevim our proposed solution. As shown above, if
the proportion of super nodes is too big, it ndyaran not improve the system, but also will degrdue
system by increasing the average hops. If the ptigpoof super nodes is too small, the index stared
each super node will be big. Moreover, that alsplies the super node — ordinary node cluster veltdn

centralized, and thus incur the same problemseasehtralized solution, such as the node updatagm
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and too many query message exchanges, singlesfaibint, and consequently the super nodes areteasy

become a bottleneck for service discovery.

Consequently, it is significantly important to s#lan appropriate proportion value for such a sgste
According to our previous analyses, we can find thea interval from 0.04 to 0.2 is reasonable faystem.
Since it can guarantee to reduce the average Miaps 0.4 to 1.6 hops), and reduce the maximum hops
(about 3 or 4 hops), meanwhile, the index sizeeswben [135, 155] which is much smaller than the

centralized solution.

4.3.9 Discussion

The solution we introduced in this section improthes service exposure system mainly from the failhgw

aspects:

» It respects the diversity and autonomy of the sergxposure platforms. Each service platform
can use the technologies they prefer to expose sleevices to users. Meanwhile, it enables the
service sharing among different operators, senpeaviders and users regardless of their
underlying heterogeneities by introducing a P2Rea®rvice information sharing system. That is
to say, a user can discover a service providedeb¥is service discovery platform provider using
its specific technologies, meanwhile, she/he alsodiscover a service provided by other service

discovery platform through the P2P based servifermation sharing system.

» As there are a great amount of services are p@dighthe P2P based service information sharing
system, thus it is necessary to use an efficienicge organization and discovery mechanism to
ensure user’'s experience. Thus our proposed solutsgs the structured P2P overlay as the
distributed service repository network for imprayirthe service publication and discovery
system’s scalability. The adaptation of Chord protoas the base for this proposed solution
ensures the efficiency of query routing in largate®2P networks. To further improve the service

discovery efficiency, we separate the nodes intherd ring into super nodes and ordinary nodes,

thus the average hops needed for service discoigeryeduced fromE(D):M to
2

}(Iogz(N* P/4)) +g(logz(N* P/4)

+1)+1 - Furthermore, these modifications also
4 2 4 2

E(D) =

improve the system by reducing the maximal hopgegdor discovering a service, even this
service is residing in the last node of the Chamd.rMoreover, these improvements for the Chord
based service information system also avoids treleirant nodes, which are responsible for

services derived from other domains, being distdirdering the service discovery process and
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thus they can reserve their resource for other melevant tasks. Another improvement for the
Chord based system by comparing with other tranéticChord based solution is the adaptation of
redundant service information storage. That candatiee single failure point for the system, and

thus improve the system'’s reliability.

» Traditionally, Chord based systems are famous Heirthigh discovery success rate and low
average hops needed for the service/resource discaBoth of that depend on the precondition
that it is a deterministic searching, and the aurr@hord based solutions are lacking of the
capability of ambiguous searching. That is becaunsst of the DHT-based solutions locate the
resource position by calculating the distance betwthe resource ID and the node ID. Thus, if a
user wants to search an SMS service, but has amitihe exact name of the concrete service (e.g.
Orange SMS), a request with only the keyword of ‘SMvill result in a discovery failure, since
the hashing of “SMS” will not match any concretevese names stored in the system. However,
ambiguous searching is significantly important éoservice discovery system. That is also why
most of the P2P based service discovery and ptiblicaystems are based on unstructured P2P
architectures rather than based on the structu2&dapchitectures, even at the cost of consuming
more network traffic and providing lower succesterao achieve the aim of benefiting from
Chord’s high efficiency, meanwhile, enabling thebégnous searching which is indigent in
current solutions, we introduce three layers basedlice classification (Domain Type, Abstract
Service and Concrete Service) for the nodes andcsedescription files organization, propose the
abstract service publication and discovery, andthseunified semantics and reasoning engines,
and thus finally enable the ambiguous service $@agcin a Chord based system with a high

service discovery efficiency.

This proposed solution was originally designed faervice discovery that involves
Telecom/Web/Device/user generated services. Howdvexr equally applicable for general purpose P2P
resource discovery. In addition, the subset serwvi@rlays are not limited to four. More subset taxs
can be added if there is a new service categoigtisduced to the system, or the total amount ef th
services or the number of the services in someesuberlays has increased to a certain level, hod t

provides good scalability and flexibility.

In contrast to the current P2P-based solutionsnireduced in Section 4.3.1 which mainly focus on
the organization of the registries or peers withbetmodifying for the content stored in them, salution

not only improves the node organization, but atestto redistribute the resources. Our system make
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of the service description files, placing them inrenappropriate positions for better resource drgaion

and thereby fundamentally improving the servicedgag efficiency.

4.4 A P2P based service exposure model in IoT environme

Along with the evolution of service composition,werays, not only the traditional Telecom and Web
services are involved in this new paradigm for mendelivery, but also a great number of small and
embedded devices are being included for serviceposition. In recent years, the concept of 10T has
appeared and widely spread in a short time as poriant branch for the Future Internet. In the gaya

of 10T, millions of devices or objects are reprdednin an Internet-like structure. They are emp@aedn
provide and consume data about the real worldnte¥donnected among each other, and cooperate with
other kinds of services (e.g. Web and Telecom)pforviding meaningful services to users, who areanor

and more demanding. This is related to the phenomehdevice mashup.

Device mashup, similar to the service compositioncept for Telecom and Web services, implies the
capability to integrate everyday objects, deviaed anline applications in a seamless way, for miiong a
more meaningful user experience, irrespective efdisparate natures of the technologies being ueed.
order to enable the functionalities over devicedbéocomposed together, the information about device
(both hardware and software information) must bgaoized and exposed in a way that allows efficient
discovery and appropriate selection. It requires ¢hpability to make the “smart” everyday objeats a
devices connect themselves to a large computeronietend make them be accessible wherever they are
regardless of the underlying complexity and heteneity. This requirement is mainly related to the

paradigm of device service exposure.

The intrinsic features of these small or embeddadcegs make their exposure more complicated, and
the classical solutions for Telecom and Web sendgposure currently are not feasible to be reused
directly for the device-based services. Below amaes intrinsic features that bring the challengeastlie

device service exposure:

* One intrinsic feature of devices is that they amrenheterogeneous by nature, in terms of
hardware (e.g. size, CPU, memory), software (ggrating system, runtime platform), usage
(e.g. from toys to building automation). These iiic heterogeneities present significant
challenges for service provisioning and exposund, raake it difficult to use a single service

exposure framework to manage all kinds of devices.
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» Besides, most of the devices are resource-limied. (varying constraints in terms of
mobility, battery and computation, etc.), and sashehem cannot access to an IP network
directly. For this kind of devices, they generatlged gateways to delegate themselves to
external parties. In this case, the service exgosuperformed by gateways instead of by the

devices themselves directly.

» Moreover, devices have a highly dynamic naturefeléit from Telecom and Web services,
most devices are not required to be always on, aanthin devices may have very short
wakeup time and long hibernation time, thus thes@nee information is extremely important.
This kind of highly dynamic information is difficuto be included in service description files

and then published to the network.

* Furthermore, there are a large number of devicessirg in the networks, and their number is
much more than Telecom and Web services. Thatdause the devices with same or similar
functionalities can be provided by different marmtifiers and owned by different users, and
each user may possess several devices. Consequbethyidely used centralized solutions
are easy to become a bottleneck, and thus degesiees discovery efficiency, when the

number of devices is increased to a certain level.

Taking these challenges into account, a new seexpesure model is considered as necessary to cope
with the heterogeneity and complexity presentedhieyunderlying device layer. This model should émab
the disparate connected devices to expose theferelit capabilities, resources, data format and

communication protocols in an inter-understandaid¢hod while respecting their intrinsic heterogéesi

In fact, in our previous proposed service exposnoglels (Section 4.2 and Section 4.3), they already
cover the device offered services, however, suefitdexposure within them are under the presuppaosit
that these devices have the capability to pubhgir touilt-in functionality directly to the globaletwork.
That implies these devices are powerful enough lzanek at least IP accesses to the network directly.
However, in the paradigm of IoT, there are alsagehnumber of weak devices that cannot access$the |
network directly and generally reside in a locaiwak. For this kind of devices, gateways are gaiter
required to monitor them and delegate them for e¢kternal world. The exposure for them will be
completely different from the traditional TelecomdaWeb services. Consequently, the solution weentes
in this section mainly focuses on the devices tle#d gateways to connect them with external parties
expose them in a global network, and further entli#eservice information sharing among differerdgras
different service platforms. Moreover, to avoid thiagle failure point for the centralized UDDI-like

solutions and the possible appearance of bottlevduile the number of devices increases, P2P is
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considered as an alternative solution for addrgstilese issues. However, the P2P based solution we
introduced in Section 4.3 can not be applied diyect this kind of service exposure. That is beeaube
device gateways not only contain the concrete @sVidescription files, but also their runtime infation,
these runtime information needs to be updated &etly) and thus can not be re-distributed to the P2
network as we introduced in 4.3. Consequently,his tontext, device gateways should act as the P2P
nodes in the distributed service information stmréiystem. However, as each gateway may contains
several different device-related services, it igpassible to assign a single hash ID to the gateway
according to the content it contains, and thenrclaii the gateways to the Chord ring. Consequently,
another improved P2P based service discovery meshas considered as necessary to improve service

discovery efficiency in such 10T service environmen

4.4.1 Device service exposure

The devices can mainly be divided into two mairegaties: IP devices and non-IP devices. For the IP
devices that do not need to connect the IP nettfwdugh a gateway, a client can be installed od,thair
built-in functions are exposed to the proper nekwepositories (e.g. RESTful servers, Device Peofidr
Web Service (DPWS) servers, etc.). In our propoedd based service exposure model, this kind of
repositories can act as the distributed nodes fB2R network that enables other nodes to discdwer t

services held on them.

And for devices that connect the large-scale IPvoet through gateways, service exposure is
delegated by the gateways they belong to. As there huge number of devices and gateways exikein
network, if all the devices’ information is publeth to a global repository directly, it would weakidne
service discovery efficiency, especially considgrithe fact that there are many devices which are
providing the same functionalities with differerdriunctional characteristics and owned by the diffie
users. Taking this challenge into account, we pgepto separate the device service exposure prodess

two phases: Local Device Exposure and Global Deliiqaosure.

» Local Device Exposure: relies on the local gatewaysl targets the devices that do not have
direct IP connection to the global network. Thealogateway contains the description files
and the drivers of all the devices that are regidinthe smart space where it controls. It also
contains the contextual information of these devifmg. the presence information of these

devices).

» Global Device Exposure: is realized by the interafien between the network nodes and

several global servers. The device gateways atteasetwork nodes. They interconnect each
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other through the P2P method, and share the davimenation stored on them among each

other.

Through these two device exposure processes, thesrtbat have multiple types of devices, different
power and processing capabilities can interact thithdevices or applications that reside in otredwork

seamlessly.

4.4.1.1 Local device gateway

Figure 4-35 illustrates a reference architecturd_ical Device Gateways. From a functional pointiefw,
the main role of a Local Device Gateway is to eadhteraction among the devices residing in a local
smart environment, and the interoperability betwisese local devices and the large-scale serviedged
from Web and Telecom domains. That is generallgteel to the actions such as device discovery, devic

exposure and device execution.

Local Device Gateway

Device Exposure Module .
Service
Repository
P PLOCZI Protocol Device Driver
FECUUOL I A daptor Manager Manager
Engine - .
Device
. Repository
PnP Discovery Module

Figure 4-35: An example of the local device gateway
When a device is connected to a smart spaceyfitsthould be detected by the gateway. This pmces
mainly relies on the PnP (Plug and Play) Discowoglule by using the mechanisms to notify the presen
and reachability of the internal devices. Seveeahhiques such as, SIP, DPWS, Bonjour, DNS, REST,
UPNP, USB, and DHCP, can be used according toitfezaht techniques adopted by a smart space.

Once a device is discovered, its driver is run IDri@er Manager component, if this driver has aiiea
been installed in the gateway. Otherwise the DriManager contacts with Global Driver Repositoryhie
large-scale network for finding out the correspogdidriver and downloading it to the gateway
automatically. If no relevant driver is discoverédnotifies the absence of a driver to the useough a

user-friendly device management front-end, andireguhe user to install one manually.
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The devices are more dynamic than the traditiomdédom and Web services. Some devices can be
similar to the Telecom or Web services, which dweags on. However, there are also some deviceshwhic
may have very short wakeup and long hibernatior tion certain devices only be turned on when they a
needed. Consequently, it is necessary to track démces’ availability and lifecycle. Such device
availability and lifecycle management can be hahddg the Device Manager component. In essence,
Device Manager needs to detect any change insidedal network related to the devices. For exas@e

device connects or disconnects from the local ne¢wo

Ideally, a set of devices in an enclosed or localirenment (e.g. home or building environment)
should be configured in a way that they share statsd or common communication protocols.
Nevertheless, this statement is not always trues thset of translation mechanisms are neededdér o
cope with heterogeneity presented by the underlgiengce layer. One of such translation functioresiis
protocol adaptation. Despite being in the samellecaironment, different devices may use different
communication protocols. In order to make theseatiste devices interact with each other, their
communication protocols should be adapted to thallenvironment. Moreover, most of the devices are
not designed to be connected in the Internet dubds dependency on local multicast communication
method for device discovery, which is not suitafde large-scale networks, such as Internet. However
nowadays one trend for the next generation delivergonvergence, in which not only the traditional
Telecom and Web services are involved, but alsaéwice offered services are required to be invbive
the paradigm of service composition. In this cohtex mechanism is required for translating device
communication protocol based messages into largle-setwork interoperable format (e.g. from UPnP
based messages to REST based messages), thus@tlablinteroperation between the local devices and
the large-scale network services. Such protocaoktegion can be implemented at the gateway, asetbfi

in Figure 4-35, relying on the Protocol Adaptor qgament.

Moreover, certain services in the local smart spaeeprovided by individual devices, and whereas
some services are provisioned by combining sewireices. For example, a service provides the fancti
“when the temperature is below 20°C, turn on thaté® that involves both the temperature measurndr a
heater. This kind of service is always relatechi paradigm of service composition. Similar to $bevice
composition in Web and Telecom, aggregating differdevices into a unified service requires an
additional mechanism to chain the disparate sesviaffered by individual devices together. In our
proposed gateway model, this is performed by Ld®atcution Engine. Briefly, when a user wants to
execute a device-offered service, the service iation request is forwarded to the Local Executiogike

firstly. If the service to be executed is relatedatsingle device, the Local Execution Engine otistavith
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Device Manager and Device Repository to verifydkailability and the invocation method for this ey
If the device is available and in the “online” simtthe Local Execution Engine invokes the seledtadce
directly by executing the target functionality etrieving the relevant data; if the device is algemstalled
in the local network, however, its current statsis'affline” or hibernation, the Local Execution Eng
actuates the device firstly, and then invokes #hevant service. If the target service is a contpasrvice,
the Local Execution Engine retrieves a service etiex profile that contains the devices’ invocatlogic
from Device Repository. And then, according to piierity order and the trigger conditions definedhis
service description file, the Local Execution Ergichains the relevant devices together for progidin

composite service to end-user.

4.4.1.2 Local device exposure

Another important functionality for Local Device teways is device exposure. One of our goals to
propose this model is to enable the devices ragittira smart environment to be reused by othersuser
the external applications. In order to accomplish,tthe devices should first be made to be unadedstble
and discoverable by other users. As we introdu¢etieabeginning of this section, we separate thecde
exposure process into two phases: Local Device &xgoand Global Device Exposure. Local Device

Exposure relies on the gateway by interoperatingd@eExposure Module and relevant repositories.

The repositories inside the local gateway can pars¢ed into two main groups: one is conceived for
device’s monitoring and controlling purposes, sastthe Device Repository and the Driver Managee Th
second group is designed to contain the devicerigéisn information for enabling the further usalgge
other users or applications outside the local nkwbhe device description files stored in thisasipory
contain the information related to these deviceatdivare properties (e.g. vendor, Universal Unique
Identifier (UUID), hardware nature, etc.), providdégnctionalities, input/output relevant informatjon
access interface, as well as some nonfunctionafrimtion (e.g., privacy, location, owner, etc). fBiént
from the former group of repositories whose infotiora is mainly used in local network for the device
execution, the second group of repositories needxpose their stored device information to them«l
networks through Device Exposure Module. In otherdg, once a device is introduced to the local
network, if user wants to make this device accéssimotely or to share this device’s functionalitith
other users or applications, she/he can createvizedelescription file through a user-friendly devic
management front-end. The Device Exposure Moduteviges a set of facilities to ease the device
description files creation. Generally, device-offiéiservice can be viewed or controlled by userawdéeb
browser, such as the presentation specified in éfsal Plug and Play (UPnP). Once a user wants to

publish a device service in her/his local netwatig/he can create a device description file ongetfrom
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the device manufacturer, and add this device desmni file to the personal device monitoring pagéer
the user confirms her/his action, this device dpton file is added to the local gateway's Service

Repository component. Finally, this device deswipfile can be shared in the distributed serviegvork.

4.4.1.3 Global device exposure

From the viewpoint of the global network, there amany local gateways managing their own local
networks using heterogeneous technologies and rdegppein the network. This situation implies a
distributed device information base. Furthermoréemw a user or developer is creating a new service,
he/she can use his/her own devices within his/la¢evgay, however, he/she also can use some external
devices that reside in other gateways. Thus, tisisiblited device information needs to be published
globally-comprehensible manner in order to enablétha devices located behind the local gatewayseto
discovered, executed and composed in a unified erar@orrespondingly, in terms of device service
publication process, there are two kinds of pulitices: abstract device publication and concretecgev

publication, which is similar to the service puhblion we introduced in section 4.2.2.3.

An abstract device means a virtual device that onhtains the generalization information of onedkin
of device, and can map to several concrete deviths. abstract device publication is handled by
professional developers or service creation platfproviders. They send a device description fib tinly
contains the generalization information of one tgbadevice to Semantic Engine. The Semantic Engine
contacts an Ontology Repository to add the necgssamantic annotations. The transformed service

description file is then sent to the global Sen@Atistract Device Repository.

The concrete device information is published incgdl Device Gateway as we introduced in section
4.4.1.2. In order to make these concrete devicesoderable, each gateway needs to map the concrete
devices within it to the relevant abstract servi@w create a Local Abstract Service List to sibia
Device Exposure Module. These gateways then inteiect each other through an underlying P2P network

in which they act as peers. Such process can tmdssrd as Global Device Exposure.

4.4.2 P2P based service information sharing

In our proposed solution, device-based service riggiEm files are published in their Local Device
Gateways, and these distributed gateways share dbeiice information through the P2P pattern for

avoiding the single failure point and improving Service discovery efficiency.

In order to improve the query performance and naa&ina high degree of node autonomy, a set of

Semantic Overlay Networks (SONs) are created abowelistributed gateways. Essentially, each gateway
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connects to the global network and acts as a petivel P2P system. They share the service informatio
stored in their local Service Repository throughvibe Exposure Module. As these device offered sesli
description files are semantic enriched, the peérch hold theses semantic description files can be
considered as semantic enriched as well, as atreBuén nodes with semantically similar service
description files are “clustered” together. Consayly, when a user wants to discover a devicesareice
provided by the device, the system selects the SPM(ich is (are) better suited to answer. Then th
query is sent to one of the nodes in the selec@d(S) and further forwarded to the other memberthaff
SON(s). That will greatly improve the query perfamee, since queries are only routed in the appatgri

SONs, which would increase the chance to find l@tbhatching files quickly with limited cost.

4.4.2.1 Triplex overlay architecture overview

To realize the above mentioned SON based sematiice discovery, we propose a triplex overlay base

P2P system as shown in Figure 4-36.

g AbstractService f

AbstractService e

<« Dependency

Overlay
Abstract_Service a -

<« Semantic
Overlay Network

<« Unstructured
P2P Network

@ » Device cateway/Network Repository/Service Publication and Discovery Platforny/ Service Creation Environment

Figure 4-36: Triplex overlay for P2P based serdiseovery

As shown in this figure, the diverse device gatesyayetwork repositories, service discovery and
publication platforms and service creation envirenis join the P2P based distributed network. They a
as nodes in an Unstructured P2P Network layer ubiimgl searching solutions (e.g., Flooding based

solutions or RandomWalk based solution) to inteeacth other.

Then above the underlying P2P system, the nodesding similar resources are clustered together.
We reuse the name SON (Semantic Overlay Networkbhis kind of clusters in our current researche Th

benefits of this strategy include: first, the resfuis sent to the nodes which have a high protgtof



165

having the target services, thus the request caaneered faster; second, the nodes that have a low
probability of having the target services will meteive the request, therefore avoiding a wastesafurces

on the request transferring, and allowing otherenwetevant requests to be processed faster.

To further improve the service discovery efficienay additional Dependency Overlay is created upon
the SON layer. That is because different kindsenfices may be able to interoperate with each otfar.
example, the output of a device can be the inpanother device. Such cooperation among devicewsll
service providers/developers to provide some moeanimgful services to end-users. Thus we can infer
that: the devices connected to a gateway haveyahigh probability of having certain interdependgnc
amongst each other. The service dependency redatpitan also be specified according to some social
network information, such as service usage fregesnaisers’ service usage habits, or some network
statistic data. Consequently, defining the depetyleamong the abstract devices, then providing

recommendations for the message routing duringceediscovery process, will improve the success.rat

Dependency Overlay is generated by system adnatissr. It can be enriched by associating certain
auxiliary information for differentiating the diffent dependency intensity. Such dependency rekdtipn
can be either unidirectional or bidirectional. Fexample, a temperature sensor has unidirectional
dependency with a heater, since the output of geeature sensor can be the input of a heater. The
dependency between cameras and doorbells can brechimhal. That is because, once a doorbell is
pressed, it can trigger the camera above it toucaghe visitor's face. On the other hand, oncaraeara
captures a person, it can also actuate the dooalbdimatically. For the second case, the dependency
intensities for two direction dependencies areeddht: obviously, the former one is more widelyegpted
by users, thus the dependency intensity for “ddbrammera”, which means the output of a doorbe ¢
be the input of a camera, is higher than the degrend intensity for “camera->doorbell”. During the
service recommendation process, devices that hghemhdependency intensity with the target deviee a
recommended to the user with higher priority. Thevice dependency definition is not limited to devi
offered services, but also includes the dependanmng the device offered services, Telecom senrénds
Web services, e.g., the dependency of “camera->MMS”"the publication of abstract devices or abstrac
services is performed by members of the system ragtrdtion group, consequently once a new abstract

device or abstract service is published, the degrendrelationship is created simultaneously.

4.4.2.2 SON layer generation

First, we assume there is a set of bootstrap nthdgguarantee the minimal running requirementster

proposed system. These bootstrap nodes form a sozdl SON overlay before the running of the system
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That is to say, when a new abstract device or attsservice is introduced to network by a system
administration member, this new abstract devicgeovice is assigned to a bootstrap node randomigut
following illustration, we only consider the abstraervices as the abstract devices-offered sexvined

unify the name as “abstract device”.

Moreover, each gateway contains a table called ILAbstract Service Table. This table is created by
mapping concrete device files that are stored Incal gateway, with abstract service profiles thet
stored in the Global Abstract Service Profile Réjoog. In this table, each abstract device entmtams
the basic information of the relevant concrete dewi(e.g. concrete device’s name), as well asitks |
(e.g., a URL) to the corresponding concrete dedescription files as shown in Figure 4-37. Based on
Local Abstract Service Table, a device gatewayjoanthe relevant SONs automatically. Since theaee a
several abstract devices are contained in one ggteétwis one gateway can join several SONs acaptdin

the different abstract device concepts.

Abstract Services

[ I I 1

Camera Doorbell Heater Curtain T
|| Camera for || Doorbell for | Heater for | Curtainfor || TV for living
front door front door living room living room room
L_|| Camera for | Heater for | Curtain for - TV for
living room kitchen kitchen bedroom
L_[[Camera for PC| ||| Heater for || Curtain for
bedroom bedroom
||| Heater for | Curtain for
bathroom study
Heater for
study
Heater for

corridor

Figure 4-37: An example for Local Abstract Serviable
To clarify the SON generation process and updateqss, we consider two cases for these processes:
(1) a new gateway is added to the network wittstadf abstract devices to be exposed; and (2) estirex
gateway updates its list of abstract services, whieans a new type of device has been introducéd to

local network.
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When a gateway is introduced to the system, it jiies to the global network through some bootstra
nodes as the ordinary P2P networks do. That i tme selected bootstrap node receivesitirermessage
from a gateway, it broadcasts thein message to the global network. According to centeighborhood
selection rules (e.g., the solutions introduced98] and [96]), some nodes are selected as the logi
neighbors for this newly introduced gateway andealdich the Ordinary Neighbor Node Table (ONNT) as
shown in Figure 4-38. In this example, we assunth @@de contains 5 neighbor nodes’ information.(e.g
IP and UDP port). This process provides anothesiptssway to search a service: if both the SON Qyer
based searching and the Service Dependency Oviedsgd searching have not found out the relevant
services, the system can use the basic RandomWa&lloading solution according to the neighbor nodes

information stored in the Ordinary Neighbor NodélEa

( Ordinary Neighbor Node )
Table
Neighbor P UDP

Node
1 192.168.20.53 6348

157.159.100.41 1433

91.168.34.74 8038

2
3
4 192.168.22.22 6348
5 82.212.95.78 8038

Figure 4-38: An example of a simplified Ordinaryitfe&or Node Table

We assume that each gateway contains another caltéel SON Linkage Table (SLT) as shown in
Figure 4-39, which is used to form the SONs. Whengateway joins to the network for the first tirtiés
SLT is empty as shown in Figure 4-39-a, which mdathas not joined any SON yet. After joining teth
unstructured P2P network, this new gateway extridietsnames of the abstract devices stored in itslLo
Abstract Service Table, and encapsulates them afpdatemessage. Thilpdatemessage is injected to
the network by the blind searching method accordinghe neighbor nodes’ information stored in the
Ordinary Neighbor Node Table. In particular, we ube RandomWalk as the basic message routing
approach, in which only one neighbor node is setbftom the Ordinary Neighbor Node Table for rogtin
the Updatemessage. In thepdatemessage, the extracted abstract services’ namgrianeto a list, with
each entry assigned a time-to-live (TTL) called &ito-Live for Node (TTL_node). TTL_node is a pre-
assigned numbaer, which indicates how many neighbors in the relev@@®N have to search. A global
time-to-live called Time-to-Live for Hop (TTL-hop$ also assigned to thdpdatemessage for setting the

maximum number of the logic hops for the message.
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/" SONLinkege Table /7 SON Linkage Table /7 SONLinkage Table
SON Neighbor Nodes SON Neighbor Nodes SON Neighbor Nodes
™ ™ Node1 Node3 Node5 ™ Node1 Nodem
Heater Heater | MNode2 Heater Node2 . Nodek
Camera Camera | Nodel Camera| Node1 - Nodeh
Doorbell Doorbell| Node3 Doorbell|  Node3 Nodeg
N AN AN v

Figure 4-39: An example for SON Linkage Table

The generation process for the SON Linkage Tablasishown in Figure 4-40. That is to say, the
Update message is first forwarded to one of this gatewangighbors, denoted Byi, and the node that
receives this message checks its own SLT. If #iiethas no entries containing the same name tfabs
devices indicated in thepdate message, this request is directly forwarded tararaneighbor oNi. In
this case, only the TTL-hop decreases by 1. Otlserwf one or several entries in this table conthan
same name(s) as the abstract devices listed ibpdatemessage, both the TTL-node(s) for the relevant
abstract device(s) and the TTL-hop are decreasdd agd the node information (e.g. IP and Port remnb
is sent back to the original node. The original etiten stores the node information in relevantientof
SLT as a neighbor, as shown in Figure 4-39-b. Afiex, theUpdatemessage is forwarded to one neighbor
of Ni node. The above process repeats until eithehallTL-nodes or the TTL_hop are decreased to 0. If
all the entries in the SLT have been populated BiEiN neighbors’ information, the join process f@Ne
is regarded as a successful one; otherwise, tiggnatinode selects one of its other neighbors tml ke
sameUpdate message. If all the neighbors of this original edthve been selected for forwarding this
Updaterequest, and some entries in the SLT are stilkcoatpletely filled, then the original node sends th
Updatemessage to its bootstrap. This connected boots#apches among the bootstrap nodes for finding
out which bootstrap node(s) is responsible forabeesponding abstract device(s), and sends infosma
of the relevant bootstrap node(s) back to the maighode. The original node adds the informatida the
relevant entries in the SLT and marks it as baapstrode’s information. This process guaranteesithat
such an abstract device has been predefined inetveork, even the relevant SON has not been created
yet, the original node can create a new SON, ar joi an existing SON by connecting itself to the
bootstrap node directly. Once another neighbohindame SON is found, the information of the rateva
bootstrap node is replaced by the newly found rmghThis process is repeated on a regular basiat@
sure that all the information stored in the SLTjisto-date. This means that once information ofighmbor
becomes obsolete or this neighbor is not accesaiyenore, a newpdate message with the names of
relevant abstract devices, which need to be updatesnt out again to the network and starts a joew

SON process.
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Figure 4-40: Flowchart for SON Linkage Table getiera

4.4.2.3 Service discovery based on triplex overlay

Before introducing service discovery based onéxmverlay, we classify the neighbor nodes for dento

be two kinds: the ordinary neighbor nodes and @&l 8eighbor nodes.

» The ordinary neighbor nodes: are the neighbor néli@sare selected by the unstructured P2P
network when nod@&li joins the P2P network. They are stored in a loalle of nodeNi called

Ordinary Neighbor Node Table.

* The SON neighbor nodes: are the neighbor nodesatigastored ifNi's SON Linkage Table.

These nodes can be further classified accordiigetONSs they belong to.
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When a user wants to discover a device offeredicefor the purpose of executing it directly or
integrating it into her/his created composite saryshe/he can issue a service discovery requesigihn a
user-friendly service discovery front-end or thrbug user-centric service creation environment. We
assume these service discovery and creation frarkelmawve connected themselves to the global network

in advance.

Once the user creates a service discovery reqitestr éy entering keywords or natural language
based text, or even by selecting the abstract@ehiilding blocks, the relevant frameworks formala
request that contains the target service informaffe.g., aget(target_device, TTL, auxiliary_info)
message). By contacting with the global Semantigifien the global Ontology Repository, as well as th
global Abstract Device Repository, this newly ceshtequest is interpreted into the system recobléza
format. For example, if the user has entered “getperature”, this request is mapped to the abstract
service “Target device: Temperature sensor”. Thest is injected into the unstructured P2P network
through the node that initiates this request. Talifate the request interpretation process, thevemt
service discovery or service creation environmesm stall a local Semantic Engine and Ontology
Repository, and store the abstract service degmmifites in its local repository. In this case tleguest can

be formalized automatically inside its local franmelwbefore being injected into the P2P network.

The get() request is injected into the network through thedosearching method. That is to say, the
node, which initiates this request, forwards thguesst to all its ordinary neighbor nodes or onet®f
ordinary neighbor nodes, and that mainly dependsvbich blind searching strategy (e.g., Flooding or
RandomWalk) the system adopts. To improve the serdiscovery efficiency, the system first needs to
find out the corresponding SON for the messagerguConsequently, as shown in Figure 4-42, that fir
node(s) that receive the service searching requiisterify if they contain the target abstract de;, by
matching the entries’ name stored in their Locabktdict Service Tables with the target device’s name
indicated in the incoming request. If matched,eh&y with the same abstract name in the SLT isctedl,
and the received request is then forwarded to BN 8eighbor nodes whose IP and Port information is
stored in this selected entry. Meanwhile, this ned&racts the context information (e.g. user idenii
location, preference, etc.) encapsulated in theived message, and forwards this context informatio
together with the target abstract service’'s naméstown Local Service Exposure Module. Local 8=rv
Exposure Module contacts with Local Service Repogifor checking if any services stored in its lloca
gateway can be used by the user, who issues thifcesaliscovery request. It then makes a primary
filtering for the discovered result according te tuxiliary context information. For example, iflavice is

set to be public (e.g. the cameras in a public)parkiser can discover this service once the reégaashes
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this gateway. If a device is set to be private,neitematches the functional requirement for theyear
device, this gateway, however, still needs to iariif the user identifier in the request is inahddin the
identifiers that have been granted by the ownethisf gateway for the use of her/his devices (éhg. t
identifiers for his family members). If the origihaser identifier is matched, the relevant service
description file is sent back to the service disgguframework. Otherwise, no service descriptide i

sent back to the service discovery framework, dnigl node is marked as no resource matched to user’s

request.

When the SON neighbor nodes of this node receigddtwarded request, as these nodes are already
in the same SON, and this SON is the target SOMhich all the nodes contain the service mappeti¢o t
target abstract service, they thus invoke LocaViSerExposure Module for local service discovemedily
without the need to verify if any SON they belowgnatch the target abstract service. At the same,ti
they forward the request to their SON neighbor sodehich are extracted from the entry in their SLT.
This process continues until the TTL for this regfue reduced to 0, which means the service saaydhi

terminated.

If the first node(s) that receives the service ddiag request do not belong to the SON for theetarg
service (e.g. Camera), which means that no entmenia Local Abstract Service Table is the samehas t
target service's abstract name. In this case,nbie needs to find out which neighbor nodes arerbst
possible ones that in turn find out the relevaniNSfe target service belongs to. We assume eaelvggt
contains a copy of such an abstract service depegdelationship file. In order to select the mpgssible
neighbor to find out the target SON, the node tlwegs not belong to the target SON extracts alatistract
services’ names from its Local Abstract Service |&@atnd the target abstract service name from the
incoming message. It then analyzes the servicesndigmcy relationships among these extracted abstrac
services relying on the abstract service dependfiegyand selects the name of the abstract sewloese

dependency intensity with the target abstract send the highest one, as show in Figure 4-41.

Target Abstract Local Abstract Dependency
Service Service Intensity
Camera TV 5
Camera Doorbell 4 SON-TV
Camera Heater 1
Camera Curtain 0

Figure 4-41: Comparison for the abstract servidegendency
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According to the selected abstract service’s ngdhwnode selects the SON neighbor nodes from an
entry in SLT whose entry’s name is the same asdéhected abstract service’s name, and then théserv
searching request is forwarded to these selected ®&&ghbor nodes. When these SON neighbor nodes
receive the service searching message, they fiestkctheir Local Abstract Service Table for findiogt if
they contain the target abstract service in thmial gateways. If a node finds that it contains tdrget
abstract service, it searches its SLT, and setbetsSON neighbor nodes from the entry whose name is
identical to the target abstract service. It themhrds the service searching request to the quoonelng
SON, and finally the service searching is limitedtiiis SON that is responsible for the target alostr
service. If a node cannot find the target seniicBrwards the request to their neighbor nodes #na in

the same SON as the first contacted node selected.
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Figure 4-42: Flowchart for service discovery praciestriplex layers based service exposure model
If the first contacted node(s) does not belonghe target SON, and it also has no dependency
relationship with the target abstract service, dguest in the first contacted node(s) is forwartteits
ordinary neighbor node(s) following the blind sd@ng method adopted by the underlying unstructured

P2P network. When its ordinary neighbor node(skikexs this service discovery request, it repeats th
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service discovery process we introduced above. Phisess repeats until either the target SON or a

dependent SON has been found out, or the TTL is tint.

4.4.3 Performance analysis and discussion

In order to evaluate the performance of this predoservice exposure and information sharing manfel f
the device offered services, the theoretical aimlgad several simulations on the success ratettend
network traffic impact have been done. We also armjit with the traditional blind searching stratégr

the unstructured P2P solutions (which are baseBloomding or RandomWalk), as well as the pure SON

based solution.

Considering the fact that, nowadays a lot of wask been done on the unstructured P2P platforms for
improving the hit delay by reducing the averageshdtowever, most of them are at the cost of iningas
the network traffic. For example, we have set uP2P simulation platform based on the Gnutella
algorithm. This platform can guarantee a succedsshigher than 40% with an average hop of 6.45m2R
network containing 5000 nodes. Nevertheless, tivelied messages for service discovery are up to
5°(15625). This result shows that even if the us@eeence can be improved by reducing the searctydel
(hops), the network traffic is easily overloadechiéiny users use this system simultaneously. Coesdgu
we evaluate our proposed solution from the netwoakfic aspect — the total invoked messages for a

successful service discovery process, insteadedtr#ulitional considered parameter - average hop.

In the following parts, we use the average messeggpsred for discovering a service as a metric for
our proposed system. This metric can be regardedrapresentation of the invoked network traffic &
service discovery request. In ideal cases, in wioicly one message exchanges between two neighbor
nodes, then the value of this metric is equal toaterage number of nodes that are involved faaach

process.

To simplify the analysis, we denote the success aat S(T), and the average message as E(S). We
assume that services are distributed in the neteweekly and their probabilities being discovepeate the
same if we use the blind searching solution. Th&$@re also assumed to be evenly distributed in the
network, and the difference among their sizesi®iigd. When a request arrives at a node, the pitipab
that the connected node belongs to the target SOR! if this node does not belong to the target SON
Dependency Layer provides the recommendation fightening the probability to find out the targetI$O
in the next hop. This increased probability is dedaas K. In general, we have K>R. If the requestes
at the target SON, its probability to finding obettarget service is much higher than the oneaitcbes in

the underlying unstructured layer by using blindrshing strategy. Even though within the SON, iit st
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uses the blind searching mechanism. That is becadsm a request arrives at a SON, the search $pace
reduced, but the total number of the user accessibalvices within this SON is the same, thus tleallo
discovery probability is much higher. Moreovergcén guarantee that all the target resources astechd

into this SON, thereby the nodes outside this S@Nhe out of consideration.

Theoretically, the success rates for the blind deag solution, the SON based solution, and our

proposed triplex solution can be calculated usatigWing equations.

(1) Blind searching solution:

Seing(T) = P+ A= pp+@A-p)’p+...+A-p)'p
= Sgina(Te) = Z_S: pa- p)i_l

This equation means that: when the first node vesea request, the probability that the node has th
target service ip. If it does not have this target service, the ragess forwarded to one of its neighbors
randomly. Thus the probability that the second nodletains the target servicep$(1-p). This process

repeats until it reaches the predefined maximunsages that can be sent or forwarded.

(2) SON based solution:

Seon(T) = P+ - PRY.q(1-0) + (- P)A- RRY. dl-0)" + (- P)AL-RRY. qll-0) ..+ (1= )~ R Ry

= Sion(Ty) = p+ (- |0)RZ]q(1—q)“1 +(1- p)Z R@1-R) Z_‘,q(l—q)"‘l

For the SON based solution, even if the first coleidh node does not have the target message, R has
probability that this node belong to the target STNt belongs to the target SON, the probabititat the
target service can be discovered in a node withi;m$ON is upgraded @ which is much higher that the
probability in the unstructured layer. If this nodees not belong to target SON, the request will be
forwarded to one of its neighbor, and this neightesR probability that it belong to the target SON. Tées

processes repeat until the number of the forwandessages reaches the maximum value.

(3) Triplex layer based solution (SON searchingepehdency searching):

Ts1 Ts1 Ts-2

Ssonompemene™ P+ (1~ PR 40-0)" + A~ P)A-RIK Yq@-0)"* + - )A-RIA-KIK Y at-6) ™ +
- p)(1 ~R)A-K)?K Y a-0)" +..+ (- p)A- RIL-K)™*Kg

= SSON+Dependency: p + (1_ p) qu(l_ Q)i_l + (1_ p)(l_ R)Z K (1_ K)i_lzq(l— q)j_l

j=1
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The difference between triplex layer based soluéiod the SON based solution is that, the dependency
recommendation increases the probability of findmg the target SON. Except for the first node, the

probability that other nodes belong to the targ@NSs increased to K.
Notations:

e p: the expected popularity of the resource, whicblies the probability that a user can find the

target service in a peer using the blind searchiethod.
* @ the probability that a service can be discovéngtie target SON.
* R the probability that current node belongs totdrget SON.

» K: the probability that a request is sent to thggailSON form a node that do not belong to the
target SON, in the service dependency analysis.sifplify the illustration, we call it as

“Dependency Probability”.

¢ T.:the maximum number of messages that can be dedefia one service discovery request. It

includes both the message generated by the nodenitiates the request, and the messages
generated by other peers who receive this reqassthey do not have the target services, thus
they generate a message for forwarding this rejjuéstlso can be considered as the maximum

number of nodes the request can be forwarded td#ie termination of a search process.

*  S(Ts): the success rate if the maximum number of trarisfpmessages is set Q.

The simulation parameters are listed in Table 4-9.

Parameters Values Description
Probability that a service can be discovered from a
p 0.1%, 1%, 5%
randomly selected node
q 10%, 20% Probability for discovering a servicehia target SON
R 5%, 10% Probability that current node belongthéotarget SON
10%,20%,30%,40%,50%,Probability that a request is forwarded to theaaSON
« 60%,70%,80%,90%,100%with dependency recommendation
5,10, 20, 30, 40, Maximum number of the nodes the request is forwarde
- 50,60,70,80,90,100 to

Table 4-9: Simulation parameters of the networks

Blows are some of the simulation results by usimgva mentioned parameters and equations.
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These simulation results show that our proposedtisal can greatly improve the success rate with

limited messages to be transferred among the nobieis. improvement is more evident when the

popularity of services is low in a network.

Figure 4-47 illustrates the influence of the demsmy probabilityK for the success rates. The red line
is the success rate of ordinary SON based systénoutidependency recommendation, while the blue one

is ones for the SON based system with dependegoymmendation.
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From the results shown in Figure 4-47, we can olgsitat as the dependency probability increases,
the success rate increases accordingly. Howeuer, lifis more than 0.5, this increase rate becoreeg
slow. Moreover, only when K is bigger than a certivel (in our case, when R=10%, K needs to be
bigger than 15.3%), our solution can improve thetean’s service discovery performance; otherwiseay

weaken the system’s performance.

We also analyze the performance of this proposkdiso using the average messages that are needed

for achieving a certain level of success rate. dvalhg equations are used to estimate the average

messages.

* Blind searching solution:

p,j=1

P(D=j)= _
(O=)) {(1— P pl<isT,

Tmax
Eina(S) =D j* P(D =)
j=1
* SON based solution:

p.j=1
P(D= ] R | o
=D (- PREA-09)'?q+> A-p)A-R)RA-0)'*ql<j<T,,,

i=1
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Tmax
Eson(S) = Z j*P(D=1})
=

j
« Triplex layer based solution (SON searching + depeny searching):
p.j=1
P(O=1) i-2 $ i-1 j i ;
@~ PRA-)'?q+> A~ p)A-RK@A-K)*A-0q) ™" gl<|<T,,,

i=1
Tmax . R
ESOMDependenc(S) = Z ]* P(D = J)
j=1

Where P(D=j) is the probability that the query stops at nodard E(S) represents the average

messages needed for obtaining a success rate S.

Figure 4-48 illustrates our simulation results.shtows that our proposed solution can reduce the

average messages, meanwhile achieve a high suetess
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Figure 4-48: Average messages needed for achiéivinguccess rates of 70%, 80% and 90%

The above simulation results show that the adoptifoBON layer and dependency layer for routing
the service discovery request are able to greatsease the success rate and to reduce netwofik &af
the same time. From the simulation results, we alste that the classification for SONs should be
appropriate. That is because if too many SONs ara network, on the one hand, it would reduce the
probability of locating the target SON. On the athand, once the request reaches the target S@N, th

probability for discovering a service within thi©N will be higher than that in the network with feypes
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of SONs. The reason for this is that more SONshim network, the searching space inside it will be
smaller. Thus we need to find a solution that bedarnthese two parameters. The use of the dependency
analysis for the SON selection process is one ef ihssible solutions. It can keep the high service
discovery probability inside a SON, meanwhile ibyides the efficient recommendations for the SONs
selection. This aims at resolving the problems iiremi by the large number of SONs. How to definensuc
dependency rules is challenging in our proposeqalettilayer based model. It is also one of our faitur

research topics.

4.5 Summary

In this chapter, we have presented three new gtemtdor enabling the service information sharedhim

convergent service environment.

First, we proposed a centralized approach that rem@sathe user-centric and convergence features,
provides a unified access to Telecom/Web/Device/gererated services, and respects the diversityeof
service market. This model thereby enables thimtyservice providers, developers, and end usersuse
the exiting service using the tools or technologthey prefer following SOA (Service Oriented
Architecture), ROA (Resource Oriented Architectuse/WOA (Widget Oriented Architecture) principles.
The adaptation of semantic annotation for bothiserdescription and request in our approach imptbee

service discovery accuracy.

Then, overcoming the limitations for the centralizeervice exposure solutions (e.g. single failure
point, resource costing, limitation of scalabilitgtc.) and considering the fact that the numbethef
services is increasing drastically and the potensars of a service are diverse, we proposedrarbigcal
P2P based service publication and discovery mddes model can facilitate service discovery, immgrov
the discovery efficiency and quality, as well atiamce the system’s scalability and interoperabilityis
new P2P based service publication and discoveryeiasks a structured P2P overlay as the distributed
service repository network, which makes it to bghhi scalable. The adoption of Chord protocol as th
base ensures the efficiency of query routing in ldrge-scale P2P networks. The introduction of the
abstract service publication and discovery, andirtherporation with the unified semantics and reasgp
engines enable the ambiguous service searchinghvidiindigent in current structured P2P systenme T
hierarchical network and resource organization ksathe system to quickly identify the target petras
greatly improving the service discovery efficiendhis system can act as the base for the converged
service information sharing, and enables the rdjgdovery of a service among a huge amount of cesvi

The different service exposure platforms and seregieation environment thus can be released fram th
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burdensome and resource costing service storagéisoalvery tasks. At the same time, they can uege th

service information for their proper goals, regasdl of its headstream.

Finally, as the device offered services are morkraore involved in service composition, especially
after the popularization of the concept of I0T, p@posed an alternative P2P based service exposure
model for targeting the device offered servicessTan be considered as a complement for the prsvio
proposed centralized and distributed service exgosiodel. In our proposed solution, the serviceosxpe
is divided into two phases: local service exposure global service exposure. Both of these twogsses
mainly rely on the gateways, which are respondiimiéhe monitoring of the local devices and conimegt
them with the external parties. A triplex overlagshbeen presented for improving the device offered

service discovery in such a large-scale networ#,fanrespecting the intrinsic heterogeneities ®fides.
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Chapter 5 Conclusion and Future

Research Directions

SOA is now acknowledged as a central paradigmdorice delivery, acquisition, and consumption ia th
next generation networking. This includes both Ni@the Telecom domain and NGl in IT domain. Under
SOA, services are loosely coupled, so that thednt®ns among service providers, service consuarals
repositories are greatly facilitated. Over the letade, prodigious research and technology dewelnp
have been achieved for enhancing this paradigm botil and Telecom worlds, resulting in a great
amount of supporting technologies, such as the #vthitecture for NGN, the mashup technologies for
web service creation. However, there are still sgreat challenges for network evolutions. From the
service point of view, the challenges mainly reddte certain essential functionalities in the SGégaigm

such as service description, discovery, accesscamgosition management.

Using the IMS/Web/device converged service enviremimas a basic next generation service
environment, in this thesis, we address some opsmes such as convergence, automaticity, and user
centricity, which are currently hindering the ev@n of next generation service. Our contributiomsinly
include two aspects: (1) the introduction of a tEmtric service composition model that enables the
automatic service creation and update in the cg®geenvironment; (2) the proposition of three défe
service exposure strategies for catering to thdemdifit domains’ service exposure and sharing

requirements.

5.1 Contributions

5.1.1 Automatic service composition model in IMS/Web conerged
environments

In order to deal with the service composition mamagnt in convergent environments, we first presente
the service composition mechanisms in both Telecamd IT domains, as well as the relevant
specifications. Although these solutions are ablesupport the service interoperability among défer
atomic services, and enhance the service compositipability from certain aspects, the challengeh s
as convergence, automaticity, and user-centrioithich are considered as some of the essential

requirements for next generation service delivang still being faced by industry and academia. To
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address these challenges, we reused an IMS/Webkergads environment as the base for unifying the
service composition process for different kindssefvices (mainly the Telecom and Web services), and
proposed a user-centric service composition maateéfabling the automatic service creation and tgpda
This proposed solution improves the service contiposparadigm mainly from the following aspects: (i
The introduction of the IMS/Web converged environiregnd a set of adaptors inside Service Composition
Engine enables users to access IMS and Web sesgéesslessly through different types of terminatg] a
empowers the service creation and interoperabiltgardless of the different types of services (IM§

or Web). (ii) For simplifying the service interopébn management, we defined a set of IMS useiilerof
like service templates called abstract atomic seryrofiles, concrete atomic service profiles, st
composite service profiles and concrete compositeice profiles for facilitating the service chaigiand
execution. (iii) We also proposed a mechanism fdomatic service selection, and discovery over iBerv
Composition Engine that enables dynamic service position. The mechanism relies on a Service
Comparator component according to user prefereagdscontextual information. To further improve this
automatic service composition feature, three ggraseincluding passive update, active update, ahdidh
update were presented and analyzed. (iv) This pexbseervice composition model can not only be bged
professional users, but also by non-professionatsusThis is achieved by enabling the automaticicer
selection, composition and monitoring, as well rderoperating with diverse user-centric servicatoa
environments, such as IDEs, Graphical Service @mdEnvironments, Widget Based Service Creation
Environments, and Natural Language Enabled Se@ieation Environments. As such, a great freedom to
users for selecting their preferred service creapatterns is provided. (v) Finally, we evaluatbdb t
service composition model by providing a MSN Rolike Service Composer as a use case for enabling
the automatic service creation and update follovtivegintroduced service composition model’s prifesp
This proposed use case shows that this serviceasitigm model will greatly facilitate the serviceeation
process for users, especially for non-professiarsars. Both user experience and user’s involvement
degree will be greatly improved, while the seruisaintenance cost for service providers is redutedt

is because each maodification, either from the serdapabilities side or from the service environtnen

would invoke the adjustment on the correspondingmusite service.

5.1.2 Service exposure in converged environment

In this thesis, we also analyzed how services explsmselves to other applications for facilitatthg
service composition. After presenting an inclusttevey on related work, we perceived that current
solutions mainly target a specific group of develgpand/or to a specific network, and are not frsardly

enough. In order to enable not only professionaketipers, but also non-professional users to be tabl
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easily reuse existing services, capabilities, asburces for creating new services, we firstly psag a
centralized service exposure framework for a vart services, including Telecom/Web/Device/User-
generated services. By doing so, it thereby enablesw ecosystem for the creation of innovativeises
through user-centric fashion. This proposition rhaiaims at enhancing the user-centric feature and
convergence feature, as well as at providing aiedhificcess to diverse services. The service exposur
framework defined in this proposition acts as aterimediary for the adaptation and abstraction ef th
services provided by Telecom, Internet and Smawrc&@p Devices, enabling the convergence of the
different kinds of services. To realize these fiomdlities, four groups of entities have been ideyut
including: user centric adaptation group, semamtiGcchment group, service exposure and accessotontr
group, and service repositories group. All of thétes inside these four groups collaborate tightiring
service lifecycle, so that they enable a seamigssaction among the heterogeneous services aitititac

the reuse of services by both professional andprofessional users.

Considering the challenges generally encounteredhbycentralized solutions, such as the single
access to service exposure platform, which is ¢éadyecome a bottleneck when the number of services
increases dramatically, the high maintenance @ust, the limitation of scalability and extensibilitye
analyzed the feasibility of using a decentraliz@® Fo support the distributed service exposure tange
scale. A hierarchical P2P architecture was thepgsed as a complement for the service exposurelmode
by providing a distributed service information shgrmodel in the large-scale network. This proposed
solution mainly uses a structured P2P overlay adistributed service repository network, and aslolpe
Chord protocol as the base for the service infoilonastoring and the query routing. In order to dedbe
ambiguous searching, the concept of abstract sepblication and discovery, which is incorporatéth
the unified semantic and reasoning engines, wa®dated. Furthermore, for improving the service
discovery efficiency, an enhanced hierarchical piztion strategy for both the resources and nbdes
been proposed. The simulation results show that phoposed solution not only achieves the goal of
enabling the ambiguous searching, which is coneitlas necessary for the NGN service delivery, lsat a

improves the discovery efficiency as well as thetay scalability and extensibility.

Nowadays, not only the traditional Telecom and Welvices are involved in the service composition,
but also the small and embedded devices are pradigito join this new paradigm. The exposure of the
device offered services, as well as the data spammong these devices, are considered as necdssary
realizing the aim of reusing them for service cosifpon. However, some of their intrinsic charactcs
require a new approach for the device offered serexposure, which will be different from the swos

used for Telecom and Web services. Consequentbthanservice exposure model which mainly targets
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the device offered service was proposed. In trop@sed model, the gateways are used to delegaiteedev
residing in them for service exposure. Moreovee, $lervice exposure process is divided into two main
phases: local device exposure, which exposes tia ttevices to a gateway for the local monitoriaugg

the global device exposure, which enable the detdcbe discoverable by external parties. As a great
number of gateways are dispersed in the networkyseel a P2P based distributed method to enable the
interoperation among these gateways. To furtherongthe service discovery efficiency and accuracy,
triplex overlay based solution was proposed. Thiglex overlay architecture includes an underlying
unstructured P2P layer, a SON based overlay aretvice dependency overlay. The performance analysis

shows that our proposed triplex overlay based swiwtan greatly improve the system performance.

5.2 Perspectives

Nowadays, both in Telecom and Internet worlds, they evolving rapidly and proclaim to be moving
towards a new generation. Regarding their evolutiends, services are considered as a crucial ssicce
factor. Service composition, which enables thedegarvice creation by reusing the existing serviges
considered as the principal service delivery meidmann the future network environment. Even the
tremendous research and technology developmentbeare done over the last decade, there are stiéso
challenges hindering the current solutions frormpeaccepted by industry as a desirable solutionghwh
satisfies the high performance and availabilityuisgments demanded on services when they are d&ploy
in a production environment. We attempted to addsesne challenges, such as convergence, automaticit
and user-centricity, which have been discussetiinthesis. Besides these, some other challendeshw

require further attention and may be our futureaesh directions, are listed below:

» A widely-acceptable common data model is requioedehabling the heterogeneous services to be

described in a unified manner.

» Using natural languages to create a compositecgethiat will be an ideal approach for the non-
professional users. However, this kind of serviomposition is still far from industrialization due
to some unresolved issues, such as natural lanqrageuity. Thus it needs a further research
work on the Domain Ontology definition and the atitmp of Artifact Intelligence for the service

creation process.

» Currently, the User Interface (Ul) part for the auatic service composition uses the very basic
approach, thus the Ul of automatically created isessare generally very monotonous and
unattractive. Adding a Ul layer upon the serviceation environment will be helpful for

improving the user experience for service creation.
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» Considering the fact that the investments from afmes and service providers for the technology
renovation are revenue-driven, an effective busimesdel, which enables operators to profit from
providing the service creation facilities and expgstheir network assets td*®arty developers
and users, is considered as indispensable. Moredfvend users also can profit from their
contribution to new services, more users would beatly encouraged to involve in this new

service ecosystem. The successful Apple App Stwreals this great potential.

» The use of semantic for the service publication @indovery processes not only enables the better
filtering for the discovered services, but also gamovide some recommendations for other
services which may potentially interest user. Qutftye most of such recommendations are
semantic tag based. Some other advanced solutiombe investigated or proposed in the future
for improving the semantic service discovery prgcédoreover, some social network information
also can be taken into account by collaboratindp e semantic information for improving the

recommendation quality.
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Chapter 6 Résumé Francais

|. Introduction

La derniére décennie témoigne de I'évolution cansidle dans les domaines de Télécom et d’Intelest.
avancements de la communication mobile et des tdohies concernant des accés a Internet a largéeban
nous permettent d'étre connectés a tout momentporie ou par divers moyens (par exemple, I'appel d
voix/vidéo, SMS, MMS, messagerie instantanée (Idnail, réseau social, etc.). D'autre part, lesnéds
des utilisateurs sur les services qu'ils peuvetdgrobde réseaux sont de plus en plus élevéeausapres
I'émergence de NGN (Next Generation Network) et Nigéxt Generation Internet). NGN et NGI sont
considérés comme les fondements de la prochainéragéon de réseaux et proclament a fournir des
soutiens substantiels pour la délivrance de sesvitee prochaine génération. Par conséquent, comment
générer efficacement des services compétitifs darenvironnement en évolution rapide, comment rédui
a la fois le codt de leur création et leur entret@mmment réduire leur temps de mise en productiosi
que comment optimiser leur cycle de vie, sont desstions trés pertinentes et difficiles pour des

opérateurs de réseaux et des fournisseurs deegrvic

NGN [1] a été introduit pour permettre aux opéregede Télécom afin de mieux profiter de leurs
compétences et de se préparer a lI'environnemertéldge®mmunications émergentes, et donc réaliser le
objectifs de réduire le colt de déploiement, oplisea des investissements pour les infrastructures,
faciliter la génération des nouveau services, ecpaséquent de garder et/ou renforcer leurs dées le
marché de service. L'idée générale derriere NGNlestutiliser les technologies de I'Internet tgig le
Protocole Internet (IP) pour faire face a la conence du domaine Internet, il est donc étiqueténgem
"tout IP". En outre, NGN fait une séparation cla@getre l'accés au réseau et les services, et change
l'architecture du réseau de l'approche verticalditionnelle (i.e., I'acces, le contrble et lesvemrs sont
liés étroitement) a une approche horizontale, @ifdections de contréle, des fonctions le transpbdes
fonctions d'application sont séparés en trois cesichdépendantes, et chaque couche fournit desitém

réutilisables a d'autres couches [2].

NGI [3], qui est également connu comme Future Gaiwér de I'Internet (FGI) ou I'Internet du futur
(F1), est né comme une fagon de livraison de nauwveservices sur «Internet 2». Il vise a fournir un

ensemble d'améliorations sur Internet, par exempiledépendance de service/technologie, I'évolidtiva
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simplicité, I'adressage, la sécurité, la confiddité, la mobilité, la fiabilité, la Qualité de Sere (QoS)/

Qualité de Expérience (QoE), l'ouverture, et lelaiément rapide de services personnalisés, etc.

En regardant des tendances d’'évolution dans lesides IT et Télécom, on peut remarquer que la
distinction entre les réseaux de Télécom et lesards d'informatiques est brouillée, surtout du pale
vue de service. Convergence devient une carad@esfondamentale pour des réseaux d’informatique e
des réseaux de Télécom. L'environnement de sewvieenir est généralement considéré comme un
environnement de service convergent, dans leqealiféérents types de services peuvent interagiules

des autres a la maniéere transparente, quels ogiat $86 hétérogénéités sous-jacentes.

Au cours de la derniére décennie, des progrés gimdi ont été réalisés dans la convergence dediver
réseaux cablés, mobiles et sans fil pour fournsr shrvices omniprésents aux utilisateurs. Actuatgnia
convergence se déroule entre les mondes de TélétaiT. Un des exemples les plus frappants est

l'alliance entre I'lP Multimedia Subsystem (IMS)etVeb 2.0.

En ce qui concerne les caractéristiques et lesaterad des évolutions du Web 2.0 et IMS, il est
explicite que tous les deux mettent I'accent sumdlioration de la livraison de service pour réperalix
exigences de plus en plus complexe. Les deux aadtolgteoncept de la composition de service comme un
mécanisme principal pour permettre la création'etétution de services complexes, en intégrant des
services basiques. Des travaux de recherche comrex@ effectués depuis des années, et plein de
solutions pour la composition de services ont ébpgsées par différents organismes de normalisatbn
des sociétés. Néanmoins, certains attributs, tets lg convergence, l'automaticité et I'utilisatsant
toujours centrée sur les questions en suspenspqtipoursuivis par des industries et des acadé@ette
thése vise a répondre a ces questions pour foumninodéle de service composition agile qui satisési

meilleures pratiques dans I'environnement des &E\Gonvergent.

Contexte

Aujourd'hui, le marché de services est axé suriemtéle, et la concurrence entre des fournissders
services est de plus en plus intensive. Pour géedes roles dans le marché de services, les fesgnis de
services et les opérateurs doivent prendre avamtadeurs compétences, trouver les moyens innovants
pour fournir des nouveaux services qui satisfomtetigences des clients, en méme temps, réduedle
opérationnel. Dans ce contexte, la composition elwices, qui réutilise les services existants et de
ressources de réseaux pour la création d'un nowsesice, est reconnue comme une méthode importante

pour la prestation de services de la prochainergéna.
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La plupart des solutions de composition de servémeg basés sur une architecture orientée services
(SOA), qui joue un rdle important pour la prospg&de services Web. Ce concept est compatible &gec |
réseaux NGN en ce que la couche de service estrement séparée de la couche de transport et de la
couche de controle, et donc il assure l'autonongieclthque couche et permet leur développement et
déploiement indépendant; En outre, cette sépargt@met a réutiliser des services existants posr de
nouveaux services, quelles que soient les typesedeaces - services d’'IMS, services conventionioels

services Web.

La composition de services est liée a l'interactiositive entre les services, ce qui permet leagaret
la réutilisation de services élémentaires par lasea services afin d'offrir des services intégréar des
utilisateurs. Ces services élémentaires, appel&eryice Capabilities » ou « Enablers » dans ceytain
réseaux NGN, sont les composants modulaires quigpedtre soit utilisés par la facon indépendante,

partagées par les services composites afin d'dffsrservices enrichis aux utilisateurs.

L'interopérabilité et la coopération entre les cosamts de service dans la couche de service permet:
(1) d'enrichir et de personnaliser les serveursplieations basées sur les besoins et les préfésenes
utilisateurs, et les contextes fournis par les cidgm de service; (2) d'éviter le chevauchementaet
redondance de la mémes fonctionnalités offerteslgmrcapacités de services et de mise en ceuvre par
différents serveurs d'application; (3) de réduieetémps de mise en production pour des serveurs
d'applications; (4) de soutenir l'intégration facdt a faible colt pour des serveurs d'applicati®)sde
gérer la réutilisation des informations d'utilisateet de préférence appliquée dans différents sesve
d'application. Pendant le processus de composi®rservices, toutes sortes de services devrait étre

indépendant des fonctionnalités de contrdle socenfa.

Pour atteindre I'objectif de la composition de &m@w, il a besoin des mécanismes supplémentaires
pour la gestion de l'interopérabilité et la coopiérades services. Tout d'abord, il faut un méaaris
intelligent pour gérer la composition de servic€sest-a-dire, il faut contrdler l'accés des serseur
d’'applications différentes aux capacités de sesyicet gérer les interactions entre les serveurs
d'applications et des capacités de services erctsyg la confidentialité de I'utilisateur. En attant, il
devrait étre en mesure d'acheminer efficacememhdesage a la composante la plus appropriée sans
intervention humaine. Certaines fonctionnalités -famctionnels, tels que la QoS, lintimité, et la
tarification, sont également nécessaires pourg@tseen compte, car l'efficacité d'un serveur diapfion
composite est non seulement dépendante de la caistnindes fonctionnalités, mais aussi dépendarste de
préférences de Iutilisateur et du contexte. Deugident, la composition de services repose

essentiellement sur la condition sine qua non @sechpacités de services qui sont réutilisés dans |
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composition de services ont été rendus disponiibes I'application composite a I'avance. Cette dmrd

est liée au paradigme de I'exposition de serviost k& but est de rendre les services qui sortgtanames

pour étre compréhensible et interopérable dangdeau a grande échelle, sans la prise en compte des
hétérogénéités sous-jacentes. Cette condition §eatréalisée en réutilisant certaines interfac@gef

API). Cela permettra d'accélérer l'introduction rdmiveaux services par les prestataires de senaces,
donnant plus de contréle sur le processus d'inttimlu du service, et de réutiliser des composants

applicatifs existants.

Composition de services dans un environnement NGN

1. Problématiques

Convergence En ce qui concerne des évolutions d'informatiggiede Télécom, la convergence est
largement reconnue comme une tendance inévitableldd exemples les plus frappants est l'alliantre en
le Web 2.0 et IMS. Web 2.0 apporte un impact sigaiff sur le provisionnement de services Intemret
encourageant la contribution des utilisateurs paucréation des services innovants et/ou des costen
IMS est largement reconnu par le monde Télécom aditarchitecture de référence pour les réseaux NGN
en appliquant le contrble de service sur les itfuatures basées a IP, permettant des accées irdimsn

et garantissant une expérience de service séair@@niprésent pour 'utilisateur. Apparemment, iatie
convergence assurément apportera une perspectiveell® pour la livraison de service de nouvelle

génération.

Pendant ce temps, a la fois dans le Web 2.0 atifemement IMS, la composition de services est
considérée comme un mécanisme essentiel de poestigiservices qui permet la création et I'exéoudi®
services complexes, en intégrant les composantemaues de services. Cependant, la plupart des
mécanismes actuels de la composition de servicesemudes mondes IT et Télécom évoluent plut6t
indépendamment les uns des autres sur la basefffgerdes infrastructures sous-jacentes. Par elemp
dans Télécom, IMS a opté pour étre IP basé, ericpker sur la base de SIP pour contrbler des
communications de voix, données et multimédia enpgeréel. Cette considération promet de fournir
facilement la convergence entre Télécom et Interbetmécanisme basé sur S-CSCF et iFC pour le
chainage de services a été standardisé pour dastivr de service IMS basé. SCIM a été proposé @RP3
et OSE a été spécifié par OMA pour fournir le caget des services et la gestion d'interopérabitité ges
capacités de Télécom et des services. Toutefoigeee de l'interopérabilité des services est géerdent

Télécom protocoles axé.
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Par conséquent, dans notre recherche, nous essdgofeurnir un modéle de la composition de
services unifié pour permettre des utilisateurscafder aux services d'IMS et de Web de fagon
transparente a travers différents types de terminainsi que permettre la création de services et
l'interopérabilité indépendamment des différenfsety de services (services IMS, services Web, ou des

services offert par appareils).

Centrée-sur-utilisateur: Une autre tendance importante pour la livraisorsewvices de prochaine
génération est la centrée sur l'utilisateur, dagsiél I'utilisateur est non seulement considéréncernn
consommateur, mais est également encouragé arétrentributeur de services ou de contenus. Beaucoup
de travail a été fait dans ce but, et de nombregségions et plates-formes ont été proposées par
différentes entreprises ou des communautés, sueprgs I'émergence de Mashup dans le Web 2.0.
Néanmoins, la plupart des plates-formes proposgéedes systémes sont statiques ou semi-automatique.
Par exemple, méme certaines solutions qui sontidémdes comme centrées sur l'utilisateur, par elesmp
YahooPipe, MashMaker, et MARGMASH, elles ont enctresoin de lintervention humaine pour
compléter un processus de création de servicee @eténtion humaine est toujours pas assez synmpa, e
tenant compte de la réalité que: la plupart dessatteurs ordinaires n'ont pas de connaissancesasur
technologie d’Internet ou de Telecom, qui entraveulgarisation largement de la notion de "créatlea

services par des utilisateurs".

Afin d'encourager des utilisateurs multi-niveausadtribuer a la création de services, il est négess
de masquer la complexité sous-jacente et de siemplifnterface et le processus de création deicesy
Donc notre modeéle proposé pour la composition deices doit étre appliquées avec un mécanisme
sophistiqué pour la restauration aux besoins ded@esur I'utilisateur, et donc méme un utilisatqur ne

dispose d'aucune compétence de développement,mdagiement créer son service personnel.

Automaticité: la composition automatique de services est extnéné importante pour la réalisation

de la fonction centrée sur l'utilisateur. Parce lgueomposition de services est une tache trés lguée,

et il est au-dela de la capacité des utilisaterdmaires a gérer I'ensemble du processus manusilertdne
telle complexité est due a des faits que le nordbrservices augmente rapidement, qui le rend itiffie
trouver celle qui convient a partir d'un grand noenlde services. L'environnement de service est treés
dynamique, qui nécessite des services peuventi&és et mis a jour lors de I'exécution. Ainsisistéme

de composition de services doit détecter la migeud et prendre la décision en temps réel, ce qtii e
apparemment impossible ou pas efficace pour étreipul@ manuellement par les utilisateurs ou les

développeurs.
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Afin de réduire la manipulation manuelle, d'amdiofefficacité de la production et I'exécution 'u
service composite, nous proposons un mécanismmatifepour traiter de la question de la componsitio
automatique. Notre proposition est principalemédd laux processus de la création de services & de

mise a jour.
2. Contributions

Alors que la convergence, la centrée sur l'utisaet 'automaticité sont les challenges les jphportants

qui entravent la grande popularité de la compasities services dans le marché de services. Ces
challenges nous motivent a proposer un modéleéudii la composition de services, ce qui permet non
seulement a l'utilisateur professionnel, mais éyalet a I'utilisateur non professionnel de créerdeu
propres services facilement, quelles que soiertiééfrogénéités sous-jacentes entre les diffétgmes de

services.

La figure suivante illustre le modéle fonctionne& dotre solution de composition de services dans

I'environnement IMS/Web convergent.

T Mg <
Service Composition E 3 g 'f/ na
Engine
Media Business
Control Engine

1| 1

IMS/Web Converged Environment

SIP AS w
Service
Marketplace
%rd rany IMS Core
ervices

Du point de vue fonctionnel, le r6le principal dEESest de permettre la réutilisation des capacités
existantes, ce qui a trait aux actions comme latiené de services, I'exposition de services, laodeerte
de services, et lI'orchestration de services. Laréiguivante est un modéle simplifié de la SCE egtiliée
a l'environnement IMS/Web convergent, la couchexmbsition de services, et de l'environnement

convivial de création de service.
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Ce modele de composition de services est faciteedd®endu pour satisfaire des exigences diffésente
sans modification sous-jacente. Composition autmmatde services est un exemple qui est réalisé par

I'extension des profils de service utilisés dartsenmodeéle proposé précédemment.

Tout d'abord, afin de réaliser la composition awttique de services, nous réutilisons les concepts d
« service abstrait » et de « service concret »,omtiété initialement proposé par Nassim Laga dens
projet SERVERY pour la composition de gadgets. Naens ensuite divisé le processus de composition
de services en deux processus: la compositionagtiestt la composition concrete. Composition alistra
consiste a définir une combinaison des taches detifmnalités et leur dépendance de données.
Composition concréte consiste a déterminer lesicEes plus appropriées a partir d'un ensemble de
fonctionnellement équivalentes ceux pour chaquieetdonctionnalité. Les deux procédés conduiseat a |
génération d'un profil de service: un profil devémr abstrait ou un profil de service concret. Daate
solution, quand un service composite est créé amanbde la conception, une logique qui est couplage
lache pour l'invocation du service est généréemtesentée par un profil de service composite @bste

profil de service composite abstrait définit la domaison de services fonctionnalités, chaque ncsutiée

a un service abstrait qui peut étre mappé a un losigours capacités existantes concrétes, qui sont
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fonctionnellement équivalents. Afin de faciliterdécouverte service concret, chaque descriptionoded

fonctionnel est liée a une ID unifiée de fonctidustaaite.

Selon le profil de service composite abstrait efdofils de services atomiques concrets, Comparate
de Service sélectionne automatiquement les seratoesiques concrets pour ce service compositeget ¢
une instance de service concret qui est représenténe un profil de service composite concret, fosude

des regles prédéfinies et des contraintes.

Sur la base de ces améliorations pour ce modeéleprigposition automatique de services peut étre
encore améliorée. En regle générale, le processusonhposition de services peut étre divisé en trois

phases: la création de service, la mise a joureseice et I'exécution de service. Et la fonction de

'automaticité est surtout pertinente pour les phate la création de service et la mise a jouedéce.

Quand un service est créé par un utilisateur psafesel ou non professionnel, l'utilisateur a
seulement besoin de définir les fonctions a étrgagés dans ce service créé. Elle/il n'a pas bekoin
connaitre ou de définir précisément quels sendséstants sont invoquées, et comment un tel sepéce
étre accédé et configuré. Cela va grandementtfacié processus de création de services et engenies
utilisateurs non-professionnels a créer plus sesvigersonnalisés, car les utilisateurs ne sontgras
d'avoir des compétences de développement d'apphisaket n‘ont pas besoin de passer beaucoup g tem
pour apprendre a connaitre les capacités, lescesndt I'environnement réseau, qui sont toujowrs tr

difficile, parfois impossible pour les utilisateuren professionnels a comprendre.

C’est normal que la plupart des services sont nj@iarégulierement, ou il y a des variations dans
I'environnement dynamique de services, tels que rdms/eaux services deviennent disponibles, des
services existants deviennent obsoletes, ou déssréggtier changement. Une fois une modification se
produit, il est nécessaire d'effectuer quelquestaements correspondants, afin de faire face aittegisns
exceptionnelles avec une intervention minimale 'délitateur. Ca dérive de la notion de mise a jour
automatique de service, ce qui signifie essentld: lorsque les capacités ou I'environnement
d'exécution de service ont été modifiées, la logida service composite et la configuration corredpate
sont automatiquement ajustées. Du point de vueate 8e processus de mise a jour automatique peut ét

«passive», «active», ou méme «hybride».

La mise a jour «passif» signifie que SCE est toig@ul'état d'écoute. Toutes les mises a jour [@our
logique de service composite sont déclenchéespaoites messages publiées par les services, olepar
résultats d'exécution de services. Dans ce caguelservice composite est relié a un couple delgrah

profil de service composite abstrait et un proéilsrvice composite concret.
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La mise a jour «Actif» signifie que SCE vérifie Wépositaire de profil de service atomique
régulierement pour s'assurer de toutes les capasiectionnés pour le service composite sont les
meilleures a un moment donné. Dans ce cas, le iéjpegle profil de service composite ne stocke lgse
profils de services composites abstraits, et celpsont édictés par Exécuteur de Service. Dansas, la
responsabilité de I'Exécuteur de Service est dtetries messages de notification d'état d'achémetidea

un service composite abstrait, et ensuite décaprdchaine fonction abstraite qui a besoin détteé.

Dans la solution hybride, le dépositaire de prdilservice ne stocke que le profil de service caitgpo
abstrait comme la solution active fait, et la dé@ste de services est exercée, ni au moment dgrdesi
comme la solution passive, ni a I'exécution, conarelution active, mais seulement aprés queisatgur
entre le systeme et avant I'exécution du servitest@ dire, une fois I'utilisateur se connectemparateur
de Services récupére un profil de service compaditgraite, et contact avec le dépositaire de Ipdefi
service atomique a définir un profil de service posite concret pour ce service composite, selon les
informations de connexion de l'utilisateur, lesomfiations et exigence d'exécution de capacitési. €&¢c

similaire a la création de service composite piadiicret au moment du design pour une solutionymss
3. Preuve de concept

Afin de prouver notre modele de composition de ises; un MSN robot est mise en ceuvre comme un
compositeur de service qui est sur la base du raadielcomposition de service proposé comme un cas
d'utilisation. Une plate-forme simplifiée de compios de services est instancié comme un MSN rodtot,

il est représenté comme un contact dans la listeaigacts, ce qui permet de réutiliser mécanisme
d'authentification de MSN et les informations dentast existant. Il facilite également le procesdas
création de service pour les utilisateurs sansraimstallation ou configuration supplémentairenghiles
utilisateurs doivent simplement d'ajouter I'e-ndiiln tel "contact” dans leur liste de contactsalets ils
peuvent parler avec ce "contact” en entrant learsathdes, par exemple, "Envoyer mes fentes disgonibl
dans la semaine prochaine a John", pour créeratesas composites. Dans cet exemple, cet utilisate
crée un service composite qui comprend le calendiéeréseau, le carnet d'adresse de réseau, et la

messagerie. Puis ce service composite est cré&tieépe exécuté a temps réel.
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Les avantages de ce modéle de composition de esrsiont explicites: il facilite le processus de
création de service pour les utilisateurs, en @ardr pour les utilisateurs non professionnels, en
permettant la sélection automatique de serviceptaposition automatique de service et la maniparati
automatique de service. Donc, a la fois I'expéeetintilisateur et le niveau d'implication d’utéiteur dans
le processus de création de service seront gramdemeliorés. Il réduit le colt d'entretien de smrpour
les fournisseurs de services en raison du mécandenenise a jour automatique, parce que chaque
modification, que ce soit du cbté des capacitédeolenvironnement de service, invoquera l'ajusteraer
le service composite correspondant automatiquentemt.outre, il améliore la coopération entre les
différentes parties (par exemple, les utilisatel@sfournisseurs de services, et les opératetar Enfin, il

optimise le cycle de vie de service et permet é&sfation de services innovants a un rythme pluseap

V. Exposition de services dans un environnement

convergent

L'exposition de service joue un rdle important dBégolution de la composition de services, parae g
permettant un service d’'étre réutilisable cela iigmue ce service doit étre connu et accessiblel¢gs
utilisateurs et/ou développeurs. Diverses solutiiagposition de service ont été proposées. Tagtdfs
solutions actuelles sont principalement cibléesgtoupe spécifique de développeurs, et ils ne sast p

suffisamment convivial pour les utilisateurs. Coeptnu de ces réalités, nous proposons trois nedele
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d'exposition de service pour compléter le modegegadent pour la composition de services, et perentt
l'utilisateur de créer des applications dans unch@&mplus ouvert et plus durable. Ces plates-formes
permettent aux développeurs professionnels esatiilurs non professionnels de réutiliser facilentent
services existants pour créer de nouveaux servetgsiofiter ainsi d'une expérience trés persoséadit

d’'une communication significative.

1. Un modéle sémantique enrichi pour I'exposition de evice dans un

environnement convergent

Dans ces années, un grand nombre de mécanismpsdit®n de services ont été proposés pour satsfai
aux exigences de réseaux différents. Cependapliipart des mécanismes d'exposition de servicagiau
les domaines d’IT, Telecom et appareil évoluentglindépendamment. lls sont principalement congus
pour un groupe spécifique de développeurs et/aearéspécifique. Un tel mécanisme pour la découverte
de services et la publication de services dangrgift domaines et par un environnement unifié tosjo
mangue. Ainsi, quand un développeur ou un utilisas®uhaite créer un service convergent qui imgliqu
des services de Telecom, Web ou appareil, il/alleréchercher des services parmi plusieurs plateses

de services différents, comprendre les différenteléfes de description de service, ainsi que leus-so
jacente hétérogénéité. Le besoin de manipuler rdiftés plates-formes accroit la complexité de
l'intégration des services hétérogénes dans uiceeggmposite. En outre, la plupart des solutiarigalles
visent aux développeurs professionnels, et méme gesi plates-formes de création de services qui son
considérée comme centrée sur l'utilisateur. Enpsiggnt sur ces solutions de services d'expositien,
plates-formes de création de services sont encope dompliqué pour les utilisateurs ordinaires.nAfi
d'encourager la participation des utilisateursiew dle I'exclusivité et vraiment inclure des uétisurs non

professionnels, des caractéristiques de centrdaislisateur doivent étre considérablement amélés.

Un de nos objectifs est de proposer une plate-faémeantique améliorée et convergent d'exposition
de service pour une variété de services, y congass services d'Telecom/Web/appareil et des services
générés par les utilisateurs, permettant ainsiauvel écosystéme pour la création de services amtsv
via la mode de centrée sur l'utilisateur. Aujound'tia plupart des solutions actuelles (a la fasislles
mondes de Télécom et de Web) mettent l'accent'wtilishtion du systéme centralisé pour stocker les
informations de service et la gestion de I'accéseauice. L'un des avantages évidents pour cetiGmsu
centralisées, c'est qu'ils sont faciles a mettreeaivre et faire appliquer la manipulation des nesss
détenues sur eux. Par conséquent, nous avons di'gbaposé une plate-forme centralisée de service

d'exposition. Cette plate-forme est destinée acitie dans lequel méme les utilisateurs non psidesels
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peuvent facilement réutiliser les services existg@mur la création de nouveaux services sans¢enipte

des hétérogénéités et des complexités sous-jacentes

Le modele de référence est indiqué dans la figuisaste. Cette plate-forme de I'exposition de sErvi
agit comme un intermédiaire pour l'adaptationadistraction des services fournis par Telecom, hetest

les appareils, et permet la convergence des diff@tgpes de services.
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Au cours de cycle de vie du service, toutes ceiséentollaborent étroitement afin de permettre une
interaction sans faille entre les services hétéregeet de faciliter des réutilizations par ledisatieurs
professionnels et non professionnels.

Le modele de I'exposition de service repose suorélmration des caractéristiques de le centrée sur
l'utilisateur et la convergence, ainsi que sur laurhiture d'un accés unifié aux services de
Telecom/Web/appareil et des services générés pattilsateurs, en méme temps, il respect la dinéed
marché des services. Il permet ainsi les fournissee services tiers, les développeurs et lesatdurs de
réutiliser les services existants, en utilisant ¢esils ou de technologies, ils préférent en suivées
principes de SOA, ROA (Resource Oriented Architegtwu WOA (Widget Oriented Architecture). En

séparant la découverte de services et de fonclitdmae sélection de SCE, ce modéle d'expositon d
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service non seulement libére SCE de la tdche deusiéte de service, mais permet également la
réutilisation des services a plus grande écheidgépendamment de leurs hétérogénéités sous-jacents,
qui améliore encore le partage de différents tygmeservices entre les différentes plates-formesutinit
également la possibilité d'appliquer des contrédegorcés pour I'exposition de services en configr@vec
des exigences des opérateurs différents ou desi$seurs de services via des passerelles. L'aspptit

sur l'utilisateur est renforcée par l'utilisatioa dadget et a base de flash clients pour la puidicale
services, la découverte et la composition, ce agilife grandement le processus de génération decss

qui encourage plus d'utilisateurs a contribuegGobystéme de services.
2. Un modele distribué basé sur P2P pour I'expositiode service

Nous proposons également une architecture dédeatrabasée sur P2P pour I'exposition de services
distribués sur une grande échelle comme une solutiternative. Cette architecture proposée est
hiérarchique par rapport a courant pures solutitnB2P dans le but de ne pas étre limitée a uniderda
service spécifique unique, et permet I'échangeadt et l'interopérabilité entre les différentsetymle
services, indépendamment de leurs hétérogénéitissjacentes. Cette nouvelle méthode pourrait coadui

le paradigme de composition des services a uneetieldre.

Dans notre solution proposée, non seulement legcesrtraditionnelle de Telecom et les serviced\bp
sont exposés, mais des services offerts par afpaetides services générés par les utilisateuns so
également logés. Lorsque différents types de sesue s'exposer au réseau, ils utilisent générateties
technologies différentes ou passent différentesgralies. Afin de réutiliser ces technologies exists
d'exposition de services et de limiter les modifaas aux plates-formes existantes de la découetrte

la publication, une architecture hiérarchique PRPutjlise une superposition de P2P pour le pardee
informations de service diversifiée tout en respeciet conservant les hétérogénéités sous-jacestes

proposé comme le montre la figure ci-dessous.
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L'utilisation de la superposition structuré P2P coenle réseau référentiel de services distribuése ce
systeme de publication de découverte est trés #wellL'adoption du protocole Chord comme une base
pour la solution proposée garantit I'efficacitérdietage pour des requétes aux réseaux P2P a grahelée,
tandis que lintroduction de la publication de $mrvabstrait, la découverte de service abstrait,
l'incorporation de la sémantique unifiée, et leseus de raisonnement permettent la rechercherdieese
ambigué qui est indigent dans les systemes P2Bustés actuels. Le réseau hiérarchique et I'orgtais
des ressources permettent au systeme d'identfiéstement les pairs qui plus susceptibles de cordes
services répondant aux besoins des utilisateudsret d'améliorer grandement I'efficacité de déctevde
service. Cette solution proposée a été initialensentu pour la découverte de service qui portedssr
services de télécommunications/Web/appareil esdpsces généré par l'utilisateur. Cependantt idessi

applicable pour la découverte de ressources gé@séral

3. Un modéle basé sur P2P pour I'exposition de servicgans I'environnement

d’loT

Dans le paradigme de I'loT, il y a aussi un granthiore de appareils légers qui ne peuvent accéder au
réseau IP directement et résident généralement dian®seau local. Pour ce type de dispositifs, des
passerelles sont généralement nécessaires posunesller et de les déléguer pour le monde exiérie
L'exposition pour eux sera complétement différatde services traditionnelle de Telecom et de Wab. P
conséquent, la solution que nous présentons démesseetion se concentre principalement sur lesrafp

qui ont besoin de passerelles pour les relier alesc parties externes, de les exposer dans un réseau

mondial, et en outre permettre le partage d'infeiona entre les différents utilisateurs du servies,
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plates-formes de services différents. En outre,r péuiter le point de défaillance unique pour les
centralisées solutions et I'apparition éventuedlegdulots d'étranglement alors que le nhombre darajie

augmente, un mécanisme basé sur le P2P est propasaméliorer l'efficacité de la découverte deiser

La figure suivante illustre une architecture deéréfice pour les passerelles. D'un point de vue
fonctionnel, le rdle principal d'une passerellealogst de permettre l'interaction entre les apfzarésidant
dans un environnement local, et l'interopérabditére ces appareils locaux et les services a graciugle
provenant de domaines Web et Télécom. Cela estaément lié a des actions telles que la détectamn

appareils, I'exposition des appareils et I'exécuties appareils.

Local Device Gateway

Device Exposure Module .
Service
Repository
B }‘OC?iI Protocol Device Driver
XCCUUOM I Adaptor | | Manager | | Manager
Engme = _
Device
] Repository
PnP Discovery Module

Dans notre solution proposée, des fichiers de ger pour des services offerts par des appareils
sont publiés dans leurs passerelles, et ces plssetistribuées partagent leurs informations deice a
travers le modéle P2P pour éviter le point de Héfaie unique et améliorer de I'efficacité de déeote de

service.

Afin d'améliorer les performances des requéteseemdintenir un haut degré d'autonomie pour des
noeuds, un ensemble de SON (Semantic Overlay Niwsont créés au-dessus des passerelles distribués
Essentiellement, chaque passerelle se connectésaau mondial et agit comme un pair dans le systéeme
P2P. lIs partagent les informations de servicekstes dans leur répertoire de service local. Comese ¢
fichiers de description des services sont sémaamtigurichi, les pairs qui détiennent des fichiers de
description sémantiques peuvent étre considérésneoseémantique enrichi ainsi, comme un résultas Pui
pairs avec sémantiquement similaires fichiers decrijgtion de service sont «regroupés» ensemble. Par
conséquent, quand un utilisateur veut découvriappareil ou un service fourni par le appareil \igtdme
sélectionne le SON(s), qui est (sont) mieux adppté répondre. Ensuite, la requéte est envoyémalés

noeuds dans le SON sélectionné (s) et en outrentraraix autres membres de ce SON. Cela permettra



202

d'améliorer grandement les performances des rexjygdece que les requétes ne sont acheminées gsie da
les SONs appropriés, ce qui augmenterait la chdadeouver les fichiers correspondants rapidemeedt a

un codt limité.

Pour réaliser la découverte de service sur la Has8ON mentionné précédemment, nous proposons

une superposition de triplex sur la base du systé2Rs comme indiqué dans la figure suivante.

@ AbstractService_f

/ Abstra ctService_h

AbstractService g

AbstractService_e
AbstractServi
< Dependency

Overlay
Abstract_Service a )

AbstractService ¢

< Semantic
Overlay Network

< Unstructured
P2P Network

Comme cette figure montre, les passerelles, destomes de réseau, des plates-formes de publicatio
et de découvert, et des environnements de crédéigervices rejoignent le réseau distribué bas@2Br
lls agissent comme des nceuds dans la couche dririég® non structuré en utilisant des solutionédsas
sur les inondations a interagir les uns des auBeis. au-dessus du systéme P2P sous-jacent, |eks ripsu
fournissent des ressources similaires sont regeoupé sont appelés SON. Pour améliorer encore
l'efficacité du découverte de service, d'une suggtipn de dépendance supplémentaire est crééka sur

couche SON.

Les résultats des simulations montrent que I'adogte la couche de SON et la couche de dépendance
pour acheminer la demande de découverte de seavigmentent considérablement le taux de réussite et
réduisent le trafic de réseau en méme temps. A paxt résultats de la simulation, nous notonsi ajussla
classification pour SONs doit étre discrete. Pajge s'il y a trop de SONs dans un réseau, d'unt ipar
permettrait de réduire la probabilité de localizatde la cible SON. D'autre part, une fois I'reguétteint
la cible SON, la probabilité de découvrir un seevimi sein de ce SON sera plus élevé que danselaurés

avec peu SONs. La raison est que plus de SONslelaéseau, I'espace intérieur de la recherchepesa



203

petit. Donc nous avons besoin de trouver une soiujui concilie ces deux paramétres. L'utilisatiten
l'analyse de dépendance pour le processus deisgéleiet SON est une des solutions possibles. Il peut
garder la probabilité de découverte de service ééldans un SON, en attendant, il fournit des
recommandations efficaces pour la sélection de SO#le-ci vise a résoudre les probléemes occasionnés

par le grand nombre de SON.

V. Conclusion

SOA est aujourd’hui reconnu comme un paradigmeaegoour la prestation de services, I'acquisitibfae
consommation dans les réseaux de prochaine gémérk vertu de la SOA, les services sont faibleamen
couplés, donc les interactions entre les fournissele services, les consommateurs de servicesset le
répertoires sont grandement facilitées. Au courdadderniére décennie, beaucoup de recherche et de
développement technologique ont été faites poutiareéce paradigme dans les mondes d’informatigfue

de Télécom, ce qui entraine une grande quantitéati@ologies de soutien, tels que I'architecturs pdur
réseaux NGN, les technologies de mashup pour kioréde services Web. Cependant, il y a encore
quelques grands challenges pour les évolutionsédeiau. Du point de vue du service, les challenges s
rapportent principalement a certaines fonctionéaliessentielles dans le paradigme SOA tels que la

description de service, la découverte de servmesés de service et la gestion de composition.

Utilisant de I''MS/Web/appareil convergent envirenrent comme un environnement de base pour des
services de prochaine génération, dans cette théss,abordons certaines questions ouvertes tpliesa
convergence, l'automaticité, et centrée sur katiBur, qui sont actuellement des obstacles du®wo du
service de prochaine génération. Nos contributicosnprennent principalement deux aspects: (1)
l'introduction d'un modéle centré sur l'utilisatgaour la composition des services qui permet latog
automatique de service et la mise a jour automatdans le environnement convergent; (2) la projposit

de trois différentes stratégies d'exposition degces pour satisfaire des exigences de différéotsaines.

Aprés une enquéte approfondie pour la compositiem skrvices a la fois dans les domaines IT et
Télécom, nous proposons un modele de composititometique des services dans un environnement
IMS/Web convergent. Ce modéle proposé est destinétee celui dans lequel méme les utilisateurs non-
professionnels peuvent réutiliser des servicegstrdssources existants pour créer des nouveavigeser
facilement. Pour améliorer encore des fonctionéslide la composition automatique des servicess troi
stratégies, y compris mise a jour passive, miseua fctive et mise a jour hybride sont proposées et
analysées. Ces améliorations permettent aux tdiliss de profiter d'une expérience de communicatton

interaction trés personnalisé et significative.
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Considérant le rble de I'exposition des servicesrés importante dans le paradigme de la compasiti
de services, nous introduisons ensuite trois difftas stratégies d'exposition de services poisfaimé des
exigences de service des domaines différents. Noogosons tout d'abord une plateforme centralisée
d’exposition de services pour une variété de sesyig compris des services de Telecom / Web / appar
et des services générés par les utilisateurs. Cattteforme vise principalement a renforcer la
fonctionnalité de centré sur l'utilisateur et lanébionnalité de convergence, ainsi que la foureitdiacces
unifié a différents services, permettant ainsi imteraction sans faille entre les services hétéregét de
faciliter la réutilisation de ces services exissata fois par professionnel et non professiontib$ateurs.

Par la suite, considérant les challenges génératereacontrés par des solutions centralisées tglles
l'accés unique, colt d'entretien élevé, et facim@duire a goulot d'étranglement de performanocesn
analysons la faisabilité de I'utilisation de P2Readdéralisé pour soutenir I'exposition de servicritiué a
grande échelle. Puis, deux modéles de partagefaleniation de services basés sur P2P sont congus pou
compléter le modéle centralisé d’exposition desises: i) Un modeéle hiérarchique basé sur le P2iP, g
réutilise Chord pour garantir l'efficacité de déeete de services, en méme temps adopte le codedpt
publication et la découverte des services abgimit permettre a la recherche de service ambiguésgu
indigent dans les systémes P2P structurés aciijélsn modele basé sur P2P avec triplex strateiscigle
principalement des services offert par des apmarBlhns ce modéle, nous utilisons les passerefles d
déléguer des appareils résidant en eux pour I'éiquoglobale de services, et utilisons une ardhitee
basée sur triplex strates, qui comprend une coB@renon-structuré, un couche de SONs, et une couche
de dépendance de service, pour le partage derttiafmn de service et le découverte des services. C
architectures introduites et les mécanismes ded&ton de service sont analysés et évalués par de

implémentations et des simulations.
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Appendix

1. MSN Robot Likes Service Invocation and CreatiofEnvironment:

EIX

estMSN - NetBeans IDE 6.B

File Edit View Mavigste Source Refackor Run Debug Profile Team Tools Window Help

P mioie 8 W P B-G-HOO

E
E
I
&
5

Al x|:Files |:Kenai [rseivices Start Page x | [5§ Mainjave = | [2] LRl Classtoader java x| [ =@
g FR-E-ASfE P (agu 0 H | &
&) Source Packages
-G <defaul package> e gy )
. — 33
:2% :::::Z::wm 34 final MSNMessenger man = new HSNMessenger( 'vellowgreentrihotmail.frf, "12345&7 | =)
- as msn.setInitialStatus| UserStatus.ONLINE ) ; =
&[] rath.msnm.event 5 . Login] ; a
&[] rath.msnmftp o )
5] rath.msnm.msg 38
6] rathumsnm.ut i
5[] testmn £
# [E mputstate.sava il
@ Main java e
@) serviceprofie java =
B seateEnumjava 41 System.out,peintln("Msn Rohot has logged in”):
L[] wmLparserjava s
[&] googleCalendar java -
@ Test Packages a7 wsn.addMsnListener { new Msnidapter ()
& (3 Lbrarkes nlh ;
+\[@ Test Libraries - o
50 2
51 String invokeService="";
52 string serviceKey=rv;
53 String userInfo="";
54 String friendInfo="";
@ public void progressTyping | SvitchboardSession ss, NsuFriend friend, String typin
56 [ t
57 System.out.println{ "Typing on " + friend.getLoginName(] ];
58 i3
59
@b publiz ¥oid whoRddedMe ( MsnFriend Iriend)
61 t
62 System. oné.println(There is who added me");
&3 // wyomn. sddFriend(frisnd. gecLogintame ()] ;
54 try
. Navigator A0 ; 65 {
Members Yiew v 66 MimeMessage wyMsg = new MimeMessage ("hells, welgome®):
=@ v 7 men. addFriend{friend. gecLogintame ) ) ;
() main(strinal sras) 68 men. sendlessage (friend. getLoginiame (), mylsg)
69 )
70 catch (Exception e)
1 (5ystem. out.printinie) ;)
72 /4 friend.zechosessValue (1) ; i
< | 3
: Dutput - testMSN (run) s x
O [3xcastion in thread main® Java Rasuit: 1 ~
BUILD SUCCESSFUL (total time: Z seconds)
v

@ 431 |ms

public static void main(String[] args) {

try {
final MSNMessenger msn = new MSNMessenger( "yellaegfr@hotmail.fr", "123456" );

msn.setlnitialStatus( UserStatus.ONLINE );
msn.login();
System.out.printin("Msn Robot has logged in");
msn.addMsnListener( new MsnAdapter()
{

/IContact is typing a message

int first =0;

String invokeService="";



String serviceKey="";
String userinfo="";
String friendInfo="";
public void progressTyping( SwitchboardSessioriMsFriend friend, String
typingUser )
{
System.out.printin( "Typing on " + friend.getLogiaMe() );
}
public void whoAddedMdénFriend friend)

{
System.out.printhere is who added me");
try
{

MimeMessage myMsgew MimeMessage("hello, welcome");
msn.addFriend{idegetLoginName());
msn.sendMessaga{ft.getLoginName(), myMsg);

}

catch (Exception e)

{System.out.prir(e;}
/ffriend.setAccesdie(1);
}
public void instantMessageReceived( Switchboard8ess, MsnFriend friend,
MimeMessage mime }{
System.out.printlr&>>Message from " + friend.getLoginName() );
String Msg_Rec = migetMessage();
System.out.printM$g_Rec );
SyStem.out. prnI(Hsssssssrrrctttt s )-
if (first==0){
MimeMessage myMSG = new MimeMessage("Dear Sir,@owant to
execute an atomic service? (Yes/No)");
try{
ss.seistantMessage(myMSG);
firstls}
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catch (Eptien e)
{
e.pBrackTrace();}
}
else if
(first==1)&(Msg_Rec.equals("Yes")||Msg_Rec.equajle§")||Msg_Rec.equals
("Modify")|[Msg_Rec.equals("modify"))){
MimeMessage myMSG = new MimeMessage("Please stleatomic
services from below list " +"under the followingrfoat (‘'Execute:name of
service' or 'E:name of service):\n" +"( 1) Weathge2 ) Map\n( 3)

Message\n( 4 ) Translation\n( 5 ) Calendar\n( @yal');

try {
ss.sendInstantMessage(myMSG);
}

catch (Eptien e){

e.pBrackTrace();
}
}
else if

((Msg_Rec.startsWith("execute:")||Msg_Rec.startb{Viixecute:")||[Msg_Rec
.startsWith("E:")|[Msg_Rec.startsWith("e:")))

{

serviceKey = "";

userinfo="";

friendInfo="";

System.out.printirgil Rec);

Msg_Rec=Msg_Rec.aeplll(" ", ");

System.out.printirgiyl Rec);

StringTokenizer maew StringTokenizer(Msg_Rec, ":");

int mspart;

mspart = ms.countdiog(); // include the place for "execute”

string[] servicests new String[mspart-1];
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string mytoken = ms.nextToken(); //get "createbinf
for (int i=0; i<servicesList.length;i++) // add tlselected services into a list,
the first place servicelist[0]is for "create”
{
mytoken = mextToken();
if (mytokequeals("weather")||mytoken.equals("Weather")){
services[i]="Weather";
}
else if (migam.equals("map”)||mytoken.equals(*"Map")){
services[i]="Map";
}
else if (mlyam.equals("message”)||mytoken.equals("Message™)){
services[i]="Message";
}
else if (migam.equals(“translation™)||mytoken.equals("Tramnsé)){
serviceg[i]="Translation";
}
else if (miyam.equals("calendar")||mytoken.equals("Calendar"))
services[i]="Calendar";
}
else if (mlyam.equals("news")||mytoken.equals("News"))}{
services[i]="News";
}
else if
(mytoken.equals("news+translation”)||mytoken.eqtidsws+translation™)){
services[i]="News+Transaltion";
}
else if
(mytoken.equals("weather+translation")||mytokenadsiWeather+translation

N

services[i]="Weather+Transaltion";
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invokeServicerdcesList[0];

String confirn®& ="";

for (int i=CsgervicesList.length;i++)

{
/ISystent.puntin(servicesList[i]+"***");
if (i<(sécesList.length-1))
confirmMSConfirmMSG+servicesList[i]+", *;
if (i==(sécesList.length-1))
confirmMSGeonfirmMSG+servicesList[i]+".";

}

confirmMSG = "Do you want to create a service corgdollowing
functionalities: " +confirmMSG + "(Confirm/Modify/@ncel)";

MimeMessage myMS@ew MimeMessage(confirmMSG);

try
{
ss.seistantMessage(myMSG);
first=2
}
catch (Eptien e)
{
e.pBrackTrace();
}
}
else if

((((first==2)||(first==2)))&(!(Msg_Rec.equals("Yeg|Msg_Rec.equals("yes")||
Msg_Rec.startsWith("Create,")[|[Msg_Rec.equals(ter&d
Msg_Rec.equals("Confirm")||Msg_Rec.equals("confjifMsg_Rec.equals("
Modify")||[Msg_Rec.equals("modify")))){
MimeMessage myMS@ew MimeMessage("What do you want to do? " +
"lby want to create a service, please type 'Yest\n "
"If you want to teach me, please enter the contader following
format: 'study: question content + answer contefitp

"Othése please contact my developper: hhh@hotmail:;om
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try
{
ss.seistantMessage(myMSG);

first=1
}
catch (Egtien e)

{
e.pBrackTrace();
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2. Simulation for hierarchical P2P based service @osure model:

=

File Edit Source Refactor Navigste Search Project Run Window Help
£ = 8 -0 Q- HG-
EdEFr il Er e

I %+ Debug [E¥Java

{25 Project Explorer 52 = O|[[1) ChordMessagejova [ [1] Createhiwijova &3 . [1] CounterOb: 1] NodeC t =iE
: ! 4 L I =
e~ S if (nodeone >= (nodeTwo - 1)) 5]
|—g—— return Networkl.get(nodeone); i
4= GnutellaPeersim int middle = (nodeOne + nodeTwo) / 25
1 neurogrid if (((middle) >= Networkl.size() - 1))
&2 P2PGnutella System.out.print("ERROR: Middle is bigger than Network.size”
12 peersim iF (((niddle) <- 0))
B peersimchord return Networkl.get(e): 1
- try { 1
2 sre BigInteger newId = ((ChordProtocol) ((Nede) Networkl.get(middle))
i example.aggregation .getProtocol(pid)). chordld;
1 eample.edaggregation BigInteger lowId;
el ol if (middle > o)
gmmpwemdbmm lowId = ((ChardProtocol) ((Node) Networkl.get(middle - 1))
o p‘ : : .getProtocol(pid)).chordId;
eemplenewscas elce
# peersim TowId = newId;
3 peersim.cdsim BigInteger highld = ((ChordProtocol) ((Node) Networkl
B pesisin et get(middle + 1)).getProtocol(pid)).chordld;
B Chordinitialiijava AF. (id.compateTa(newly) = 8
= E: id.compareTo(newId) == 1) &% (id.compareTo(highld) == -1 -
1] ChordMessage,java  HE!CCd comiareTo(gentd) )& ( pareTo(higl m L
11 ChordProtoceljava = = = = :
L] Createhwjava [ Problems | @ Javadoc |[2 Declaration | B Console 22 M- =0
o test_chordNew [Java Application] C:\Program Files\ava\jre6\bin\javaw.exe (20 fevr, 2012 18:37:45)
1] LookUpMessage java AVET GBS (IOpSAT, 40 EXECULION CLNESS2ms 1 aLL PErCENLagsws Faxed  FLme 5
1) MessageCounterObservere averag&i:upsx,:j Exe(u:)}anitj‘imestgzg Is\iiﬁper(eniag&ﬁ ;axti; 21n£
7] NodeCoriparatirjava average_hops#4,44 execution_times ail_percentage! ax in
i average_hops#4,29 execution_times#258 fail percentagess Max#s Minse
1] Parameters java average hops#4,54 execution times#250 fail percentagesp Max#s Minse
) TrafficGenerator.java average_hops#4,33 execution_times#258 fail percentage$#@ Max#9 Min%6
# peersim.config i : queue is empty, quitting at time 999930
cersim.core
m B average_hops: 4.383477188433734
3 peersim dynamics Sl Ii\.
il peersim.edsim ey E
# peersim.graph min: @ e
T || rantenls rinoane time |
v B v
Writable Seart Insert 26:8 & |8

# PEERSIM CHORD

# random.seed 1234567890
simulation.endtime 106
simulation.logtime 1076
simulation.experiments 1
Network.size 1000
Networkl.ratio 1
Network?2.ratio 1
Network3.ratio 1
Network4.ratio 1
Networkl.size 0
Network2.size 0
Network3.size 0
Network4.size 0

protocol.tr UniformRandomTransport { mindelay 0



protocol.my ChordProtocol

control.traffic TrafficGenerator

init.create CreateNw

control.observer MessageCounterObserver

control.dnet DynamicNetwork

init.0 Chordinitializer

}

maxdelay 10 }
{ transport tr }
{ protocol my
step 100 }
{ protocol my
idLength 32
succlListSize 12 }
{ protougol
step 25000 }
{add10
add2 0
add3 0
add4 0
minsizel 0.5
maxsizel 1.5
minsize2 0.5
maxsize2 1.5
minsize3 0.5
maxsize3 1.5
minsize4 0.5
maxsize4 1.5
step 100000

{ protocol my }

public void processEvent(Node node, int pid, Obg@ant) {

227



228

p.pid = pid;
currentNode = node.getindex();
if (event.getClass() == LookUpMessage.class) {
LookUpMessage message = (LookUpMessage) event;
message.increaseHopCounter();
Biglnteger target = message.getTarget();
Transport t = (Transport) node.getProtocol(p;tid)
Node n = message.getSender();
if (target == ((ChordProtocol) node.getProtocmjjchordld) {
t.send(node, n, new FinalMessage(message.getimpet()), pid);}
if (target != ((ChordProtocol) node.getProtocalp.chordld) {
if(message.getTargetNetid()==this.getNetid()){
switch(message.getTargetNetid()){
case 1:{ Node dest = find_successorl(target);
if (dest.isUp() == false) {
do { varSucclistl = 0;
stabilizel(node);
stabilizations++;
fixFingers1();
dest = find_successorl(target);
} while (dest.isUp() == false);}

if (dest.getID() == successorList1[0].getID() &&
(target.compareTo(((ChordProtocol)
dest.getProtocol(p.pid)).chordld) < 0)) {fails++;}

else { t.send(message.getSender(), dest, messdyg, p

h
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break;

case 2 {......};

case 3:{.....};

case 4 {......};

else{ switch(message.getTargetNetid()){

case 1. t.send(message.getSender(), externtlPoiessage, pid);
break;

case 2: t.send(message.getSender(), extern#Poiessage, pid);
break;

case 3. t.send(message.getSender(), externt8Poiessage, pid);
break;

case 4: t.send(message.getSender(), externslPoiessage, pid);
break;

default:System.out.printin("error:netld is not cigifrated

correctlly");}}}}

if (event.getClass() == FinalMessage.class) {
FinalMessage message = (FinalMessage) event;
lookupMessage = new int[index + 1];
lookupMessage[index] = message.getHopCounter();
index++; }}
public void stabilizel(Node myNode) {
try { Node node = ((ChordProtocol) successorLiBlYetProtocol(p.pid)).predecessor;
if (node !'=null) {
if (this.chordld == ((ChordProtocol) node.getPratifp.pid)).chordld) return;

Biginteger remotelD = ((ChordProtocol) node.get&col(p.pid)).chordid;
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if (idInab(remotelD, chordld, ((ChordProtocoi)ceessorList1[0]
.getProtocol(p.pid)).chordld)) successorListHQjode;
((ChordProtocol) successorList1[0].getProtocgih)).notify(myNode);}
updateSuccessorList1();
} catch (Exception el) {  el.printStackTrace();

updateSuccessorl();}}

private void updateSuccessorListl1() throws Excepfio
try {
while (successorList1[0] == null || successorLiBt1§Up() == false) {updateSuccessorl();}

System.arraycopy(((ChordProtocol) successorListdf@Protocol(p.pid)).successorListl, O,

successorlListl, 1, succLSize - 2);

} catch (Exception e) { e.printStackTrace();}

public void notify(Node node) throws Exception {
Biginteger nodeld = ((ChordProtocol) node.getPeot(p.pid)).chordid;
if ((predecessor == null)|| (idlnab(nodeld, ((Citerotocol) this.predecessor.getProtocol(p.pid))

.chordld, this.chordld))) {predecessor = node;}

public Node find_successorl(Biginteger id) {
try {if (successorList1[0] == null || successoili®].isUp() == false) {updateSuccessorl();}
if (idInab(id, this.chordld, ((ChordProtdysuccessorList1[0].getProtocol(p.pid)).chordifl))
return successorList1[0];}

else { Node tmp = closest_preceding_nodgl(id
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return tmp;}
} catch (Exception e) { e.printStackTrace();}

return successorList1[0];

private Node closest_preceding_nodel(Bigintegef id)
for (inti=m;i>0;i-){
try {if (fingerTable[i - 1] == null || fingerTald[i - 1].isUp() == false) {continue;}
Biginteger fingerld = ((ChordProtocol) (fingerTap - 1].getProtocol(p.pid))).chordld;
if ((idinab(fingerld, this.chordld, id)) || (icoenpareTo(fingerld) == 0)) {
return fingerTable[i - 1]; }
if (fingerld.compareTo(this.chordld) == -1) {
if (idInab(id, fingerld, this.chordld)) { returfingerTable][i - 1];}}
if ((id.compareTo(fingerld) == -1)&& (id.compare{this.chordld) == -1)) {
if (i == 1) return successorList1[0];
Biginteger lowld = ((ChordProtocol) fingerTakleR].getProtocol(p.pid)).
chordld,;
if (idinab(id, lowld, fingerld)) return fingertée[i - 2];
else if (fingerld.compareTo(this.chordld) == €bntinue;
else if (fingerld.compareTo(this.chordld) ==r&jurn fingerTable[i - 1];}
} catch (Exception e) { e.printStackTrace();}}
if (fingerTable[m - 1] == null)

return successorList1[0];
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3. Theoretical analysis for triplex layers based seice exposure model in I0T service

environment

L]

File Edit Yiew MNavigste Source Refactor Run Debug Profle Team Tools Window Help

- NTEIBG HO

ulationaveragedelay - NetBeans IDE 6.8

[ Services Start Page x| |Gt} Main jave x| (&) Mainava | (&) Man.java x|
BE-8- Q%58 #4% uven &
imulationaveragedelay T =
+ ]
Seixce Packaes i 4 L
&[] simulstionaveragedelsy 2
R Main.java L -
@@ Test Packages 3 S
& Lbruns 15 + @param ar arfmand 1ine argume
(0@ Test Libraries L /
body v 1706 public static void main(3tring[] args) §
g 18 ## TODO cods application’ logic: here
19 dowsle p=0.01
20 double R=0.1; o
21 double g=1/R%p;
22 double k=0.5;
23 int T_Blin
24 int T_SON=
25 int T triplex=14:
26
27 dousle interi=(l-p):
28 double interz=1i;
29 double probability message=0:
30 douwsle everage message=0;
a1 double success_rate=0;
32
33 for (int i=1: 1<=T_Blind: i++)
34 { =
35 if (im=1)
36 1
a7 probability_message=p;
38 )
39 else ¢
40 probability message=p#*interi;
41 interi=interl?il-p):
42 ¥
| a3 everage message=everage_message+itprobability messages v
:Navigator Sin]
: Oubput - i {run) =
Meriibers View 45 =
=y Man o e
% N B average messages for flooding = 34.135631331128702
@ main(String[Yargs) " |success rate for flooding = 0.70D6136085876685
28| average messages for SON = B.541917531986071
success rate for SON = 0.7094778884377915
average messages for Triplex = 5.072303585274831
success rate for Triplex = 0.7200588479134697
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@ i1 |ms

public static void main(String[] args) {

double p=0.01;

double R=0.1;

double g=1/R*p;

double k=0.5;

int T_Blind=120;

int T_SON=23;

int T_triplex=14;

double inter1=(1-p);
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double inter2=1;
double probability_message=0;
double everage_message=0;
double success_rate=0;
for (int i=1; i<=T_Blind; i++)
{ if (i==1)
{probability_message=p;}
else { probability_message=p*interl;
interl=interl*(1-p);}
everage_message=everage_message+iljligbanessage;
success_rate=success_rate+probabilégsayge;}
System.out.printin("average messages fardiing = "+everage_message);
System.out.printin("success rate for flogp# "+success_rate);
everage_message=0;
success_rate=0;
inter2=1,;
double inter3=(1-R)/(1-q);
for (int i=1;i<=T_SON;i++)
{ inter2=inter2*(1-q);
if(i==1)
{probability_message=p;}
else{ probability_message=(1-p)*R*irit&y/(1-q)/(1-q);
for(int j=1;j<=i-1;j++)
{ probability_message=probabilityessage+(1-p)*R*inter2*g*inter3/(1-q);

inter3=inter3*(1-R)/(1-q);}}



everage_message=everage_message+iljilithanessage;
success_rate=success_rate+probabilégsaye;}
System.out.printin("average messages fdd SO+everage_message);
System.out.printin("success rate for SON-success_rate);
everage_message=0;
success_rate=0;
inter2=1,;
double inter7=1;
double inter8=1;
double probability_inter=0;
for (int i=1;i<=T_triplex;i++)
{ inter2=inter2*(1-q);
if(i==1){ probability_message=p;}
else{ probability_message=(1-p)*R&r2*q/((1-q)*(1-q));
inter8=inter2/(1-q)/(1-q);
inter7=1,
probability _inter=0;
for(int j=1;j<=i-1;j++){
probability_inter=probabilityiter+(1-p)*(1-R)*k*inter8*inter7*q;
inter7=inter7*(1-k)/(1-q);}
probability_message=probability ssegge+probability_inter;}
everage_message=everage_messagayatplioy message;
success_rate=success_rate+probaliggsage;}
System.out.printin("average messages fiméx = "+everage_message);

System.out.printin("success rate for Toipte'+success_rate);
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